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C.S.RAO

One of the negative fallouts of globalization and
liberalization is Money Laundering. The very
nature of the financial services industry which
provides access to complex financial transactions
has, in a way, proved to be an obvious target for
defrauders. Money Laundering is the process
whereby money acquired through illegitimate acts
is routed through various approved channels.
Thus, it disguises the illegal origin of the tainted
money.

Money Laundering particularly occurs in organized
crimes, where the criminals involved in generating
huge sums of money, have to look for ways to
disguise the nature of the acquired wealth.
Historically, insurance has remained almost
untouched by the money laundering activities.
However, insurers have to remain ever alert in order
to thwart any nefarious designs by undesirable
elements. Considering the new lines of business,
especially in the life class, with the propensity of
huge sums of money being paid as premiums
upfront; insurers have to be careful as regards the
source of such income, identity of the prospect and
the purpose behind such contracts. A vast amount
of work with regard to preventive mechanism in

this area has been done globally and at home.
I am sure, by meticulously following these
instructions and by ensuring discipline at all levels
of operation, insurers would certainly keep the
perpetrators at bay.

'Money Laundering and Insurance Industry' is the
focus of this issue of the Journal. Several authors
have comprehensively explained the role of the
insurance industry in fighting this menace.

There is a motive to make a profit in any financial
transaction. However, in many cases, this motive
transgresses the limits of fair-play; and this leads
to perpetration of frauds. Many classes of insurance
are particularly exposed to this evil. 'Frauds in the
insurance industry' will be the focus of the next
issue of the Journal. As always, several industry
experts will be contributing their thoughts in this area.

rom the PublisherF
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FROM THE EDITOR

For any major initiative associated with overall development, there is most likely bound to be a certain
amount of its darker side. While we have been witness to so many benefits universally from globalization
and liberalization, they are not without their cup of woes. Money laundering is one such evil associated
with the progress, which has been bothering the administrative mechanism in the more recent times.

Considering the ease with which trans-border transactions have come to be accomplished, there is every
possibility that unless the authorities exercise a thorough check at various stages, huge sums of money
acquired through several illegal activities like drug trafficking, smuggling of arms and in an extreme
case, a direct or indirect association with terrorism; can get passed off as legally acquired.

Because of its unique functioning pattern of charging only a premium upfront for the promise of a huge
contingent payment later, insurance has not been a favourite hunting ground for large scale money
laundering operations. Nevertheless, in view of the rapidly changing styles of functioning like charging
single premiums upfront, issuing policies for huge amounts etc., there is need for insurers also to be on
the guard. Money Laundering and the involvement of insurance form the focus of this issue of the
journal.

Mr. S.V. Mony brings in his vast experience in the industry to highlight the areas that are vulnerable
and suggests measures to ensure that insurers do not fall prey to the evil designs of money launderers.
Ms. B. Padmaja discusses the possible smart overtures of money launderers and the historical
development of anti-money laundering measures seen across the globe. Technology, when rightly utilized,
helps corporate entities in every management imperative, combating money laundering not being an
exception. This is brought home succinctly by Mr. Ashwin Parekh.

In order that insurers nullify the attempts of prospective money launderers, it is important that they
know all their customers. Ms. K.G.P.L. Rama Devi highlights the importance of 'Know Your Customer'
(KYC) in fighting the menace. Mr. Sandeep Batra further elaborates this vital function and brings in the
concept of Customer Due Diligence (CDD). Following the various guidelines religiously ensures thwarting
the nefarious designs of prospective money launderers; Mr. Ashish V. Joshi explains this aspect in
detail.

Claims Management continues to be a favourite subject with various people associated with the industry.
To add credence to this argument, we have an article by Mr. G. Gopalakrishna on the importance of
claims settlement in life insurance; in the 'Follow Through' section. The importance of distribution
channels in the insurance industry has come to the fore in the post-liberalization era; Mr. Stuart Purdy
discusses the role of bancassurance as a dynamic distribution channel in his article in the Field Force
section.

To make a profit somehow in a financial transaction continues to be the sole motive of many. In achieving
this, sometimes a customer goes beyond the business ethics. This leads to commitment of frauds.
Especially in a business like insurance, a customer sees 'fairness' even in a fraudulent transaction,
knowingly as well as inadvertently. 'Frauds in Insurance' is the focus of the next issue of IRDA Journal.
We will have the opportunity of knowing various viewpoints and perspectives from a vast collection of
articles.

U. Jawaharlal

Towards Establishing a Comprehensive Check...
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VANTAGE POINT

The Lure of Additional Benefit
The policyholder should not get lured by an initial short term gain as it would invariably lead to

the industry's detriment in the long run observes U. Jawaharlal.

While it cannot be said that the
tendency to gain at any cost and in
whatever manner is inherent in every
human being, it is certainly the motive
to make a profit that propels most of
the fraudulent transactions that are
perpetrated in society. The occurrence
of several major frauds in large
corporate entities in recent times has
brought frauds into a great deal of
prominence universally.

If the managements are not alert about
the possibility of fraudulent attempts
being made on them, and put in place
measures to tackle such happenings;
they can become victims of the evil
designs of the perpetrators. The menace
is universal in nature; and the intensity
of frauds depends upon such factors as
the level of economic development,
awareness levels of the people in
general, and above all, the level of
preventive measures adopted by the
respective administrators.

Insurance industry is uniquely placed in
the matter of fraudulent attempts made
by the clients, especially in an emerging
market like the Indian one. The
policyholder, having paid the premiums
for a certain number of years, gets a
feeling that there is nothing wrong in
enforcing a claim. The realization that
insurance contracts are aleatory in

nature (that is, they are based on
uncertainty) and as such, the payment
of a claim is contingent upon the
happening of an event, does not appeal
to them. How strange that time and
again, several ills point towards one
common handicap - the lack of
awareness!

While all classes of insurance are
exposed to frauds, there are some classes
which are additionally vulnerable to the
evil. In life insurance, where the assured
amount is payable on the death of the
policyholder, frauds are limited to a
great extent for the simple reason that
no one is prepared to sacrifice one's own
life in exchange for a certain sum of
money, however large. Nevertheless, the
underwriter has to be careful with
regard to the purpose of insurance,
affordability of premium, need for
insurance etc. so that the insurer is not
exposed to any attempts of defrauding.

Among the non-life classes, almost every
line of business is exposed to fraudulent
claims, although the frequency and the
amounts involved can vary a great deal.
Marine insurance is believed to be a very
fertile ground for perpetration of frauds,
not just for the huge amounts involved,
but also for the unique nature of the
business itself. Insurers should remain
alert always to ensure that no foul-play

is involved, particularly in major
transactions across the borders.

Some classes of insurance where the
incidence of frauds is very high all over
the world are motor and health. While
the amounts involved may not be very
high, the sheer number of fraudulent
claims can put the insurers on the
back-foot. There is need for every force
involved to exercise the greatest
caution - the insurer, the hospitals, the
TPAs etc. in the health class; the
insurer, the surveyors, the motor
garages etc. in the area of Motor
insurance - to avoid the high incidence
of fraudulent claims.

Above all, it is essential that the
policyholder does not get carried away
by the lure of an initial additional
benefit. Rate-making in insurance is
dependent on the eventual claims paid
by an insurer, which means that costs
tend to go up. Further, it also amounts
to some other sincere policyholder
subsidizing the fraudulent claim. On
both counts, it is detrimental to the
overall success of insurance in the long
run.

'Frauds in the Insurance Industry' is the
focus of the next issue of the IRDA
Journal. We will get to see a rich
collection of articles about frauds across
the entire industry.

Frauds
in

Insurance
In Our Next Issue....
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IN THE AIR

                                   28th April, 2006

IRDA/INV/CIR/005/2006-07

Re: Investment in Innovative Perpetual Debt
Instruments of Bank's Tier-1 Capital & Debt Capital
Instruments of Bank's Upper Tier-2 Capital.

The Reserve Bank of India [vide Master Circular
DBOD.No.BP.BC.57/21.01.002/2005-2006 dated 25th Jan,
2006] has allowed banks to raise Capital through issue of
Hybrid Instruments as under for augmenting their Capital
Adequacy:

1. Innovative Perpetual Debt Instruments for inclusion as
Tier 1 Capital

2. Debt Capital Instruments eligible for inclusion as Tier 2
Capital

3. Perpetual Non-Cumulative Preference Shares for
inclusion as Tier 1 Capital; and

4. Redeemable Cumulative Preference Shares eligible for
inclusion as Tier 2 Capital

Insurance Companies, in general, have long term liabilities
and require Instruments of Investment with matching
maturities to optimally manage their assets and liability
position. The above Instruments, which are likely to be
issued by both Public and Private Sector Banks would have
a minimum maturity period of 10 and 15 years, and would
provide adequate flexibility to the Insurers in their Asset-
Liability Management, with reasonable returns and hence
provide Insurance Companies with appropriate Investment
opportunity.

The Authority had therefore examined the various aspects
of these instruments and have decided that the above
Instruments may be deemed as a part of 'Approved
Investments' for the purpose of Section 27A and 27B of
Insurance Act, 1938, under powers vested in Section 27A(s)
and 27B(j) of Insurance Act, 1938, subject to the following
conditions:

1. The Debt Instruments issued by Banks in Private Sector
shall be rated not less than 'AAA' by an independent,
reputed and recognized Rating Agency and those issued
by Banks in Public Sector shall have rating not less than
AA.

2. Preference shares issued by the Banks shall satisfy the
conditions specified under section 27A (1) (i) and 27A

Circular

(1) (j) of Insurance Act, 1938 in the case of Life Insurers
and 27B (1) (e) and 27B (1) (f) of Insurance Act, 1938 in
the case of Non-Life Insurers.

3. In the case of a Life Insurer, investments in the various
Hybrid Instruments shall at all times not exceed 10% of
Investment in Approved Category which are subject to
Exposure Norms (i.e., 10% of 35% which is 3.5% of Life
Fund) and not more than 5% of respective fund size of
other than Life Fund, namely Pension & General Annuity
Funds, Groups excluding Group Pension and Group
Annuity Funds and Unit Linked Funds.

4. In the case of Non Life Insurers, all Investments in such
Hybrid Instruments shall at any point of time not exceed
10% of Investments under Approved Investments which
are subject to Exposure Norms (i.e., 10% of 55% which is
5.5% of Investment Assets)

5. All exposure Norms applicable for Approved Investments
shall be applicable for these Hybrid Debt Instruments /
Preference Shares Issued by the Banks.

6. If the Hybrid Debt Instrument is down graded below AAA,
in the case of Private Sector banks and (below AA in the
case of Public Sector Banks) such investments shall be
re-classified as 'Other than Approved Investments' apart
from reporting in FORM 2 of IRDA (Investment)
Regulations, 2000.

7. In case the Interest on the Instrument is not serviced on
due dates, the Investment in such Hybrid instruments
are to be re-classified as 'Other than Approved
Investments' from such date for reporting to the Authority
through FORM 3A (Part A) or FORM 3B (Part A) of IRDA
(Investment) Regulations, 2000 in respect of Life and
Non-Life Insurers respectively and all guidelines for
Classification, Income Recognition and Valuation of
Assets issued by RBI shall be applicable for such
Investments.

The necessary changes to incorporate the Investments made
as per this circular have been given in Guidelines

INV/GLN/001/2003-04 (ver.02 - 28/04/2006) and

INV/GLN/002/2003-04 (Ver.02 - 28/04/2006)

Sd/-

(C R MURALIDHARAN)

Memeber
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IN THE AIR

Circular
26th May, 2006

Re: Expression of Interest

TAC has collected data from the general insurance
companies on motor / health insurance for the years 2003-04
and 2004-05. The statistics thus collected need to be
analysed from actuarial and rate making point of view which
could be useful in the ensuing detariffed regime. Before a
final analysis is contemplated, it becomes necessary that a
preliminary exercise need to be conducted on the collected
data so as to assess the usefulness of the data from the
analytics point of view and for rate making purposes.
Agencies based on the in-house technical capabilities and

with proven experience in the analysis of general insurance
data will be short listed as service provider(s) at a later
date. This will be based on the preliminary exercise that
they will undertake now on the available data.

Any agency with proven experience in the analysis of
general insurance data may express their interest by
approaching IRDA within 21 days from today (26.5.06).
For further details contact H. Ananthakrishnan, OSD,
IRDA at hananthakrishnan@irdaonline.org.

Sd/-
(V. Vedakumari)

ED(Admn.)

26th May, 2006
009/IRDA/BRO/MAY06
To,
All Insurance Brokers.

SUB :BROKERS -ON-LINE-FILING
OF ANNUAL RETURNS

The Authority has designed and tested an automated system
for Broker's Annual returns submissions and in this
connection the Authority requires the brokers to submit their
annual returns through our portal hosted under the following
website address which will be ready for filing from 1st April
2006. http://www.irda.gov.in
The user manual for submission of 'Data' has been made
available in our website under the following link:
http://www.irdaindia.org/ibmain/brokermanual.zip.
The instructions mentioned in the user manual must be
adhered and ensured the data is submitted as per the
requirement of Authority. The brokers are required to formally
register with our portal for the purpose of filing returns and
the procedure for the same has been made available in user
manual.
At the first instance, you are requested to submit the data
on-line for the financial years 2003-04, 2004-05 and also for
the year during which the license was granted. This activity
should be completed on or before 30th June, 2006. The data
submission for the year 2005-06 should be completed by
30th September, 2006. For all the above years, brokers shall
send signed hard copies (generated from the portal) to IRDA
duly signed by the principal officer.
In case of any clarifications on the technical aspects, you can
send your queries to Mr. Deepak Khanna, Sr.A.D.(IT) at
deepak@irdaonline.org or call him on 040-55681125.
Any clarifications on the formats etc. may be addressed to
Mr. Suresh Nair, Sr.A.D at nairs@irdaonline.org

Sd/-
(C.S.Rao)

Chairman

CIRCULAR COMMITTEE CONSTITUTED

10th May, 2006
No. 006/IRDA/GRV/MAY-06

ORDER

The Authority hereby constitutes a committee to look into
the existing grievance redressal systems in the PSUs and
formulate guidelines for adoption by the insurers and
suggest modifications to the regulations for protection of
policyholders' interests. The committee shall comprise of
the following members

Ÿ Sri Vepa Kamesam, Managing Director, IIRM,
Chairman

Ÿ Dr. H. C. Jain, Executive Director. LIC of India,
Member

Ÿ Mrs. Asha Nair, DGM, The New India Assurance
Co. Ltd., Member

Ÿ Mrs. Pushpa Girmaji, Consumer Activist, Member
Ÿ Mrs. Yegnapriya Bharath, OSD, IRDA shall be the

Convener/Secretary
The terms of reference of the committee shall be as follows:
1. Study of the existing redressal systems in the PSUs to

identify the good features and the shortcomings.
2. Study of the systems of private insurers to identify the

good features and the shortcomings.
3. Study the published information/web based systems

existing in insurance companies abroad.
4. Study the published information/web based

regulations and guidelines existing abroad on grievance
redressal systems in insurance.

5. Formulate guidelines for implementation of grievance
redressal systems in insurance companies.

6. Suggest modifications, if any, in IRDA Regulations
relating to Protection of Policyholders' Interests, 2002.

The committee shall submit its report within three months
of the date of this order.

Sd/-
( C.S.Rao )
Chairman
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In the last decade we have seen
progressive reduction if not removal of
barriers to trade and commerce and
facilitation of free movement of money
across countries. No doubt these have

Ÿ Helped to expand trade;

Ÿ Encouraged transparency ;

Ÿ Raised efficiency levels; and

Ÿ Improved overall quality.

These have, however, also created more
avenues of certain harmful activities
across nations. The impact of money-
laundering, particularly in the context
of the threats of terrorism and drug
peddling, cannot be under estimated.
The international organisations such
as World Bank, ADB, IAIS and others
recognised the problems early and have
initiated mechanisms to detect control
and prevent activities that are used as
tools for money laundering across
nations. Insurance is considered as one
of the fields which offer potential for
misuse in the context of money
laundering.

ADB has done considerable work in this
regard; and they have defined money
laundering as:

" -----the conversion of property that is
the proceeds of either all crimes or
certain designated crimes into money
or property that has the appearance of
being legitimately obtained, to hide the
true nature and origin of  the money."

Smuggling, drug traffic, illegal arms
deals, bribery, international frauds,

Processes in Money Laundering

and any activity of organised crime can

generate large illegitimate profits.

The perpetrators are always looking for

avenues to circulate such funds into

legitimate money and circulate them

back in the financial system. One of the

dreaded uses of such money is to

support and finance acts of terrorism

across the globe. It is the duty and

responsibility of each country; and each

enterprise to systemically prevent such

money laundering. This can be done by

the introduction of suitable strong

mechanisms to detect and control such

activity. Developing countries are

perceived to be more vulnerable.

The OECD has set up a Financial

Action Task Force (FATF) to establish

international standards to fight money

laundering. The ADB has developed a

'Toolkit" for use by countries.

The objectives include the availability

of material, resource centre for training

and learning, and an on-line forum to

assist continuous improvement for ADB

staff knowledge on the subject.

The IAIS has taken several initiatives

and considerable work has been done

in respect of the subject as it relates to

insurance. This article briefly touches

upon the operational aspects of money

laundering in insurance field; and the

objective is to assist all stakeholders

in becoming aware of the risks of money

laundering through their insurance

organisations and employees; and set

up detection and prevention

mechanisms.

It is mentioned in literature on the

subject that life insurance business

offers more potential for misuse rather

than non-life sector. IAIS have given a

very detailed list of "examples of money

laundering and suspicious

transactions involving insurance".

Some of these are mentioned below:

Ÿ Premiums exceed apparent means

Ÿ Choice of product with values

inconsistent with the proposer's

insurance needs

Ÿ Transactions resulting in

conspicuous increase of investment

contributions

Ÿ Large flow of funds through

non-resident accounts

Ÿ Early termination of contract

resulting in high refunds, perhaps

to a third party

Ÿ Benefit transfer to an unrelated

third party

In a market that is rediscovering itself after nearly five decades, the emphasis on securing market-share
first and risk management afterwards is a normal feature argues S.V. Mony; and goes on to suggest

that AML measures are important for the enterprise and for the country as a whole.

The impact of money-
laundering, particularly in
the context of the threats of

terrorism and drug peddling,
cannot be under estimated.

--  Lessons for Insurers
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Ÿ Clandestine change of beneficiaries
(possibly without knowledge of
insurer)

Ÿ Premiums paid by unrelated third
parties

Ÿ Cash top-ups or large top-ups

Ÿ Reluctance to provide legitimate
information

Ÿ Many policies with different insurers

Ÿ Large-value single premium policies
and early cancellation even at a loss.

Single premium contracts and large
value annuity contracts are mentioned
as two main areas that can be misused.
Insurers and intermediaries, therefore,
have to be particularly watchful in these
areas and set up systems to detect
trends that may be associated with
money laundering.

Some points are elaborated in the
following paragraphs.

IAIS warns that cancellation of policies
with refund of premium has been known
to be used for laundering. The signals
could include the use of several policies
by same insured and or agent, for
relatively low amounts but totalling in
the aggregate to large sums. If taking
out such policies and cancellations occur
with some frequency or regularity it is
important for the insurer to detect such
cases and/or trends in good time; and
take steps accordingly. Large
overpayment of premiums in general
insurance and even in life insurance;
and seeking refunds is also known to
be a potential source of laundering.

Assignment of policy benefits to
unrelated third parties is an avenue for
laundering. In seeking growth of
premium field personnel may easily be
persuaded by client to agree to such
assignments. It is believed that
insurers in India exercise adequate

caution in not allowing any such
practice under pressure to grow.
Time will, however, tell.

In the Indian market we saw a sudden
spurt in what is known as 'Keyman'
insurance which has the potential for
misuse from the laundering angle.
This did attract quick intervention from
the regulator. With the introduction of
some conditions these practices appear
to have receded, but their resurfacing
in some different form is a possibility.
Companies and regulators have to be
alert.

The IAIS paper mentions that high
commissions or brokerages can also be
used to benefit unrelated third parties.
In India, because of statutory caps on

commissions and brokerage, potential
for this is rather low.

In general insurance, fraudulent claims
are a source often resorted to. Voyage
insurance of non-existent cargo is
known to have been a method often used
to get large values in fraudulent claims
on the back of which a laundering layer
may be present. Such claims often help
to legitimise the illegal gains.

As in any unlawful activity, the
criminals are always a few steps ahead
of the regulators or investigators.
To minimise, if not completely avoid,
the possibility of insurance

The signals could include
the use of several policies by
same insured and or agent,
for relatively low amounts

but totalling in the
aggregate to large sums.

transactions becoming a conduit for
money laundering; it is important that
managements of all insurance
companies set in place mechanisms for
early-warning. Among the proposals
recommended is the submission of
regular information through what is
termed as 'Suspicious Transaction
Reports' (STR) by each insurer to the
designated body and for a market as a
whole. Such information needs to be
treated cautiously and in confidence.

Among the various annual publications
from IAIS the report on information
and analysis of what they call
'typologies' is an important one.
The following typologies have been
identified:

1. Use of Single premium policies

2. Early redemptions of large policies

3. General insurance claim fraud
involving illegal or non-existent
goods or assets

4. Cash payment of premium;
sometimes agents convert cash into
their own cheque thus masking a
true risk.

5. Cooling off periods which offer an
avenue for legitimised full refunds
when the premium may have been
paid out of illegal moneys

6. Collusion between customer and
intermediary or employees of
insurer

7. Premiums paid by third parties
including agents and benefits paid
to third parties

It has also been reported that
laundering risks exist at different
stages of a contract of insurance such
as purchase (e.g. cash payment);
underwriting (income vs. policy value);
benefit distribution (assignment) etc.
It is therefore necessary to list out
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The enterprise itself is
exposed to a threat of

reputation and financial
consequences if any major

incident occurs; and its
funding is post-facto traced
to an insurance transaction.

The author is Secretary General, Life
Insurance Council.

impress upon staff and field personnel
the need for them to follow the
in-company procedures to prevent their
being used as a conduit in illegitimate
activates such as money laundering.
The enterprise itself is exposed to a
threat of reputation and financial
consequences if any major incident
occurs; and its funding is post-facto
traced to an insurance transaction.
Considerable work is being done by
international agencies and the IAIS.
Government has issued legislation and
IRDA has already been issuing
necessary guidelines in this important
area of the sector.

Insurance companies and employees,
particularly senior management and
Directors should be aware of the
vulnerable areas in insurance; and
ensure that safeguards are in place and
compliance is monitored. No doubt
these involve additional work and costs;
the cost of non-observance of guidelines
and risk management measures could
even be much higher.

possible vulnerable areas, slot them
against the stage of the cycle of an
insurance contract, and set up robust
monitoring processes.

In this context customer profiling
assumes importance. The KYC (Know
Your Customer) guidelines become a
very valuable tool in the early detection
exercise. It is important to understand
the behaviour and characteristics of
customers from the point of view of
money laundering. The traditional and
standard requirements relating to
confidential report by agent, references
from the area, income verification in a
case of large sum insured, reasons for
choosing a product or options in a
product (e.g. early redemptions), change
of beneficiary at any time during a policy
tenure, early claims in life insurance
and close proximity claims in   general
insurance, multiple cheques for paying
premiums, large top-ups in a policy etc.
are all key areas that should be
captured in the system to detect
potential cases of money laundering;
and this could eventually result in the
insurer taking up investigation at an
early stage of the contract.

The problem areas call for a risk
management approach and reporting

channels should be well set. In a market
that is rediscovering itself after nearly
five decades, the emphasis on securing
market-share first and risk
management afterwards is a normal
feature, as we have seen.
AML measures are important for the
enterprise and for the country as a
whole. Players in the financial services
sector including insurance have a clear
larger responsibility to ensure that
satisfactory measures are introduced
and implemented to minimise the risk
of money laundering through insurance.

It is important for each insurer to
undertake steps to create awareness at
all levels of the organisation; and

We welcome consumer experiences.
Tell us about the good and the bad you
have gone through and your suggestions.
Your insights are valuable to the industry.
Help us see where we are going.Help us see where we are going.Help us see where we are going.Help us see where we are going.Help us see where we are going.

Send your articles to:

Editor, IRDA Journal, Insurance Regulatory and Development Authority,
Parisrama Bhavanam, III Floor, 5-9-58/B, Basheer Bagh, Hyderabad 500 004
or e-mail us at irdajournal@irdaonline.org

0 
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Money laundering, a transnational
activity requires international
co-operation to fight it out.  A number
of initiatives have been established for
dealing with the problem.  Initially, the
first international convention
concerning money laundering had drug
trafficking offense as the only predicate
offense1.  As many more types of crimes
have become international concerns

now, most countries now include a wide
range of serious offenses as predicate
offenses.  Prevailing legislations at the
national level following the two
international conventions one at
Vienna and the other at Palermo are
The Narcotics Drugs and Psychotropic
Substances Act, 1985;  and The
Prevention of Illicit Traffic in Narcotic
Drugs and Psychotropic Substances
Act, 1988.

Origin of Money Laundering:

Money Laundering dates back to
1930's.  It initially started as a method
of tax evasion.  Alphonse Capone, a
brilliant brutal Chicago crime czar, who

Back ground:

Attacks on the twin towers of World
Trade Center and Pentagon are still
fresh in the memory of whoever has
witnessed them either in person or as
was covered by the media. International
concern about the cruelty of terrorism
mounted thereafter.  There was a fillip
in the international efforts to combat
financing of terrorism.

Profit-motivated crimes span a variety
of illegal activities from drug trafficking
and smuggling; to fraud, extortion and
corruption. The scope of criminal
proceeds is significant - estimated at
some $500 billion to $1 trillion (U.S.)
worldwide each year.  How do such huge
amounts from illegal activities go
unnoticed?

Money Laundering (ML):

There is a thin line of separation
between a genius and a criminal.
Proceeds of illegal activities are washed
in a stream of transactions to give them
a legal look and origin, in a process that
is termed 'money laundering'.

Terrorists use techniques to evade
authorities' attention and to protect the
identity of their sponsors and of the
ultimate beneficiaries of the funds.
Targeting the money laundering aspect
of criminal activity and depriving the
criminal of his ill-gotten gains means
hitting him where he is vulnerable.
Without a usable profit, the criminal
activity will not continue.

could be termed as the 'Father of Money
Laundering' used Laundromats
(self service, coin-operated washing
machines) to disguise the proceeds
from illegal activities.  More intricate
mechanisms for laundering money
came into being, along with passage
of time.

How it happens:

Money Laundering is a process
involving three stages namely placing,
layering and integration.  Proceeds of
illegal activities are put to a series of
transactions to distance it from their
sources; and they are integrated and
put to use when it gains the legal
exterior.

To move their funds, terrorists use the
formal banking system, informal
value-transfer systems, Hawalas and
Hundis; the oldest method of
asset-transfer; the physical
transportation of cash, gold and other
valuables through smuggling routes.
Technological advances in e-commerce,
the global diversification of financial
markets and new financial product
developments provide further
opportunities to launder illegal profit
and obscure the money trail leading
back to the underlying crime.

A Few techniques of money
laundering:

Ÿ Smurfing - having people deposit
random amounts of less than due
diligence limits of that nation (say
$10,000 in USA) into variously

The Devil of Money Laundering

Money laundering facilitates corruption and can destabilize the economies

of susceptible countries, opines B. Padmaja.

 - Vulnerability of Insurance Business

Proceeds of illegal activities
are put to a series of

transactions to distance it
from their sources; and they
are integrated and put to use

when it gains the legal
exterior.

-------- ~ 

·~t it 
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named accounts at many different
banks. They also buy bank drafts
from various financial institutions to
circumvent thresholds for transaction
reporting. Then a middleman can ship
the compact negotiable instruments
for deposit elsewhere. Due diligence
rarely catches this activity.

Ÿ Shipping Money Abroad - in bulk cash
or less bulky items like diamonds,
gold, precious stamps etc., then
arrange to get it back.

Ÿ Placement Through Banks - wherein
banks and other financial
institutions may unwittingly be used
as intermediaries for the transfer or
deposit of money derived from
criminal activity.

Ÿ Use of "Pass Through" or "Payable
Through" accounts for placement,
especially in opening accounts in
foreign banks which enable their
clients to deposit cheques, which the
domestic bank may not have sufficient
knowledge of, to conduct financial
transactions.

Ÿ Placement Using Electronic Wire
Transfers - that permit criminals to
transfer instantly millions of dollars
though personal computers and
satellite dishes without leaving any
tracking systems especially when
non-customers and non-
correspondent banks transfer to
equally unknown third parties.

Ÿ Placement using Insurance Products
- especially single premium products.

Ÿ Placement using Investment Related
Transactions -like large or unusual
settlements of securities in cash form
and buying and selling a security with
no discernible purpose.

Effects of Money Laundering:

Money laundering facilitates

corruption and can destabilize the

economies of susceptible countries. It

also compromises the integrity of

legitimate financial systems and

institutions; and gives organized crime,

the funds it needs to conduct further

criminal activities.

If funds from criminal activity can be

easily processed through a particular

institution, the institution could be

drawn into active complicity with

criminals and become part of the

criminal network itself. As for the

potential negative macroeconomic

consequences of unchecked money

laundering, the International Monetary

Fund has cited inexplicable changes in

money demand; prudential risks to

bank soundness; contamination effects

on legal financial transactions; and

increased volatility of international

capital flows and exchange rates due to

unanticipated cross-border asset

transfers.

The economic and political influence of

criminal organisations can weaken the

social fabric, collective ethical

standards, and ultimately the

democratic institutions of society.

Vulnerability of insurance
business:

Money launderers enjoy doing business
with companies with a large customer
base, increasing the potential for them
to hide the real purpose behind their
insurance purchases.  The value of
assets in the entire industry and the
volume of transactions also make the
insurance sector a logical place for
investing significant amounts of
illegal profits which can go unnoticed.

Life insurance is more vulnerable to
money laundering than general
insurance. The nature of life insurance
transactions normally does not allow
disproportionate sum assured in view
of the financial underwriting norms of
a life insurer, however it is vulnerable
in some areas like the following:

1. Unit linked products which provide
for withdrawals and unlimited top
up premiums;

2. Single premium products-where the
money is invested in lump sum and
surrendered at the earliest
opportunity;

3. Free look cancellations - especially
the big ticket cases.

In December 2002, a typical typology
of money laundering in life insurance
business was brought out when,
Authorities from the United States,
the Isle of Man, and Colombia
announced that they have exposed a
sophisticated criminal scheme that
targeted life insurance companies in
the United States, the Isle of Man, and
other locations to launder some $80
million worth of Colombian drug
proceeds over the past few years.

If funds from criminal
activity can be easily
processed through a

particular institution, the
institution could be drawn
into active complicity with

criminals and become part of
the criminal network itself.
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Called 'Operation Capstone' in US;
'Operation Basking' in the Isle of Man
and as 'Operation Fan' in Colombia; the
two year investigation revealed that
Colombian drug trafficking
organizations, through a small number
of insurance brokers, were purchasing
investment-grade life insurance
policies in the United States, the Isle
of Man, and other locations, with cartel
associates as the beneficiaries.  These
policies were funded with tens of
millions of dollars worth of drug
proceeds sent (in the form of cheques
and wire transfers) to insurance
companies by third parties around the
globe.

Operation Capstone revealed that
cartels were routinely liquidating their
drug-financed life insurance policies
after relatively short periods of time.
The reason as it can be seen, is that,
despite paying stiff financial penalties
for early liquidation, the cartel
beneficiaries would receive a cheque or
wire transfer from the insurance
company that, on its surface, appeared
to be legitimate insurance / investment
proceeds.

General findings indicated that the
independent insurance sales brokers
operating internationally had little or
no training in anti-money laundering
issues.

Counter Measures:

Sound financial systems and strong
anti-money laundering regimes are
essential in the fight against money-
laundering.

Counter measures to fight money
laundering at the institutional level
basically involve:

Ÿ Designing policies and procedures to
identify customers;

Ÿ Training the workforce to implement
the same;

Ÿ Record keeping and

Ÿ Reporting to Financial Intelligence
Unit (FIU).

At a national level, it requires:

Ÿ Suitable legislations/guidelines
supporting implementation of FATF
recommendations and

Ÿ International co-operation.

Financial Intelligence Unit (FIU):

Money Laundering involves a series of
transactions comprising of relatively
smaller amounts.  The process can be
detected only at a macro-level.

FATF Recommendation No. 26 requires
setting up a FIU, which collects and
disseminates information of suspicious
activities at the national level. FIUs
across the world have been set up under
various departments of their nation like
Police, Ministry of Finance, Central
Bank or Authority of Justice and have
different nomenclatures across the
globe like:  Financial Crimes
Enforcement Network (FinCEN) in
USA; Financial Transactions and
Reports Analysis Centre (FINTRAC) in
Canada; National Criminal
Intelligence Service (NCIS) in UK; Joint
Financial Intelligence Unit (JFIU) in
Hong Kong; Australian Transactions

Report and Analysis Centre
(AUSTRAC) in Australia; Financial
Intelligence Unit of India ( FIU-IND)
in India.

Financial Action Task Force
(FATF):

Financial Action Task Force was set
up in 1989 after G-7 summit.  It is a
policy-making body presently with 33
member nations2 which has come out
with 40 recommendations initially
against money laundering and added
9 special recommendations after '9/11'
which emphasizes combating the
financing of terrorism.

These 40+9 recommendations as they
are popularly called, list out various
measures to be implemented by
member nations in their battle of anti-
money laundering and combating of
terrorist financing (AML/CFT).  It
details the measures to be adopted by
the countries both at the national level
and at financial institutional level.

At the national level the basic
emphasis on the member countries are:

Ÿ To criminalize the act of money
laundering

Ÿ To set up a centralized unit to
collect, analyze and disseminate
data on money laundering

Ÿ To protect those who report money
laundering

Ÿ To fix up threshold limits for
reporting purpose

Ÿ Mutual legal assistance among the
member nations

At the institutional level they
emphasize

Ÿ Customer due diligence (CDD)

Ÿ Record-keeping and

Ÿ Reporting to FIU

Sound financial systems and
strong anti-money

laundering regimes are
essential in the fight against

money-laundering.
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International Association of
Insurance Supervisors (IAIS):

The need to implement 40+9
recommendations in the insurance
industry is strongly realized by
insurance supervisors around the world.
Though the vulnerability of the
insurance sector is not as high as that
of other sectors of the financial
industry, it is a possible target for
money launderers and financiers of
terrorist acts.  Hence, the insurance
sector should take adequate measures
to prevent its misuse.  Insurance Core
Principles (ICP) 28 Anti-Money
Laundering and Combating the
Financing of Terrorism (AML/CFT) was
introduced, in this context.  It is
applicable at a minimum to those
insurers and intermediaries offering
life insurance products or other
investment related insurance products.

The guidance paper offers a range of
possible measures, procedures and best
practices from which the supervisor
should select those most appropriate to
deal effectively and efficiently with the
risks.

Customer Due Diligence or Know Your
Customer (KYC), as it is known in many
nations, takes the center stage in the
guidance paper.  A money launderer
initiates placement disguising himself
as a 'Customer'.  Revealing his true
identity can check the laundering
process at step one.    Hence enormous
thrust is placed on the identity of a
customer.

The paper also stresses the importance
of training requirements of the staff of
the financial institutions, who actually
deal with the 'Customer'.  Record
keeping and reporting to FIU follow suit.

Why New Legislations in India?

The FATF and other FATF-style
regional bodies3 which include Asia
Pacific Group (APG) are part of a global
network that is committed in AML/
CFT.  India is a member of APG.

In its Mutual Evaluation Report, March
2005, APG has set out India's levels of
compliance with the FATF
recommendations.  It has pointed out
that India has not undertaken any
comprehensive threat assessment of
money laundering or terrorist
financing; and that its legislative
efforts have been concentrated on
fighting tax evasion and large 'black
money' component in its economy.
It has also come up with various
recommendations most of which have

been addressed now.  It has pointed out
that the Prevention of Money
Laundering Act enacted in 2002, was
not effective.  The PMLA 2002 was then
made effective on 1st July 2005. With
AML guidelines issued to insurance
sector, the last entrant in the line of
financial institutions that are
determined to fight AML, legislations/
guidelines are in place encompassing
all the reporting entities.  Requirement
of the hour is effective implementation.
Thus, a proper ground has been
prepared; let us wait and watch the
progress that the efforts make and how
they fructify.

Though the vulnerability of
the insurance sector is not as
high as that of other sectors

of the financial industry, it is
a possible target for money

launderers and financiers of
terrorist acts.

The author is Asst. Director (Life),
IRDA. The views expressed in the article
are her own.

1. A predicate offense is the underlying
crime that produces the proceeds
that are the subject of money
laundering

2. List of FATF Member nations:
Argentina, Australia, Austria,
Belgium, Brazil, Canada, Denmark,
the European Commission, Finland,
France, Germany, Greece, the Gulf
Co-operation Council, Hong Kong,
China, Iceland, Ireland, Italy, Japan,
Luxembourg, Mexico, the Kingdom of
the Netherlands, New Zealand,
Norway, Portugal, the Russian
federation, Singapore, South Africa,
Spain, Sweden, Switzerland, Turkey,
the United Kingdom, and the United
States.  The peoples Republic of China
is an observer since January 2005

3. FATF-Style Regional Bodies: Asia /
Pacific Group on Money Laundering
(APG); Caribbean Financial Action
Task Force (CFATF);  Council of
Europe Select Committee of Experts
on the Evaluation of Anti-Money
Laundering Measures
(MONEYVAL) (formerly PC-R-
EV);Eurasian Group (EAG) ; Eastern
and Southern Africa Anti-Money
Laundering Group (ESAAMLG);
Financial Action Task Force on
Money Laundering in South America
(GAFISUD); Middle East and North
Africa Financial Action Task Force
(MENAFATF)

D.V.S. Ramesh, the author of the article
'Ensuring Fair Claims Management -
Issues for Quick Disposal' published last
month, is Sr. Asst. Director (Life),
IRDA; and not as reported earlier.
We regret the error.

C O R R E C T I O N
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Technology in Anti Money Laundering

It is very critical for a financial institution to know, who they are dealing with; and ensure
that the proposed customer is not conducting his business with the aim of placing,

layering or integrating the funds, argues Ashwin Parekh.

 - Enabling Compliance…. and more

Technology does provide a critical
enabling environment to combat money
laundering. Let us see how technology
can be made to work towards that
object. In its simplest sense, money
laundering would imply legitimization
of illicit proceeds derived from criminal
activity. It has three parts to it:
The placement, layering and
integration. In the placement anatomy,
the funds are introduced into the
insurance companies with a view to
launder. It is then layered i.e. it is moved
around to hide the source and make
back-tracking as difficult as possible.

That done, funds are then introduced
into legal economy.

As we can see therefore, it is very critical
for a financial institution to know, who
they are dealing with; and ensure that

the proposed customer is not
conducting his business with the aim
of placing, layering or integrating the
funds. Knowing all essential detail of
a customer is therefore a significant
aspect of anti-money laundering
initiative.

In case of insurance companies, the
customers are introduced by the
intermediary. An agent or a broker
knows or is expected to know his
customer. Compared to other players
in the financial sector namely the
banking companies, the insurers are
on weaker grounds, due to this
remoteness.

Compared to other players
in the financial sector
namely the banking

companies, the insurers are
on weaker grounds.
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In addition, Indian insurance companies
will have to cope up with the issues of
geography and dispersed distribution
network. The contact points through the
agency force would be spread across the
country. To keep a trail of acquisition
and transaction behaviour would be a
challenge. In addition to knowing their
customers (KYC), there will be
challenge in knowing the agents (KYA)
and keeping a track of the customers
they acquire.

Insurance companies will have therefore
greater challenge in the verification and
identification of suspicious activity,
reporting and conducting enhanced due
diligence for intermediary and
customers. The technology and AML
solutions therefore have to have larger
focus on the following four
environments. They are expected to
facilitate compliance with the regulator
requirements. They have to minimize
the false positives (suspects). It could
hurt the business otherwise. They have
to be dynamic (to fresh data) and
scalable.

A typical solution will have the
following functional architecture.

1) Data management

2) Alert engines

3) Analysis and investigation

4) Administration and reporting

A typical functional solution design will
look as follows. A closer look at the
design would suggest that the alert
engines are the backbone of a good AML
solution.

The data for the purpose of AML will
typically have two streams from which
there is flow.  The customer data and
profile which is gathered at the time of
acceptance of a proposal is the beginning

of data management process.  The
transaction data will then flow in from
different applications and likewise
there will be product data application.
Both are essential for the purpose of
profiling a customer at the time of
acceptance / rejection, then analysing
his transaction behaviour and
preparing for any reporting
subsequently.  The data management
environment will preferably have open
architecture metadata drivers, robust
data access engines and transformation
suites to ensure data quality.  More
significantly the data management will
have open framework for executing
behaviour or business rules and
creating alarms.  The success lies in the

framework for rules management.  Then
there will be the logical and physical
data models.

The AML alert engines play a
significant role in the overall solution.
The alert engines also largely
determine the outlay or the total spend
on the technology solution for insurance
companies.  A typical alert engine will
have the following functional design:

Ÿ Verification

Ÿ Business /Behaviour rules scenarios

Ÿ Profiling

Ÿ Analytics - the advanced versions
comprise of artificial intelligence for
complex business rules

The verification function will normally
examine whether the customer to be
admitted / accepted is free from the
watch list.  The watch list is normally
evolved by an insurance company over
a period.  The ready database of
blacklisted identities by various
countries / jurisdictions and regulators
is available. Likewise database of
politically influential persons (PIP) is
also available for a price.  The scenario
building tools work on dynamic data and
new business / behaviour rules evolve.
As the companies articulate the rules
to watch for compliance, the culprits
evolve smarter ways to beat them.  The
tool has to have a high order of
parameterisation and scalability.  In as
much as the rules and scenarios (which
are developed as rules are violated) of
combinations of rules are developed to
study the profile and behaviour of the
customers, it is important that the
redundant ones are removed. Tools
which facilitate these are normally
preferred.

The analytics are the heart of the AML
solution. They help in profiling the
customers. They trigger the
"unusualness" of behaviour and link it
to a class or group of customers or a
geography or a product which is targeted
by the criminals. The expensive tools,
which are available in the market place
have larger capability and are
sometimes used to profile customers for
positive relationships such as selling.
To this extent it becomes an important
management tool and in addition to
compliance it supports the management
in its business requirements.
This perhaps is used as a good

Insurance companies will
have therefore greater

challenge in the verification
and identification of

suspicious activity, reporting
and conducting enhanced

due diligence for
intermediary and customers.
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The author is a Partner, National
Industry Leader- Financial Services
with Ernst and Young Pvt. Ltd.
The views expressed by him may not
necessarily be those of his firm.

one. The discovery could influence the
surveillance process which in turn will
influence the discovery. The process
would therefore look like the one
depicted as above:

To conclude, the companies have
compliance and environment risks to
evaluate in determining and planning

The evidence gathered by
the insurance company has

to be reported and the
regulator has to be equipped
with adequate data for him
to proceed with the matter.

justification by the CIOs (Chief
Information Officers) of the insurance
companies to invest in an AML
solution.

Finally the AML solution should have
good reporting / administering
capability. The evidence gathered by the
insurance company has to be reported
and the regulator has to be equipped
with adequate data for him to proceed
with the matter. Once the analytics
suggest a certain behaviour through the
Security Alert Report (SAR), the
compliance team will have to resolve
the investigation and thereafter submit
the evidence to the necessary authority.

The process of AML is a dynamic and
to a very substantial extent a cyclical

for their technology solution for AML.
There can be a larger object as well,
beyond the risk of reputation and
compliance. The customer profiling may
be utilized for its sales and business.

[L p IJ C 55 
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Know Your Customer

Insurer's strategic policies will determine its exposure to risks such as underwriting risk, reputation risk,
operational risk, concentration risk and legal risk, writes K.G.P. L . Rama Devi.

- A Step in the Right Direction

It is important to have
detailed information about

customers, but knowing
customers does not mean only
understanding their reasons

for buying the product/service.
The organisation should have
sufficient information about

its customer, his/her profession,
means of income etc.

the annals of history, and caught global
attention on terrorism.

Need for knowing your customer:

Customer behaviour, like normal
human behaviour, is complex and
driven by too many factors - known and
unknown.  One of the most important
factors for determining market
feasibility of an organization is the
customer base for the business.
Identifying potential customers and
their locations helps businesses
determine if these customers can be
reached.  Often it is argued that
Customer Relationship Management
(CRM)  is very effective in tracking and
centralizing what we know about our
customers -- purchase history, service-
level agreements, previous support
issues, demographic data, etc. -- but not
so effective in making that knowledge
actionable or measurable in terms of
business value. It is important to have
detailed information about customers,
but knowing customers does not mean
only understanding their reasons for
buying the product/service.
The organisation should have sufficient
information about its customer, his/her
profession, means of income etc.

Of late,  crime has become a lucrative
business for many.  There's a lot of
money to be made and the risks are far
outweighed by the rewards. Money
Laundering is nothing but the process
of moving illegally acquired money/
cash through financial systems so that
it appears to be legally acquired.  But

Introduction:

Organisations are an integral part of
the society; and they are responsible to
the society as a whole.  Good business
decisions in terms of profit earnings,
may be short term, but ethical / moral
standards compel long term focus,
which could mean sometimes painful
choices.  For e.g. All those companies
who did good business in landmines and
indirectly helped in capacity building
of Iraq were required to close down, post-
gulf war. It should be appreciated that
everyone has a freedom to choose a
profession  of one's interests; and
status in the society, but no one should
make a living indulging in such

activities which put larger interests  of
the society at stake.   9/11 is one such
event, which has made an entry into
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As a matter of principle,
insurers should not offer

insurance to customers or for
beneficiaries that obviously

use fictitious names or whose
identity is kept anonymous.

one can fight this menace by stopping
the perpetrators of crime from cleaning
their ill-gotten gains through legitimate
financial service products, thus making
it harder for criminals to benefit from
the proceeds of their crimes.

Financial Action Task Force (FATF)1,
in their 40 + 9 recommendations
mentioned the measures to be taken by
financial institutions (FIs) and non-
financial business and professions to
prevent money laundering and terrorist
financing.  Customer Due Diligence
(CDD) is one of the measures suggested
by regulatory agencies at international
level as a key element in anti money
laundering efforts and combating
terrorism.  It is stated therein that the
financial institutions should not keep
anonymous accounts; accounts in
fictitious names; and should undertake
customer due diligence measures,
including identifying and verifying the
identity of their customers before or
during the course of establishing
business relations; or conducting
occasional transactions; or if the
financial institution has doubts about
the veracity or adequacy of previously
obtained customer identification data;
or  in case there is a suspicion of money
laundering or terrorist financing.

Customer Due Diligence (CDD) :

The Customer Due Diligence (CDD)
measures to be taken are as follows:

1. Identifying the customer and
verifying the customer's identity;

2. Identifying and verifying the
beneficial owner;

3. Obtaining information on the
purpose and intended nature of
business relationship;

4. Conducting ongoing due diligence on
the business relationship.

Financial institutions should apply
each of the CDD measures, but may
determine the extent of such measures
on a risk sensitive basis depending on
the type of customer, business
relationship or transaction.

Enhanced measures should apply to all
higher risk business relationships,
clients and transactions.  For e.g. in
relation to Politically Exposed Persons
(PEPs), in addition to performing CDD
measurs,  the FIs should obtain senior
management approval for establishing
business relation; take reasonable
measures to establish the source of

wealth and source of funds; and conduct
enhanced ongoing monitoring of
business relationship.  FATF, in its
recommendations,  defined Politically
Exposed Persons as 'those individuals
who are or have been entrusted with

prominent public functions in a foreign
country, for example, Heads of State
or of Government; senior politicians;
senior government, judicial or military
officials; senior executives of state
owned corporations; important
political party officials etc.  Business
relationships with family members or
close associate of PEPs involve
reputation risks similar to those with
PEPs themselves.  The definition is not
intended to cover middle ranking or
more junior individuals in the foregoing
categories.

Know Your Customer (KYC)
Norms:

Though  customer remains the king in
the new paradigm of global business,
one should have  sufficient information
about the customer, before assessing
his relevance to the business.  As a
preventive measure against usage of
insurance policies by money
launderers,  the insurer must identify
all their potential by obtaining as
much information from the proposer as
possible.  Based on this assessment,
the insurer should decide whether or
not to accept the business relationship.
As a matter of principle, insurers
should not offer insurance to customers
or for beneficiaries that obviously use
fictitious names or whose identity is
kept anonymous.  By adopting Know
Your Customer (KYC) norms as a part
of prudent CDD measures, the insurer
first looks into the important factors,
such as

a. Type and background of customer
and/or beneficial owner;

b. The customer's and/or beneficial
owner's geographical base;

c. The geographical sphere of the
activities of the customer and/or
beneficial owner ;

d. Nature of the activities etc.

Documents for CL11s.tomer 
I denUfication 
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If the company comes across instances
such as customer insisting on
anonymity; reluctance to provide
identifying information, or providing
minimal, seemingly fictitious
information; or in cash based suspicious
transactions for payment of premium
and top ups over and above Rs.5 lakh
per person per month; or if there are
frequent free look surrenders by
customers; or in case the  policies are
assigned to unrelated parties without
valid consideration; or in any other
doubtful circumstances, steps should
be taken to find out whether there is
any ground / circumstantial evidence
that should cause reasonable suspicion.
Sometimes, suspicious transactions can
also arise from the following:

Ÿ If there is any inconsistency  with the
needs of the customer or if there is
request for a purchase of policy in
amount considered beyond the
customer's  apparent need;

Ÿ In case there are abnormal
circumstances in a transaction which
indicate an inappropriate end-use;

Ÿ Changing  of addresses frequently;

Ÿ Overpayment of premiums with a
request for cancellation/ refund of the
amount etc.

KYC norms would be equally applicable
for all customers, whether it is a
company, partnership firm or Trust/
Foundation.  In such case, it is essential
to obtain the Certificate of Registration,
Power of Attorney granted for
transacting business on behalf of the
organization, Permanent Account
Number (PAN) and other relevant
documents which the organization is
legally required to obtain for their
activities.

International Guidelines for
insurers:

A committee of UN Security Council has
consolidated a list of individuals/
organizations associated with
terrorism (complete details of the same
were made available on their website
viz. http://www.un.org/Docs/sc/
committees/1267/ 1267ListEng.htm).
It is expected that all financial
transactions involving any of the

individuals/entities listed, should be
reported immediately for necessary
action.  In the words of International
Association of Insurance Supervisors
(IAIS) Guidelines2, the Insurer's
strategic policies will determine its
exposure to risks such as underwriting
risk, reputation risk, operational risk,
concentration risk and legal risk.  As a
matter of such policy, prior to the
establishment of a business
relationship, the insurers should know
the customer with whom they are
dealing, assess the characteristics, the
purpose and nature of the business
relationship and any other relevant
factors; in order to create and maintain
the risk profile of the customer. This is
all the more important because unlike
banks which insist on compulsory

introduction of a customer by an
existing account holder,  any person can
walk in or use his/her agent to get
himself/herself an insurance cover,
without the insurer even knowing him/her.

Domestic scenario:

As a part of the financial sector,
insurance industry has an important
role to play in preventing money
laundering, preventing flow of
illegitimate money into the market in
the interests of society and nation at
large. The guidelines issued by IRDA
place responsibility of having robust
Anti Money Laundering programme
(AML) on the insurers. Insurers have
been advised to designate an officer as
'Principal Compliance Officer' who
would be responsible for ensuring
compliance of the provisions of the
Prevention of Money Laundering Act,
(PMLA) 2002. Under the PMLA 2002,
all the financial institutions including
insurance companies, shall furnish
details of suspicious transactions
whether or not made in cash
immediately after identification to the
Office of the Director-Financial
Intelligence Unit, Govt. of India, New
Delhi.  Suspicious transaction means a
transaction whether or not made in cash
which gives rise to a reasonable ground
for suspicion that it may involve the
proceeds of crime.   Factors to consider
when creating a risk profile include:

Ÿ Type and background of customer/
beneficiary;

Ÿ Geographical base of customer/
beneficiary;

Ÿ Nature of activities;

Ÿ Means of payment as well as type of
payment;

Ÿ Source of funds;

Ÿ Source of wealth;

Unlike banks which insist on
compulsory introduction of a

customer by an existing
account holder,  any person
can walk in or use his/her

agent to get himself/herself
an insurance cover, without
the insurer even knowing

him/her.
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Ÿ Whether or not payment to be made
to third parties;

Ÿ Suspicion or knowledge of money
laundering, financing of terrorsim or
other crime etc.

Having KYC information,  an insurer
can refrain himself from entering into
a contract with a person indulging in
such activities. The insurer should also
perform CDD measures at the time of
redemption of policy or surrender of the
same. KYC can prove to be an essential
tool in checking most of the Anti-Money
Laundering practices and is the most
effective weapon against the company
being used to launder the proceeds of
crime. In addition to minimising the
risk of being used for illicit activities, it
provides protection against fraud,
enables suspicious activity to be
recognised, and protects individual
firms from reputational and financial
risks.  These initiatives not only protect
the image of the company, but also
indirectly help in improved
underwriting, thereby preventing moral
hazards; and finally integrate the
functioning of organisation with public
good.

The concept of AML should be made
part of in-house training curriculum
both for the staff and agents of
insurance company.  The onus lies on
insurer to train their intermediaries
about the KYC norms and put in place
proper controls on their performance.

Principle of Utmost Good Faith:

Insurance busincess is basically risk
transfer mechanism from the insured
to the insurer, through various
insurance products. It is a contract
between the policyholder and the
insurer, valid at law.  Normally,
insurance contracts are governed by
principle of utmost good faith. Most of

the life insurance contracts are long
term contracts and it is important for
the insurer to ensure that the insurance
products should not be used as a
channel for money laundering.  The KYC
proposal requires that all financial
institutions determine the "normal and
expected" transactions for each of their
customers. This includes determining
the source of funds for each transaction
and reporting any "suspicious" activity
in an account to enforcement
authorities. People know the difference
between being treated as a normal
citizen and being treated as a suspect.

The other side of "Know Your
Customer" poses a unique threat to
principle of utmost good faith, because
under the provisions of PML Act, 2002
there are power of arrest and
prosecution, and to demand asset
forfeiture, based on the information
furnished by the insurer. In cases where
it has been eventually found that no foul
play is involved, the applicants can
contend that the need for
confidentiality that goes with the
contract has been flouted. Thus, the
concept of  "Know Your Customer" can
foster mistrust and resentment, and
also can be alleged to be in violation of
human rights, particularly among
certain groups. However, insurers

Towards compliance, each
insurance company has to
establish and implement
policies, procedures, and
internal controls which
would also integrate its
agents in its anti-money

laundering program.

The author is Senior Assistant Director
(Non-life), IRDA. The views expressed
in the article are her own.

should observe safeguards intended to
prevent the abuse of the power to collect
information towards maintaining good
customer relations with their
policyholders, while complying with
the provisions of PML Act, 20023.

Conclusion:

One must be aware that  in terms of
PMLA, 2002, financial institutions
shall not only have KYC norms, but it
is also essential to maintain the
records of the identity of clients (in
hard and soft copies) for a period of
ten years  from the date of cessation of
transactions between the client and
the financial institution.  Towards
compliance, each insurance company
has to establish and implement
policies, procedures, and internal
controls which would also integrate its
agents in its anti-money laundering
program4. To conclude, undisputedly
customer plays an important role in
all business  activities including
insurance.  But, beware of fictitious
customers,  else you may become a
convenient conduit for any anonymous
person, facilitating quick conversion of
his  illegitimate earnings through a
valid contract of insurance.

References:
1Information from website of FATF
2IAIS Guidance paper on AML&CFT
3Prevention of Money Laundering Act, 2002
4IRDA Guidelines on Anti Money
laundering Programe for insurers
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Once the tainted money is
integrated, it might become

extremely difficult for
someone to distinguish

between illicit funds and
legitimate funds.

Money Laundering (ML) - as the name
suggests - is the process through which
criminals attempt to disguise the true
origin of the proceeds of their criminal
activities. To this end, they use the
financial institutions (like banks,
insurance companies, etc.) in a manner
that after a series of transactions; the
tainted money, its ownership and the
income earned from it appear to be
legitimate.

ML is often achieved by converting the
original illegally obtained proceeds
from their original form, usually cash,
into other forms such as deposits or
securities, or even life insurance; and
by transferring them from one financial
institution to another using the account
of apparently different persons or
businesses.

Money Laundering Cycle

ML happens in three stages, namely,
Placement Stage when the tainted
money is placed in a financial
institution; Layering Stage, with
objective of further separating the illicit
proceeds from their illegal source
involving conduct of multiple, complex,
financial transactions. Layering
disguises or eliminates the audit trail;
and Integration Stage -during which
tainted money will be integrated into
the economy as a legitimate money.
Once the tainted money is integrated,
it might become extremely difficult for
someone to distinguish between illicit
funds and legitimate funds.

In response to the international
community's growing concern about this
problem, most global organisations and
national governments who are members
of the United Nations General
Assembly have been actively pursuing
programs to deter ML.

Money Laundering Through Life Insurance

An efficient 'Know Your Customer' (KYC) programme, also called Customer Due Diligence or
CDD, can be considered to be the bedrock of a robust AML framework,

observes Sandeep Batra.

- Establishing an Effective Apparatus

International Developments:

Financial Action Task Force: Rising
threat posed by money laundering
activities to the economies of the West
prompted G-7, in their meeting of 1989
in Paris, to establish Financial Action
Task Force (FATF) (www.fatf-gafi.org),
an inter-governmental body with a
mandate for development and
promotion of policies to combat money
laundering and terrorist financial
activities. Set up in 1989, it works to
generate necessary political will to
bring about necessary legislative and
regulatory reforms in the area of money
laundering. Currently, 33 countries,

mostly from OECD, are the members
of FATF.

Asia-Pacific Group on Money
Laundering (APG) (http://
www.apgml.org/), whose members
include India, has an Observer status
with FATF. APG was established in
1997 to coordinate efforts for combating
money laundering in the APAC region.

FATF came out with a list of 40
recommendations in 1996 to contain
money laundering and terrorist
financing activities.  More than 130
countries have endorsed the

recommendations. Amongst these 40
recommendations, 11 are relevant to
the life insurance sector. Some of the
recommendations require financial
institutions to carry out the following:

Ÿ Undertake customer due diligence
(or KYC)

Ÿ Enhanced due diligence for
politically exposed persons

Ÿ Assess money laundering threats
due to technological advancement

Ÿ Relying on intermediaries to carry
out customer due diligence

Ÿ Maintaining records for certain
years

Ÿ Paying special attention to large,
unusual and complex transactions

Ÿ Reporting suspicious activity to
regulators

Ÿ Develop programme against money
laundering.

USA Patriot Act: Events of 9/11
brought money laundering / terrorist
financing into sharp focus and led to US
government legislating USA Patriot Act
(http://www.epic.org/privacy/terrorism/
hr3162.pdf). The USA Patriot Act,
under Title III, makes it obligatory for
financial institutions to have a
framework to prevent and detect money
laundering.   It requires covered entities
to develop internal policies, procedures
and controls as regards prevention and
detection of money laundering;
designate a compliance officer; put in
place ongoing training programmes for
employees; and create independent
audit function to test the efficacy of the
AML programme. It further requires
identifying the customers with whom
entities deal and continuously monitor
their transactions.
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In September 2002, the Patriot Act's
provisions as regards anti-money
laundering were made applicable to
insurers, thus bringing out significance
of insurance sector in the anti-money
laundering scheme of things.

Legislative framework in India

Money laundering law

In response to the Political Declaration
adopted by the Special Session of the
UN General Assembly held in June
1998, the money laundering law - The
Prevention of Money Laundering Act,
2002 - was passed and it came into force
from July 1, 2005.

Section 3 of The Prevention of Money
Laundering Act, 2002 (PML Act) defines
the offence of ML as:

"Whosoever directly or indirectly attempts
to indulge or knowingly assists or
knowingly is a party or is actually
involved in any process or activity
connected with the proceeds of crime and
projecting it as untainted property shall
be guilty of offence of money-laundering."

Under PML Act, the incidence of ML
arises by generation of 'proceeds of
crime'. Money or property generated
through activity that violates laws
listed in the Schedule to the PML Act
will result into 'proceeds of crime'. Laws
covered are:

Ÿ Narcotics Drugs and Psychotropic
Substances Act, 1985,

Ÿ Indian Penal Code, 1860

Ÿ Arms Act, 1959,

Ÿ Wild Life (Protection) Act, 1972,

Ÿ Immoral Traffic (Prevention) Act,
1956, and

Ÿ Prevention of Corruption Act, 1988.

The PML Act addresses a range of
issues including:

Ÿ the definition of and punishment for
the offence of ML,

Ÿ attachment and confiscation of
property tainted by ML, and

Ÿ Obligations of banking companies,
financial institutions and
intermediaries in connection with
ML issues.

Under PML Act, rules have been framed
which requires:
Ÿ Appointment of compliance officer,
Ÿ Carrying out KYC process to

establish identity and address of
customers,

Ÿ Putting in place framework for
preventing tainted money to enter
into the system, and where such
money has entered into the system,
detect the same,

Ÿ File reportable and suspicious
transactions with the AML
authority.

Basis the PML Act and Rules, IRDA
recently introduced Anti money
laundering (AML) Guidelines for
insurers laying down roadmap for
insurers to put in place money
laundering prevention framework.
Regulatory Authorities
The Financial Intelligence Unit, Dept
of Revenue, Ministry of Finance is the
apex authority for administering the
anti-money laundering law. Suspicious
and Reportable transactions are
required to be reported to the FIU.
Director, Enforcement (as notified
under FEMA) has been vested with
powers of prosecution.
RBI and SEBI have also come out with
anti-money laundering guidelines for
banking and capital markets sector

requiring similar measures to be
implemented.
Insurance Regulatory and
Development Authority, being the
insurance industry regulator, also has
powers to prescribe rules and
regulations in this regards.
Risks associated with inadequate
anti-money laundering framework:
Failure to prevent or detect money
laundering can expose an organisation
to multitude of risks including:
Ÿ Reputation Risk- Risk of loss due

to severe impact on the Company's
reputation. This may be of
particular concern given the nature
of the Company's business, which
requires maintaining the confidence
of Policyholders and regulators in
particular and other stakeholders in
general.

Ÿ Compliance Risk- Risk of loss due
to failure of compliance with key
Regulations governing the
Company's operations.

Ÿ Operations Risk- Risk of loss
resulting from inadequate or failed
internal processes, people and
systems, or from external events.

Ÿ Financial Risk- Risk of loss due to
any of the above risks or
combination thereof resulting into
the negative financial impact on the
Company.

Know Your Customer (KYC)
An efficient KYC programme (also
called Customer Due Diligence or CDD)
can be considered to be the bedrock of
a robust AML framework. Sound KYC
processes facilitate establishing that
the customer is genuine and his
requirement for insurance is bona fide.
During KYC process, it will be essential
to validate the identity and address of
the customers by taking appropriate
documents. Further, the customer's
requirements of insurance should be
considered in the background of his
socio-economic status and financial
status. If required, necessary
information may have to be obtained
as to source of funds.

The customer's requirements
of insurance should be

considered in the
background of his socio-

economic status and
financial status.
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While the guidelines
illustrate a few typologies
of suspicious transactions,

many more types of
transactions will emerge

as 'suspicious' over a
period of time.

Role of Intermediary

Intermediaries, whether agents or
brokers, are significant links in the
distribution and product servicing
chain. Since they interact with
customers on behalf of the insurer, they
are in a position to get relevant
information and also have the first hand
impression of the requirements of the
proposer.

Money laundering can be prevented /
detected through three lines of defense.
Intermediaries constitute the 1st line
of defense since they interact with the
client directly and can obtain valuable
information which can be the basis of
proper assessment of the case from a
money-laundering perspective. It will be
the duty of intermediary to bring any
suspicious activity to the notice of the
insurer.

While the IRDA Guidelines cast the
responsibility of managing AML
framework on the insurers,
intermediaries constitute integral part
of the insurer's AML framework.
Intermediaries are expected to
discharge their responsibilities by
carrying out KYC and obtaining
relevant information, and feeding the
proper information into the insurer's
database.

Inadequate or unsatisfactory KYC
directly exposes the intermediary; and
in turn the insurer, to risks arising out
of money laundering. This may also lead
to prosecution of the intermediary.

Money laundering and life
insurance:

Internationally, it is increasingly being
recognised that the insurance sector is
also susceptible to money laundering as
much as the other entities in financial
sector such as banks, mutual funds etc.
This is because of the fact that the
insurance products also offer the stored
value similar to certain banking
products and are largely dependent on
the third parties for sourcing of
business.

Money laundering can happen thru life
insurers in a variety of ways. A part of
this can be attributed to the fact that
most of the business is brought by
intermediaries and thus the insurer
never deals with the client directly.
Advancement of technology also creates
attractive opportunities for the money
launderers.

FATF's typology report provides insight
on how insurance is used for money
laundering. The report cites certain
typologies of money laundering which
include:

Ÿ  Use of single premium products
policies,

Ÿ Early policy redemption, especially
when uneconomic or early,

Ÿ Cash payment to purchase insurance,

Ÿ Seeking refund of premiums during
free-look period,

Ÿ Collusion between customer,
intermediary and / or insurance
company employees,

Ÿ Third party payment of premiums

Insurance products can be used as
money laundering devices both in
placement stage and in the layering
stage. Cash may be used in placement
stage while in layering, illicit funds,
placed in other financial institutions
can be routed into insurance products
to disguise the source of funds.

IRDA's Guidelines on AML:

IRDA came out with its Guidelines on
anti-money laundering measures for
insurance sector. The Guidelines go into
effect from August 1, 2006.  The
highlights of the Guidelines are
captured below:

Ÿ Every insurer has to put in place an
AML Policy which should address
the following:

s Internal Policies, controls and
procedures for prevention and
detection of instances of money
laundering,

s Appointment of a Principal
Compliance Officer,

s Recruitment and Training,

s Internal control and audit of the
AML framework.

Ÿ Establish processes for carrying out
'Know Your Customer' including,

s Identify the customers, which
requires obtaining relevant
documents to provide his identity
and address,

s Conduct detailed due diligence
for customers with annual
premium of greater than Rs 1 lac,

s Careful look at cash transactions,

s Conduct KYC also at payout
stage.

Ÿ Create a risk matrix (high, medium
and low risk) for various classes of
customers, and also to classify
products basis their perceived
propensity of enabling money
laundering through such products.

Ÿ Defining suspicious transactions.
This will probably be the most
difficult aspect since there are
currently no precedents available for
insurance, particularly in Indian
context. While the guidelines
illustrate a few typologies of
suspicious transactions, many more
types of transactions will emerge as
'suspicious' over a period of time.
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Creating and maintaining
AML architecture requires

resources and top
management attention to
successfully discharge the

onerous responsibilities under
the AML law.

Ÿ Reporting of cash transactions and
suspicious transactions as per
prescribed formats and timelines to
Financial Intelligence Unit (FIU-
IND).

Ÿ Records retention for 10 years.

Ÿ Mandatory for intermediaries to
carry out KYC and observe insurer's
AML program. Non-compliance by
intermediaries will result in action
against them.

Ÿ Framework for training of
employees and intermediaries on
AML related matters.

Ÿ Internal Audit to deploy modules to
test the efficacy of AML framework
and give suitable recommendations.

Risk based AML Framework:

AML framework should take
cognizance of risk profile of various
classes of customers as also potential
of money laundering through a
particular product. A risk-based AML
framework becomes all the more
necessary considering that the number
of transactions may be huge. This
implies that the customers should be
categorized into high and low risk
categories. Products also should be
rated on a risk rating scale. KYC /
Customer Due Diligence processes
should be commensurate with the
customer's risk profile and the product
he intends to buy. For instance, a
customer with only salary income can
probably be categorized as 'low-risk';
whereas an import-export dealer may
be a 'high-risk'. The risk metric may also
vary basis the geography to which the
customer belongs.

Organizational Impact

Though appearing to be simplistic in
its scope, establishment of an effective
AML apparatus will require insurers
to significantly re-engineer their
processes and procedures. AML
framework is expected to have an
enterprise-wide impact including in the
areas of distribution, operations,

customer services, systems and
training.  The impact will extend to the
intermediaries as well who are obliged
to carry out KYC / CDD measures. A
few impacts in various areas are listed
below:

Ÿ Distribution:

n Processes for eliciting extra
information and appropriate
recording of the same.

n Recording customer's income /
wealth details.

n Other relevant checks factors with
regard to AML issues.

Ÿ Operations / Underwriting /
Customer Service:

n Integrate money laundering
assessments with the
underwriting assessment
framework.

n Monitor outflows and inflows and
carry out further due diligence
wherever necessary.

n Customer behavior and
transaction analytics on an on-
going basis.

n Run checks to assess the criminal
antecedents of any customer.

Ÿ Information Technology:

n Re-orient and enhance systems to
facilitate implementation of
various initiatives.

n Cross-link and cross-reference
transactions / policies of a single

The author is Chief Financial Officer &
Company Secretary, ICICI Prudential
Life Insurance Co. Ltd.

customer or customers belonging
to a group.

n Subscribing to data base of names
of sensitive / black-listed people
and verifying customer base
against such list.

Ÿ Training measures:

n Impart training to relevant
employees and agents; on AML
issues and measures; and
sensitize on the same.

Conclusion

As the Chinese proverb says, the
journey of thousand miles begins with
the first step. Thus, for insurers, there
is a long and winding road called AML
and this is the beginning. Creating and
maintaining AML architecture
requires resources and top
management attention to successfully
discharge the onerous responsibilities
under the AML law. Failing this; apart
from reputation loss, entities may see
regulators tapping on their doors and
invoking criminal actions.

Compliance with the statutory/
regulatory provisions requires clear
understanding of the regulations in the
true spirit and the nature and depth of
the menace that the regulations are
trying to curb. It may be necessary for
insurers to understand the concept of
money laundering in general and to
analyse the framework that needs to
be adopted within the enterprise to
mitigate money laundering risks. This
will require proactive debate and
discussion across the industry; sharing
of knowledge and experience in the
implementation of AML; and
engagement with regulators on a
continuous basis through industry
associations.
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standards in AML and outline a
comprehensive plan to fight it.

The recommendations urge countries to
criminalize money laundering, enact
legislations and regulations to fight it,
provide for forfeiture of terrorist assets
or criminal proceeds. It also requires
financial and non-financial institutions
to adopt measures (like KYC, STRs etc.
that have been explained in detail in
subsequent paragraphs) to prevent
misuse of their system for money
laundering or terrorist financing
activities.

FATF also publishes trends in money
laundering in its Typologies Report.
Today, 33 countries are its members.
Its recommendations on insurance
sector have been adopted by
International Association of
Insurance Supervisors (IAIS).

6. Indian efforts towards AML: The
Parliament of India enacted Prevention
of Money Laundering Act, 2002 and it
came into force on June 31, 2005. The
Act creates different types of
functionaries, most importantly the
ones who would enforce the Act. They
have been given powers of survey, search,
seizure, & arrest. It defines money
laundering as "Whosoever…is actually
involved in any process or activity
connected with the proceeds of crime and
in projecting them as untainted
property…commits the offence of money
laundering…". It provides for
imprisonment from 3 to 7/10 years
(depending on the class of offence) and a
fine of upto Rs. 5 lacs. The Act also
provides for confiscation of proceeds of
crime.

Companies can also be fined if they
violate their obligations under the Act
and the officers of such a company
(like MD, COO, CFO etc.) can be held
accountable.

Money Laundering in Insurance

Both the life insurance sector and the non-life sector are susceptible to money laundering
avers Ashish Vinod Joshi. Further, he contends that adherence to various measures set out

in IRDA guidelines will help companies avoid reputational, legal and financial risks.

- Parameters of Control

1. Introduction: Money is often the
reason behind commission of a host of
crimes, ranging from extortion,
gambling, prostitution, drug/human
trafficking and so on. This 'ill-gotten'
money needs to be converted to
'legitimate' one, as criminals also need
'legitimate' funds (for ex., for buying a
house, without raising questions from
tax authorities). The process used
towards this end is called as 'money
laundering'.

2. Definition: Money laundering has
been defined as a three stage process
involving placement (placing of funds in
financial system), layering (disguising
the trail through complex transactions)
and integration (bringing the money
back into economy as legitimate).

3. Origin of the term: The term
perhaps originated in 1920s in the US
when street gangs, wanting to hide or
protect their income from corrupt
policemen or rival gangs, showed their
incomes as coming from laundries. It
was easy to disguise the money as
laundry income, as laundries generated
a lot of cash. The money was literally
'washed'- or 'laundered' - of its dirty
origin & emerged as 'clean' money.

4. How is money laundered: Money
laundering techniques range from the
simple ones of lottery or race winnings,
being purchased by criminals for a
premium; to the more sophisticated
ones, involving share market gains.
However, all complex transactions
require money to be sent out of the
borders of a country (through cash
couriers, hawala1, import over-invoicing
or may be as donations). Any serious
money laundering operation is
incomplete without creation of a
business corporation in a financial
secrecy haven in one country, creating a

secret bank account in another bank
secrecy jurisdiction (in both, disclosing
the beneficial owner of the corporation/
bank account is an offence).

Many techniques are used to foil the trail
of money, by creating walking accounts
(used as front, with instructions to the
banker to transfer money to another
account in case of questioning by
investigators), withdrawing money in
cash and even creating a bank, routing
transactions through it and then
destroying its records.

An equally wide variety of techniques
are available for bringing money in home
country (for ex., using international
credit cards, or export over-invoicing).

5. International efforts to curb
money laundering: The Financial
Action Task Force (FATF) leads the fight
in the international arena. It is an inter-
governmental, policy-making body that
works for adoption of Anti Money
Laundering (AML) standards by various
countries and monitors their progress.
It was established by G-7 countries at
its Paris Summit in 1989. FATF, in
1990, came out with its now famous
40-Recommendations , which set the

Money laundering
techniques range from the

simple ones of lottery or race
winnings, being purchased
by criminals for a premium;

to the more sophisticated
ones, involving share

market gains.
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The Enforcement Directorate (ED)
has been given the mandate of enforcing
the Act, while Financial Intelligence
Unit (FIU)2  has been created at N Delhi
with Mr. Sunil Bhargava being
appointed as its Director.

Rules have been promulgated under the
Act, which provide the specifics of various
obligations of financial institutions. RBI,
SEBI & IRDA have come out with
guidelines, in accordance with the Rules.

7. IRDA Guidelines on AML:   The
IRDA issued guidelines on March 31,
2006, specifying the obligations of
insurance companies operating in India.
The important elements are:

AML Program: Companies need to
have internal policies, procedures and
controls (for combating money
laundering); should recruit employees/
agents carefully; and provide training
to them in AML.

Know Your Customer (KYC):
Companies need to determine identity
of customers on the basis of specified
documents. Customer Due Diligence
(CDD) when premium is above Rs. 1 lakh
p.a. is must.

Exempt Products: Term-life insurance
products, group insurance, re-insurance
products and stand-alone medical/
health insurance products are exempt
from AML requirements.

Suspicious Transactions Reporting
(STR): Suspicious transactions are the
ones that may indicate possible money
laundering. Such transactions could be;
opting for unusually high term cover,
payment of cash premium, over-payment
and refund of premium, high top-ups,
inflated or fraudulent claims etc.

Cash Transactions: No premium above
Rs. 50,000 can be accepted in cash.
Further, integrally connected cash
transactions involving amount more
than Rs. 10 lakhs p.m. and suspicious
transactions need to be reported to FIU.

Record Keeping: Records of customer
identity, Cash Transaction Reports,
STRs have to be maintained for 10 years.

Compliance Programme: Companies
need to have Customer Acceptance
Policy, Customer Identification
Procedure etc.  It has to be approved by
Board and filed with the IRDA.

8. Examples of Money Laundering in
insurance sector: (Excerpted from the
ones provided by IAIS)

Life insurance: In 1990, an agent in
Britain became top producer for his
company and also won award. He was
part of a money laundering ring which
involved placing a sum of USD 1.5mn in
a bank account in England and using it
to purchase single-premium policies.
The agent and his supervisor were
charged with the offence of money
laundering later.

In another case, an insurer offered stock
market related products. The customers
would move money in and out, paying
penalty for early withdrawal. The refund
would emerge as cheque or wire transfer.
Investigators identified that US$ 29mn
were laundered in the scheme. Search
and arrest warrants were served on
several company officials.

Non-life insurance: While non-life
insurance appears to be very safe from
the money-launderers from the surface,
the following examples would throw
light on its vulnerability.

Ÿ A money launderer purchased
marine property and casualty

insurance on a phantom ocean going
vessel. He paid large premiums and
ensured that claims paid were less
than premium received by the
company, so that the account
appeared profitable.

Ÿ A claim was notified for loss of goods
in transit. The assured admitted to
investigators that he was fronting
for persons who wanted to invest
'dirt money' for profit.

Ÿ An operation of Drug Enforcement
Agency (DEA) of US led to a court
order freezing insurance premiums
taken by seventeen Colombian and
Panamanian air cargo companies
and nine individuals. The action
named fifty aircrafts, including
thirteen Boeing 727s. The aircrafts
were used to transport drugs from
South to North America.

Conclusion: Thus, both the life
insurance sector and the non-life sector
are susceptible to money laundering.
Adherence to various measures set out
in IRDA guidelines will help companies
avoid reputational, legal and financial
risks.
1 Hawala refers to alternate transfer of
value of money, without going through
formal banking channels.
2 The task of FIU is to collate & analyse
all Suspicious/Cash Transaction
Reports & coordinate with
investigative, intelligence &
enforcement agencies, both national &
international.

Suspicious transactions are
the ones that may indicate
possible money laundering.
Such transactions could be;
opting for unusually high

term cover, payment of cash
premium, over-payment and
refund of premium, high top-

ups, inflated or fraudulent
claims etc.

The author is Head of Special
Investigations Unit (SIU - Claims) of
Tata AIG General Insurance Company.
He worked as Dy. Supdt. of Police in
Central Bureau of Investigation (CBI)
for 7 years. He can be reached at
ashish.joshi@tata-aig.com.
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Life insurance solves one of
the greatest problems of

man by building up a
provision for an uncertain

future.  It ensures economic
security; and domestic peace

of mind and tranquility.

Claim Settlement in Life Insurance

A repeat business from the deceased policyholder's family goes to prove the faith the
people have in life insurance, sales efficiency of the agent and the alertness of

the office says G. Gopalakrishna.

- Insurer's Approach and Perspectives

While venturing to write on the

importance of claims settlement in

life insurance, it is apt to recall to

memory what the first Prime

Minister of the country Jawaharlal

Nehru said on the eve of

nationalization of life insurance

business in India. "The nationalization

of Life Insurance is an important step

in our march towards a socialist society.

Its objective will be to serve the

individual as well as the state….  We

require life insurance to spread rapidly

all over the country and to bring a

measure of security to our people."

Man's economic problems have existed

through the ages but today they are more

complicated and more difficult to solve

than ever before. As a result, life

insurance now occupies the foremost

place in the economic life of man. It has,

in reality, become a prime necessity,

because it provides food, clothing and

shelter for the family if the breadwinner

dies too soon; and for the breadwinner

himself and the family if he lives too

long.

A Life Insured is a Life Assured.  Not

that life insurance can avert death. Nor

can it prolong the normal duration of life.

But it certainly takes away from death

its bitter sting and the anxiety of the

dying man about the plight of his family

when he is gone.  Life insurance solves

one of the greatest problems of man by

building up a provision for an uncertain

future.  It ensures economic security; and

domestic peace of mind and tranquility.

It makes the family free from financial

stresses and strains.

People buy life insurance to get their

claims paid on time to fulfill a need.  A

life assurance office exists to pay claims.

It is natural, therefore, that the

promptness with which claims are

settled should be considered as one of

the major criteria for judging the

efficiency of working of such an office.

A claim may occur under a policy either

by the death of the life assured or by its

maturity i.e. when the term of the policy

is completed. At the time of the issue of

the policy or during the currency of the

policy, the assured is advised to

nominate someone to receive the policy

moneys in the event of his premature

death.  He may also assign the policy,

in which case all the rights under the

policy are transferred to such assignee.

In the event of death of the life assured,

the claim is paid immediately after

submission of proof of death, age (if age

is not already admitted) and title of the

claimant to the policy moneys.  In case

of maturity claims, the office advises the

policyholder well in advance so that

necessary papers are completed in time

and payment is received by the assured

on the date of maturity itself.

Generally, there are three types of

claims - Maturity, Death and Survival

Benefit during the term of the policy.

Claim by Maturity

The office is careful that maturity

intimations are sent to claimants two

months before the due date.  It gives a

copy of intimation to its agents.  The

agents help the policyholders in getting

the formalities completed.  He gets such

claims settled on the day of maturity

itself or maximum within a month. The

customer-satisfaction brings new

business to the agent. A repeat business

from the family goes to prove the faith

the people have in life insurance, sales

efficiency of the agent and the alertness

of the office.

Claim by Death

As soon as the intimation of death is

received by the office, the office arranges

to issue the claim forms to the claimant

under advice to the agent.  He helps in

getting the claim form filled up.  The

agent's service finds a full play at this

time when the family is in difficult

circumstances.  He pursues the matter

so that payment is made at the earliest

and possibly within one month from the
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The basic policy of settling a
claim on time is to give the
clients the benefits as early
as possible; and to serve the

purpose for which they
bought insurance.

The author is a retired Senior Officer,
LIC of India.

date of death.   If the death claim

involves investigation, the office ensures

that the investigation is completed and

the claim paid within a period of three

months at the most.  Then there are

early death claims occurring within two

years from the date of risk.  In such cases

the investigation and collection of facts

take a longer time. The office takes steps

to see that such early claims are settled

within six months from the date of

receipt of claim papers at the office.  In

case of death claim where legal matters

are involved or it is referred to a Court

of Law, it may take more time but it

would always be the endeavour of the

office to provide succour to the needy at

the earliest.

Survival Benefit

The intimation enclosing the discharge

voucher is sent well in time.  On receipt

of the policy bond and the discharge

certificate duly completed by the

policyholder the office checks the latest

premium position and ensures that the

amount is paid preferably on the due

date itself.

The issue of intimations for survival

benefit claims and their settlement,

issue of intimation of ordinary Maturity

Claims two months before the date of

maturity and issue of claim forms under

death claims are to be attended to

promptly by the various offices.

The office may have the following

objectives in the matter of settlement

of claims.

1. All maturity claims under 'In-force'

policies be settled within one month

of the date of maturity.

2. Maturity claims under 'Paid-up'

policies be settled within three

months.

3. Death claims other than early claims

involving investigation, be paid

within a maximum period of three

months.

4. Early death claims, where

investigation is necessary, be settled

within six months.

5. Claims should not remain pending

over a year unless legal matters are

involved.

The basic policy of settling a claim on

time is to give the clients the benefits

as early as possible; and to serve the

purpose for which they bought insurance.

It is a redemption of faith which the

people have reposed in insurance.  The

office is very vigilant in this vital aspect

of its function. The insurer knows that

just as it sold the policy, it is its

responsibility to see that the fruits of

the same are passed on to the

policyholders/beneficiaries.  Therein lies

the fulfillment of its noble task.

It won't be out of place to quote from the

message of late Prime Minister of India,

Mrs. Indira Gandhi on the eve of LIC's

10th Anniversary:

 "Life insurance is an ideal form of

saving, both from the direct interest of

individual and from the interest of the

nation …. LIC has done notable work

in promoting the saving habit…. The

objective of the LIC should be this, as

well as constantly to improve its own

efficiency in serving policyholders and

the national goal."

While playing a vital role in various

spheres, the insurer is always conscious

of its primary responsibility to the

policyholders i.e., to render prompt and

better service to them.  In this regard

the insurer continuously reviews its

working and streamlines its

procedures.  Some of the areas which

can be considered by the insurers

progressively towards attainment of

better customer satisfaction are:

Ÿ Certain requirements like age proof

and legal evidence of title for

settlement of claims up to a

particular amount be dispensed with.

Ÿ Investigation of early claims be

waived for small sums assured in

appropriate cases.

Ÿ A high level Committee/Body be set

up to review claim appeals.

The insurer's efforts at quick settlement

of claims need to be both sincere and

effective. I find it apt to end this article

once again with a quotable quote:

“To know is good, to do is better;
but to be, that is perfect.”

-  The Mother (Aurobindo)
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India is a very interesting and
challenging market for any insurance
company. With a large middle class,
high savings rate and low insurance
penetration, there is huge untapped
potential for insurance in the Indian
market.  Of the 300 million insurable
population, less than 150 million are
insured. This in itself gives an
indication of the market potential.

Since the entry of private insurers in
2000, the insurance penetration has
increased from 1.39 percent in 1999 to
2.53 percent in 2004 (source: Swiss Re).
Today private life insurers have almost
30% share of new business. This
increase in share is due to the rapid
expansion of the distribution network
by private insurers along with increase
in awareness of insurance as an
excellent long-term savings tool.

There has been a plethora of new and
innovative products offered by the new
players, innovated mainly from the
stable of their international partners.
Customers have tremendous choice -
from a large variety of products like
pure term (risk) insurance, to unit-
linked investment products.
Customers are offered unbundled
products with a variety of benefits as
riders from which they can choose. Not
unexpectedly, customer satisfaction
was one area that witnessed the most
significant change with the entry of
new players.

Challenges of Insurance Distribution

 Banks have emerged as attractive distribution channels for insurance as they are being driven
to increase their profitability and provide maximum value to their customers, states Stuart Purdy.

He further adds that the banks are themselves looking for a range of products to distribute.

- Some Indian Trends

Till four years back, the only mode of
distribution of life insurance products
was through agents. While agents
continue to be the predominant
distribution channel, today a number of
innovative alternative channels are
being offered to consumers:
bancassurance, brokers, the Internet
and direct marketing.

Some potential Indian players hope that
their anticipated technology advantage
will allow them to increase their reach,
partly by using remote channels.
However, financial services companies
globally and in India find that customers
are making the shift to such channels
slowly and only for less complex
transactions. In India, insurance,
especially life insurance is still a service
product. We, therefore, believe that in

India technology may not replace a
distribution network, though it will offer
advantages like better customer service.

We expect changes in distribution along
other parameters. Banks have emerged
as attractive distribution channels for
insurance as they are being driven to
increase their profitability and provide
maximum value to their customers.
Therefore, they are themselves looking
for a range of products to distribute. In
India, banks hope to maximise
expensive existing networks by selling
a range of products. Hence, the concept
of Bancassurance is seen taking roots
in India, and it is emerging to be a viable
solution to mass selling of insurance
products. A popular concept in the west,
Bancassurance put in simple terms
means selling insurance products
through banks.

Aviva worldwide and Bancassurance go
back a long way. In India, Aviva
pioneered the concept of Bancassurance,
and has leveraged its global expertise
in this area successfully. Currently,
Aviva has Bancassurance tie-ups with
ABN Amro Bank, American Express
Bank, Canara Bank, Centurion Bank of
Punjab, The Lakshmi Vilas Bank Ltd.,
Punjab & Sind Bank and with 15 Co-
operative Banks in Gujarat, Rajasthan,
Jammu & Kashmir and Maharashtra
and one regional Bank in Sikkim.
Bancassurance contributes 65% of the
total sales of Aviva India. Through its
branches and its Bancassurance partner

Some potential Indian
players hope that their
anticipated technology

advantage will allow them to
increase their reach, partly
by using remote channels.
However, financial services
companies globally and in
India find that customers

are making the shift to such
channels slowly and only for
less complex transactions.
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locations, Aviva products are available
in 378 towns and cities across India.   In
Aviva there is a dual distribution
strategy. The products are sold through
the Direct Sales Force and through the
Bancassurance partners.

Another potential channel that reduces
the need for an owned distribution
network is worksite marketing. Insurers
will be able to market pensions, health
insurance and even other general covers
through employers to their employees.
These products may be purchased by the
employer or simply marketed at the
workplace with the employer's co-
operation.

Finally, some potential Indian entrants
into insurance hope to widen their
existing distribution networks and
customer bases. For example, financial
organisations intend to tap the
thousands of customers who already buy
their deposits, consumer loans or
housing finance. Other hopeful entrants
anticipate specific alliances such as with
hospitals to provide health cover.

The existing wide network of banks in
rural areas can be utilised for selling
insurance products since penetration
into rural areas becomes easier for
banks. Having been accustomed to
customer choices, banks are in a better
position to understand their needs and
sell tailor made policies. Customers, too,
find them trustworthy given their long-
standing relationship with banks.
Servicing of policies would also become
easier. Bancassurance works out to be
cheaper compared to companies
appointing agents for selling insurance
products, considering the banks' wide
networks and the reach they have
compared to the agents.

The greatest barrier to insurance is
penetration. The strength lies in
building the back end. Products need to
be supported efficiently through
identification of affinity and social
groups and market segmentation.

It must be borne in mind that India is a
predominantly rural country and will
continue to be so in the near future. New
players may tend to focus on the urban
population and may well miss a large
chunk of the insurable population. A
strong case in point is the current
business composition of predominant
market leader - the Life Insurance
Corporation of India. The lion's share of

its new business comes from the rural
and semi-rural markets.  In a country of
one billion people, mass marketing is
always a profitable and cost-effective
option for gaining market share. The
rural sector is a perfect case for mass
marketing.

Most insurance companies have
launched specific products keeping in
mind the rural customer. For rural areas,
one has to adopt a differentiated The author is Managing Director,

Aviva Life Insurance.

FIELD  FORCE

approach that focuses on the special
needs of the customer. At Aviva, for
example,  there are three products
specifically meant for the rural
population, which are simple, non-
medical and low premium products.

Different distribution channels bring
their own challenges. First, companies
will have to ensure a strong brand
identity. Distribution through third
parties means that it is those
companies rather than the insurers
who often reap the benefits of customer
loyalty. This accelerates the shift of
insurance to a commodity product.
Second, since many new companies
already offer other financial services
products, they will be tempted to sell
only their own products. They must
balance this against the advantages of
offering customers a wide product
range.

The real penetration in India will be
achieved with strategic decisions in
distribution channel.

The existing wide network of
banks in rural areas can be

utilised for selling insurance
products since penetration
into rural areas becomes
easier for banks. Having

been accustomed to customer
choices, banks are in a better
position to understand their
needs and sell tailor made

policies.
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Spread the word....
The above advertisement is issued by IRDA in the public interest .
Those wishing to publish it for spreading consumer awareness off

insurance may use tis artwork for reproduction.

I 

I 
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àH$meH$ H$m g§Xoe

ºÉÒ. BºÉ. ®úÉ´É

¦ÉÚ̈ ÉÆb÷±ÉÒEò®úhÉ iÉlÉÉ =nùÉÊ®úEò®úhÉ EòÉ @ñhÉÉi¨ÉEò |É¦ÉÉ´É ¨ÉxÉÒ ±ÉÉÆb÷Ê®úMÉ ½èþ*

Ê´ÉÊkÉªÉ ºÉä́ ÉÉ =tÉäMÉ VÉÉä VÉÊ]õ±É Ê´ÉÊkÉªÉ ±ÉäxÉ-näùxÉ EòÉä ={ÉºÉÉvÉxÉ
|ÉnùÉxÉ Eò®úiÉÉ ½èþ ´É½þ vÉÉäJÉÉ näùxÉä Eäò Ê±ÉB |ÉiªÉIÉ ÊxÉ¶ÉÉxÉÉ §xÉ VÉÉiÉÉ ½èþ*

¨ÉxÉÒ ±ÉÉÆb÷Ê®úMÉ BEò |ÉÊGòªÉÉ ½èþ ÊVÉºÉ¨Éå MÉè®ú-EòÉxÉÚxÉÒ iÉ®úÒEäò ºÉä +ÊvÉMÉÞ½þÒiÉ

ÊEòªÉÉ MÉªÉÉ vÉxÉ Ê´ÉÊ¦ÉzÉ ¨ÉÉxªÉ ¨ÉÉvªÉ¨ÉÉå ¨Éå ±ÉMÉÉªÉÉ VÉÉiÉÉ ½èþ* +iÉ:

ªÉ½þ MÉè®ú-EòÉxÉÚxÉÒ vÉxÉ EòÉä  |ÉSUôzÉ Eò®úiÉÉ ½èþ*

¨ÉxÉÒ ±ÉÉÆb÷Ê®úMÉ EòÉ =nùªÉ Ê´É¶Éä¹É °ü{É ºÉä ºÉÆMÉueöiÉ +{É®úÉvÉ ºÉä ½þÉäiÉÉ

½èþ, VÉ½þÉÄ +{É®úÉvÉÒ §b÷Ò vÉxÉ®úÉÊ¶É EòÉä {ÉènùÉ Eò®úiÉä ½éþ iÉlÉÉ =ºÉä ueöEòÉxÉä

±ÉMÉÉxÉä Eäò Ê±ÉB ®úÉºiÉä +ÌVÉiÉ ®úÉÊ¶É EòÉä |ÉSUôzÉ Eò®úiÉä ½éþ* BäÊiÉ½þÉÊºÉEò

°ü{É ºÉä §Ò¨ÉÉ ¨ÉxÉÒ ±ÉÉÆb÷Ê®úMÉ MÉÊiÉÊ´ÉÊvÉªÉÉå ºÉä ±ÉMÉ¦ÉMÉ +º{ÉÞ¶ªÉ ®ú½þÉ ½èþ*

Ê¡ò®ú ¦ÉÒ §Ò¨ÉÉ EòÉä +´ÉÉÆUôxÉÒªÉ ±ÉÉäMÉÉå EòÒ MÉÊiÉÊ´ÉÊvÉªÉÉå ºÉä ºÉÉ´ÉvÉÉxÉ

®ú½þxÉÉ ½èþ* ´ªÉ´ÉºÉÉªÉ ÊEò xÉ<Ç |ÉEÞòÊiÉ EòÉä vªÉÉxÉ ¨Éå ®úJÉiÉä ½ÖþB, Ê´É¶Éä¹É

°ü{É ºÉä VÉÒ´ÉxÉ ̧ ÉèhÉÒ ̈ Éå ÊVÉºÉ¨Éå §bä÷ Ê|ÉÊ¨ÉªÉ¨É näùxÉä EòÒ |É´ÉÞÊkÉ ¶ÉÉÊ¨É±É

½èþ §Ò¨ÉÉEòkÉÉÇ EòÉä +ÉªÉ Eäò ºjÉÉäiÉ Eäò ºÉ¨§xvÉ ̈ Éå ºÉiÉÇEò ®ú½þxÉÉ SÉÉÊ½þªÉä

iÉlÉÉ <ºÉEäò {ÉÒUäô ÊEò ºÉÆ¦ÉÉ´ÉxÉÉ+Éå +Éè®ú |ÉªÉÉäVÉxÉ {É®ú vªÉÉxÉ näùxÉÉ

SÉÉÊ½þªÉä*

¦ÉÚ̈ ÉÆb÷±ÉÒªÉ °ü{É ºÉä iÉlÉÉ MÉÞ½þ ¨Éå ¦ÉÒ §b÷Ò ¨ÉÉjÉÉ ¨Éå <ºÉä ®úÉäEòxÉä Eäò

Ê±ÉB iÉÆjÉ §xÉÉxÉä Eäò EòÉªÉÇ ½ÖþB ½éþ* ̈ ÉÖZÉä Ê´É·ÉÉºÉ ½èþ ÊEò <xÉ +xÉÖnäù¶ÉÉå

EòÉä ºÉ¦ÉÒ VÉMÉ½þ ºÉJiÉÒ ºÉä ±ÉÉMÉÖ Eò®úxÉä iÉlÉÉ |ÉSÉÉ±ÉxÉ ̈ Éå  +xÉÖ¶ÉÉºÉxÉ

EòÉä ºÉÖÊxÉÎ¶SÉiÉ Eò®úxÉä ºÉä §Ò¨ÉÉEòiÉÉÇ {ÉÚ®úÒ iÉèªÉÉ®úÒ §iÉÉ ºÉEòiÉä ½éþ*

VÉxÉÇ±É Eäò <ºÉ +ÆEò ̈ Éå ̈ ÉxÉÒ ±ÉÉÆb÷Ê®úMÉ iÉlÉÉ §Ò¨ÉÉ =tÉäMÉ Eäòxpù Ê§xnÚù

¨Éå ½èþ* Eò<Ç ±ÉäJÉEòÉå xÉä <ºÉ EÖòÊ®úÊiÉ ºÉä ±Éb÷xÉä EòÒ Ê´ÉÊvÉ EòÉä Ê´ÉºiÉÉ®ú

ºÉä ´ÉÌhÉiÉ ÊEòªÉÉ ½èþ*

ÊEòºÉÒ ¦ÉÒ Ê´ÉÊkÉªÉ ±ÉäxÉnäùxÉ ̈ Éå ±ÉÉ¦É Eò¨ÉÉxÉÉ BEò ½äþiÉÖ ½þÉäiÉÉ ½èþ VÉ§ÊEò

§½ÖþiÉ ºÉä ¨ÉÉ¨É±ÉÉå ¨Éå ªÉ½þ ½äþiÉÖ =ÊSÉiÉ ´ªÉ´É½þÉ®ú EòÉ =±±ÉÆPÉxÉ Eò®úiÉÉ

|ÉÊiÉiÉ ½þÉäiÉÉ ½èþ +Éè®ú ªÉ½þ vÉÉäJÉÉvÉc÷Ò Eäò ̈ ÉÉ¨É±Éä EòÉä iÉèªÉÉ®ú Eò®úiÉÉ ½èþ*

<ºÉ {ÉÉ{É Eäò |ÉÊiÉ Eò<Ç §Ò¨ÉÉ |ÉEòÉ®ú JÉÖ±Éä ½éþ* '' =tÉäMÉ ̈ Éå vÉÉäJÉÉvÉc÷Ò

'' VÉxÉÇ±É Eäò +MÉ±Éä +ÆEò ̈ Éå Eäòxpù Ê§xnÖù ½þÉäMÉÉ* ½þ¨Éä¶ÉÉ ÊEò iÉ®ú½þ Eò<Ç

=tÉäMÉ Ê´É¶Éä¹ÉYÉ: <ºÉ IÉäjÉ ¨Éå +{ÉxÉä Ê´ÉSÉÉ®ú ´ªÉHò Eò®äúMÉå*

.
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Hw$N> Vmo bmoJ H$h|Jo“ ”§y¨ÉÉ EÆò{ÉÊxÉªÉÉå Eäò Ê±ÉB ±É¨§ä ºÉ¨ÉªÉ Eäò Ê±ÉB näùªÉ Ê|ÉÊ¨ÉªÉ¨É Eäò

|ÉÊiÉ BEò +É®úÉ¨ÉnùªÉEò +Ê¦É´ÉÞÊkÉ +SUôÒ xÉ½þÓ ½èþ* ªÉ½þ BäVÉäx]õ

iÉlÉÉ ¥ÉÉäEò®ú Eäò §ySÉ BEò Ê¶ÉÊlÉ±É ºÉÉJÉ ºÉÆºEÞòÊiÉ EòÉä

|ÉÉä½þiºÉÉ½þxÉ näùMÉÒ iÉlÉÉ §y¨ÉÉ EÆò{ÉÊxÉªÉÉå EòÉä §z´ÉVÉ½þ ºÉÉJÉ VÉÉäÊJÉ¨É

EòÉ ºÉÉ¨ÉxÉÉ Eò®úxÉÉ {Ébä÷MÉÉ*

±ÉÉ+Éä EòÉä́ É ̈ ÉÖxÉ, EòÉªÉÇEòÉ®úÒ ÊxÉnäù¶ÉEò, §y ̈ ÉÉ {ÉªÉḈ ÉäIÉhÉ

Ê´É¦ÉÉMÉ, ËºÉMÉÉ{ÉÖ®ú +ÉÌlÉEò |ÉÉÊvÉEò®úhÉ

+ÉÆiÉÊ®úEò ±ÉäJÉÉ {ÉÊ®úIÉÉ EòÉªÉÇ Eäò =uäù¶ªÉÉå ¨Éå

ºÉÆMÉeöxÉ Eäò føÉÄSÉä ¨Éå  Ê´ÉÊkÉªÉ iÉlÉÉ VÉÉäÊJÉ¨É |É§xvÉ

EòÒ {ÉªÉÉÇ{iÉiÉÉ iÉlÉÉ |É¦ÉÉ´É¶ÉÒ±ÉiÉÉ EòÉä ¦ÉÒ ¶ÉÉÊ¨É±É

ÊEòªÉÉ VÉÉxÉÉ SÉÉÊ½þªÉä*

VÉÉxÉ B¡ò. ±ÉäEò®ú, +vªÉIÉ, +Éº]ÅäõÊ±ÉªÉÉ |ÉÚbå÷¶É±É

Ê´ÉÊxÉªÉ¨ÉxÉ |ÉÉÊvÉEò®úhÉ

|ÉÊiÉº{ÉvÉÉÇ ¨Éå §xÉä ®ú½þxÉä Eäò Ê±ÉB EÆò{ÉÊxÉªÉÉå EòÉä

{ÉÊ®ú´ÉiÉÇxÉ iÉlÉÉ Ê´ÉEòÉºÉ EòÒ º´ÉiÉxjÉiÉÉ ½þÉäxÉÒ SÉÉÊ½þªÉä*

+Éè®ú ½þÉÄ, <ºÉEòÉ +lÉÇ ½Öþ+É =x½åþ +xÉÖ̈ ÉÊiÉ näùxÉÉ

+ÊvÉMÉÞ½þhÉ,{ÉlÉÉÆiÉ®úhÉ,Ê´É±ÉªÉxÉ iÉlÉÉ {ÉÖxÉ& §xÉÉxÉÉ*

+vªÉIÉ ±ÉÉªÉb÷ºÉ ±ÉÉbÇ÷ ±ÉäÊ´ÉxÉ

§Ò¨ÉÉEòiÉÉÇ iÉlÉÉ {ÉÖxÉ§Ò¨ÉÉEòiÉÉÇ ºÉiÉiÉÂ nù§É´É

ºÉ½þxÉ Eò®äúMÉå ÊVÉºÉºÉä +xÉEòÒ +Æ¶É {ÉÚÄVÉÒ {É®ú ´ÉÉ{ÉºÉÒ iÉlÉÉ

´É½þ +{ÉxÉÒ {ÉÚÄVÉÒ EòÉä +ÊvÉEò |É¦ÉÉ´É¶ÉÉ±ÉÒ fÆøMÉ ºÉä ÊxÉªÉÆÊjÉiÉ

Eò®úxÉÉ SÉÉ½äþMÉå * {ÉÚÄVÉÒ §ÉVÉÉ®ú +{ÉxÉä ÊxÉ´Éä¶ÉEòkÉÉ+Éå EòÒ {ÉÚÄVÉÒ

ºÉPÉxÉiÉÉ Eäò EòÉ®úhÉ iÉlÉÉ xÉ´ÉÉäx¨Éä¹É Ê´ÉÊkÉªÉ iÉEòÊxÉEò Eäò EòÉ®úhÉ

±ÉMÉÉiÉÉ®ú §Ò¨ÉÉ =tÉäMÉ EòÒ =zÉÊiÉ ¨Éå ¨É½þi´É{ÉÚhÉÇ EòÉªÉÇ

Eò®úiÉä ®ú½äþMÉå*

+ÉäMÉ SÉÉåMÉ ]õÒ, ={É |É§xvÉ ÊxÉnäù¶ÉEò, B¨É B BºÉ

¨ªÉÖÊxÉJÉ ¨Éå 1972 ¨Éå OÉÒ¹¨É +Éä±ÉÆÊ{ÉEò EòÒ PÉ]õxÉÉ Eäò

§Énù, +ÉiÉÆEò´ÉÉnù +Éä±ÉÆÊ{ÉEò JÉä±ÉÉå iÉlÉÉ BäºÉä ½þÒ

+ÉªÉÉäVÉxÉÉå  Eäò Ê±ÉB VÉÉäÊJÉ¨É ÊxÉvÉÉÇ®úhÉ BEò §b÷É {Éè̈ ÉÉxÉÉ

§xÉ MÉªÉÉ ½èþ* ´É½þ ºÉ¦ÉÒ |ÉªÉÉºÉ ÊEòªÉä VÉÉiÉä ½éþ ÊVÉºÉºÉä BäºÉä

vÉÉ´ÉÉå EòÒ {ÉÖxÉ®úÉ´ÉÞÊiÉÇ÷  xÉ ½þÉä ºÉEäò*

{ÉÒ]õ®ú ±ÉÖEò, §Ò¨ÉÉ±ÉäJÉxÉ Ê´É¶Éä¹É VÉÉäÊJÉ¨É Eäò º´ÉÒºÉ ®úÒ ̈ Éå

¶ÉÒ¹ÉÇ, Ê´É·É ¡Öò]§É±É |ÉÊiÉªÉÉäÊMÉiÉÉ EòÉä ÊnùªÉä MÉªÉä

+É´É®úhÉ {É®ú §Éä±ÉiÉä ½ÖþB EòÉ¡òÒ EÖòUô |ÉÉ{iÉ ÊEòªÉÉ VÉÉ SÉÖEòÉ ½èþ iÉlÉÉ ½þ¨É <ºÉºÉä ºÉÆiÉÖ¹]õ ½éþ

ÊEò +xiÉÇ®úÉ¹]ÅõÒªÉ ¨ÉÉxÉEò ÊVÉx½åþ ½þ¨É näùJÉiÉä ½éþ xÉä ºÉÉ´ÉÇVÉÊxÉEò Ê½þiÉ

Eäò ±ÉIªÉÉå EòÉä |ÉÉ{iÉ Eò®úxÉä ¨Éå |ÉMÉÊiÉ EòÒ ½éþ*

º]õÉä́ É®úÉäºÉ lÉÉä̈ ÉEò<ÇºÉ, +vªÉIÉ, ºÉÉ´ÉÇVÉÊxÉEò Ê½þiÉ ¤ÉÉäbÇ÷

({ÉÒ +É<Ç +Éä ¤ÉÒ) +É<Ç B +É<Ç BºÉ
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ÒçYççJççÇ oçJçç çÆvçHçìçjç ÒççÆN¿̨ ³çç

SbìçívççÇ pçÌkçÀçíyç kçÀnlçí nQ çÆkçÀ cçáçqMkçÀuççíb SJçb kçÀçÆþvççF³ççW kçÀçí oÓj kçÀjlçí náS
yççÇcçç kçbÀHççÆvç³ççW kçÀçí oçJççW kçíÀ çÆvçHçìçjí kçÀçí Dççmççvç yçvççvçç ®çççÆnS~

- mçcç³ç kçÀçÇ cççbiç

pçyç DççHç SkçÀ yççÇcçç Hçæç@çÆuçmççÇ KçjçÇolçí nQ lççí kçbÀHçvççÇ kçíÀ

oçJçç çÆvçHçìçjç kçÀjvçí ÒççÆçÀ³çç kçíÀ yççjí cçW DççHç mçyçmçí

Hçnuçí pççvçvçç ®ççnlçí nQ~

HççjoçÆMç&lçç SJçb lçípççÇ çÆpçmçkçíÀ mççLç kçbÀHççÆvç³ççB oçJççW kçÀç

çÆvçHçìçjç kçÀjlççÇ nÌ, ³çn oíKçç pççlçç nÌ~

ÒççÆlç³ççíiççÇ kçbÀHçvççÇ oçJççW kçÀç çÆvçHçìçjç çÆkçÀmç ÒçkçÀçj kçÀjlççÇ

nÌ, ³çn kçbÀHçvççÇ kçÀçÇ mççKç Hçj kçÀçHçÀçÇ ÒçYççJç [çuçlçç nÌ~

yeercee-keÀlee& keÀer hetjer meeKe keÌuesce kesÀ efvehe-ìejs kesÀ mece³e

ner meeceves Deeleer nw~ Fme mece³e ûeenkeÀ yeercee kebÀheveer mes

hetCe& men-³eesie keÀer Dehes#ee jKelee nw, keÌ³eeWkeÀer SpeWì Üeje

Yeer ûeenkeÀ keÀes ÒeejbYe ceW ³en yelee³ee ie³ee Lee efkeÀ keÌuesce

keÀe efveheìeje Deemeeveer mes nes peeSiee leLee nce yengle ner

Deemeeve Òeef¬eÀ³ee Dehe-veeles nQ~ hejvleg ³eefo keÌuesce kesÀ

efveheìejs kesÀ JekeÌle yeercee kebÀheveer ves Leesæ[er meer Yeer ef{ueeF&

yejleer lees ûeenkeÀ mJe³eb keÀes iee mee cenmetme keÀjlee nw,

keÌ³eeWefkeÀ Gmeves Dehevee hewmee ueiee³ee nw, Deewj Gmes Deheves

hewmes keÀer hetjer keÀercele ®eeefnS~

iewj peerJeve yeercee kebÀheefve³eeW mes mebyeb-efOele 2000 mes

DeefOekeÀ efueefKele efMekeÀe-³eleW leLee 1500 mes DeefOekeÀ

HeÀesve keÀe@ume Òeehle ngS nQ~ nce DeeF& Deej [erS ceW

ûeenkeÀeW keÀer efMekeÀe-³eleeW keÀe efvehe-ìeje keÀjles nQ leLee

nce ³en mecePeles nQ efkeÀ keÌuesce kesÀ efveheìejs kesÀ JekeÌle SkeÀ

ûeenkeÀ keÀer keÌ³ee Dehes#ee jnleer nw~ meYeer ûeenkeÀ ueieYeie

uúZ¬z EÊN˛ Ãz EÁTz -
yçç@kçwmç 4

pççíçÆKçcç DççÌj pççíçÆKçcç ÒçyçbOçvç mçí HççÆjHçÓCç& jCçvççÇçÆlçkçÀ
³ççípçvçç³çW

jCçvççÇçÆlçkçÀ mçÓ®çvçç lçkçÀvççÇkçÀçÇ ³ççípçvçç

mçÓ®çvçç pççíçÆKçcç ÒçyçbOçkçÀ

mçÓ®çvçç J³ççHçççÆj³ççW kçÀçÇ Hçn®ççvç DççÌj JçiççakçÀjCç

çÆJçMuçí<çCç kçíÀ DççOççj Hçj pççíçÆKçcç ÒçyçbOçvç

mçbYçççÆJçlç KçlçjçW kçÀçÇ Hçn®ççvç

mçbYçççÆJçlç KçlçjçW kçÀçÇ DççMçbkçÀç DççÌj GvçkçíÀ GYçjvçí Hçj
DççJçM³çkçÀ GHçç³ççW kçíÀ çÆuç³çí cçÓu³ççbkçÀcç

mçbYççJ³ç

HççÆjCççcç / ÒçYççJç

ÒçyçbOçvç kçíÀ çÆuç³çí jCçvççÇçÆlç çÆJçkçÀçmç

pççíçÆKçcç HççÆjnçj

pççíçÆKçcç çÆMççÆLçuççÇkçÀjCç

pççíçÆKçcç çÆvç³çb$çCç

pççíçÆKçcç nmlççblçjCç

yçç@kçwmç 5

mççcççv³ç pççvçkçÀçjçÇ kçÀçÇ yççlçW

(S) DççÆlç G®®çë J³ççHççj kçÀçÇ yçyçç&oçÇ kçíÀ çÆuç³çí çÆpçccçíoçj
jní JççuççÇ kçÀcçpççíçÆj³ççW SJçB GvçkçíÀ GHçç³ççW mçbyçbOççÇ
pççvçkçÀçjçÇ kçÀçÇ G®®ç mçáj#çç, iççíHçvççÇ³çlçç DççÌj
SkçÀçÇkçÀjCç mçáçÆvççÆ½çlç çÆkçÀ³çç pççvçç ®çççÆn³çí~

(yççÇ) G®®çë vçákçÀmççvç kçíÀ mçcç³ç J³ççHççj kçíÀ Jçiççakç=Àlç
G®®ç SJçB içbYççÇj #çí$ççW mçbyçbOççÇ pççvçkçÀçjçÇ GHç³ççíiç
cçW vçnçÇ uçç³ççÇ pçç mçkçÀlççÇ~

(mççÇ) cçO³çcçë mçbkçÀçÆuçlç çÆJçMuçí<çCç cçW $çáçÆì³ççB kçÀcç kçÀjvçí
Hçj J³ççHççj çÆvççÆ½çlç ªHç mçí kçáÀs no lçkçÀ ÒçYçççÆJçlç
nçí mçkçÀlçç nÌ~ Dçblçiç&lç GHç³ççíiç kçíÀ çÆuç³çí mçÓ®çvççDççíb
kçÀçÇ mçáçÆvççÆ½çlççÇ kçÀçÇ pççvççÇ ®çççÆn³çí~

çÆvçcvçë mçÓ®çvççlçb$ç kçÀçí HçnáB®çvçí Jççuçí vçákçÀmççvç kçÀç
ûççnkçÀçW Hçj Dçl³çblç DçuHç ÒçYççJç Hçæ[ mçkçÀlçç nÌ~
FmççÆuç³çí ³çnçB iççíHçvççÇ³çlçç DççJçM³çkçÀ nÌ~

yçç@kçwmç 6
Òççkç=ÀçÆlçkçÀ (YççÌçÆlçkçÀ) Kçlçjíë pçmçí yççæ{, lçÓHçÀçvç, YçÓkçbÀHç

cççvçJççÇ³ç DççHçoç³çWë Dçblçiç&lç DçLçJçç yççnjçÇ mççíÎíM³ç
DçLçJçç mççJçOççvççÇ kçíÀ mççLç çÆkçÀ³çí pççvçí Jççuçí kçÀç³ç& (pçÌmçí
- Üí<ç HçÓCç& Fjçoí mçí vçákçÀmççvç HçnáB®ççvçç, mçç@HçwìJçí³çj

DçHçuççí[, iççíHçvççÇ³ç mçÓ®çvçç kçÀçÇ DçJçÌOç ªHç mçí ÒçççqHlç
DçççÆo DçLçJçç çÆvçªÎíM³ç kçÀç³ç&~

Dçv³ç Kçlçjíë pçÌmçí yçæ[í HçÌcççvçí Hçj çÆyçpçuççÇ DççHçÓçÆlç&
þHHç nçí pççvçç DççÌj mçÓ®çvççDççW lçLçç mçb®ççuçvç çÆvç³ççÆcçlçlçç

yçç@kçwmç 7
ÒçYççJç çÆJçMuçí<çCçë J³ççHççj ÒçYççJç çÆJçMuçí<çCç omlççJçípç
lçÌ³ççj kçÀjvçí mçí mçÓ®çvçç mçbHççÆÊç³ççW kçíÀ mççLç GvçkçíÀ cçnlJç
kçÀçÇ içbYççÇjlçç DççÌj mçbJçíovçMççÇuçlçç kçÀç Hçlçç ®çuçlçç nÌ~
FmçkçíÀ DçuççJçç Símçí çÆJçMuçí<çCç mçí J³ççHççj kçÀçÇ çÆvç³ççÆcçlçlçç
DççÌj Dçkçwmçj mçcçPççÌlçç kçÀjvçí mçí nçívçí Jççuçí vçákçÀmççvç
lçLçç J³ççHççj kçÀçÇ çÆvç³ççÆcçlçlçç Hçj içnjç ÒçYççJç sçíæ[lçç
nÌ~

yçç@kçwmç 8
mçÓ®çvçç mçáj#çç çÆvç³çb$çCççW Hçj SkçÀ ¢çÆä#çíHç

1. mçÓ®çvçç J³çJçmLççDççW kçíÀ mçbj#çCç kçíÀ çÆuç³çí lçÌ³ççj
çÆkçÀ³çí iç³çí lçb$ç kçÀç mçbj#çCç

2. mçcçm³ççDççW kçÀçÇ Hçn®ççvç kçíÀ çÆuç³çí çÆvç³çb$çCççW kçÀçÇ
Kççípç

3. Hçn®ççvç kçÀçÇ iç³ççÇ mçcçm³ççDççW kçíÀ mçcççOççvç kçíÀ çÆuç³çí
HçÓCç& #çcçlçç kçíÀ mççLç çÆvç³çb$çCççW kçÀçÇ cçjccçlççÇ DçJççbsvççÇ³ç
IçìvççDççW kçÀçí ìçuçvçí kçíÀ çÆuç³çí çÆvç³çb$çCç
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 ÒecegKe efMekeÀe³ele ³en jnleer nw efkeÀ ûeenkeÀeW

keÀes keÌuesce kesÀ mece³e mener lejerkesÀ mes

ieeF[ veneR efkeÀ³ee ie³ee ³ee GvekeÀer

yeele veneR megveer ieF&~

³ener keÀnles nQ efkeÀ yeercee yes®eles mece³e lees yeercee

kebÀheveer ves keÀeHeÀer GlmegkeÀlee efoKeeF&, hejvleg peye

keÌuesce kesÀ efveheìejs keÀe mece³e Dee³ee lees meejer GlmegkeÀlee

Oejer keÀer Oejer jn ieF&~

ceQ pees ³eneB efueKe jner ntB, Jees efMekeÀe³ele efveheìeje

DeefOekeÀejer kesÀ ©he ceW cesjs mJe³eb kesÀ DevegYeJe nQ~ ³en

O³eeve jKeves ³eesi³e yeele nw efkeÀ cewveW pees Thej

efMekeÀe³eleeW kesÀ yeejs ceW efueKee nw, Jees Òeehle efMekeÀe³eleeW

keÀe SkeÀ Yeeie cee$e nw~ yeercee GÐeesie Fmemes keÀneR

DeefOekeÀ efMekeÀe³eleW jKelee nw~ ûeenkeÀ kesÀ heeme Deheveer

efMekeÀe-³eleW ope& keÀjeves kesÀ efueS keÀF& ®ewveume nQ,

efpeveceW DeeF& Deej [erS keÀe efMekeÀe³ele efveheìeje

ÒekeÀesÿ, Deescye[dmecesve, GheYeeskeÌlee Deoeuele leLee

Dev³e p³etef[efme³eue ®ewveume nQ~

³eefo SkeÀ efMekeÀe³elekeÀlee& yeenjer ÞeesleeW mes ³ee®evee

keÀjlee nw (yeerceekeÀlee& kesÀ DeueeJee) lees ³en Fme

leL³e keÀes Fbefiele keÀjlee nw efkeÀ Gme J³eefkeÌle keÀes

yeercee kebÀheveer ceW Deye keÀesF& efJeéeeme veneR jn ie³ee nw

³ee efHeÀj Gmes JeneB mes keÀesF& GÊejoe³eer peJeeye veneR

efceuee nw, efMekeÀe³ele keÀe efveheìeje lees otj keÀer yeele

nw~ keÀF& yeej Ssmee Yeer neslee nw efkeÀ peye lekeÀ yeenj

efMekeÀe³ele ve keÀer peeS, yeerceekeÀlee& ûeenkeÀ keÀer

mecem³ee keÀes mecem³ee ner veneR mecePelee nw~ yeerceekeÀlee&

kesÀ efueS ³en DeeJeM³ekeÀ nw efkeÀ efMekeÀe³eleeW kesÀ

efveheìejs kesÀ efueS SkeÀ ÒekeÀesÿ keÀe efvecee&Ce efkeÀ³ee

peeS leLee FmekesÀ Òeef¬eÀ³ee keÀer peevekeÀejer ûeenkeÀeW

keÀes oer peeS~

Òee³e: meYeer efMekeÀe³eleeW keÀes heæ{ves mes nceW Fme yeele

keÀe helee ®euelee nw efkeÀ ûeenkeÀ ³en peevevee ®eenles

nQ efkeÀ GvekeÀe keÌuesce keÀes ueskeÀj SkeÀ efJeMes<e efveCe&³e

keÌ³eeW efue³ee ie³ee nw, ®eens ³en keÌuesce keÀer Ghes#ee

keÀjvee nes ³ee efHeÀj efoS peeves Jeeues keÌuesce ceW keÀìewleer~

keÀF& ueesie veneR peeveles keÀer yeercee #es$e ceW efkeÀme

ÒekeÀej mes keÀe³e& neslee nw pewmes keÀer Jeejbìer, MeleX SJeb

efve³ece keÌ³ee keÌ³ee nQ? ³en pe©jer nw efkeÀ yeercee

yes®eles mece³e ûeenkeÀeW keÀes meYeer leL³eeW keÀer hetCe& SJeb mener

peeve-keÀejer Òeoeve keÀer peeS~ heejoe|Melee ueekeÀj ner ûeenkeÀeW

keÀe efJeéeeme peerlee pee mekeÀlee nw~

nceW keÀF& efMekeÀe³eleW Ssmeer efceueer nw peneB ûeenkeÀeW keÀes

MeleeX SJeb efve³ece keÀer hetCe& peevekeÀejer veneR oer ieF& Leer~

Ssmeer efMekeÀe³eleW keÀeHeÀer cee$ee ceW efceueleer nw~ ûeenkeÀeW kesÀ

keÌuesce keÀe efveheìeje veneR efkeÀ³ee peelee nw~

keÀF& yeej keÌuesce ceW keÀìewleer Yeer keÀer peeleer nw~ ûeenkeÀ kesÀ

heeme Jeeo-efJeJeeo keÀjves kesÀ efueS Flevee mece³e veneR neslee

nw leLee meeLe ner GvekesÀ heeme #ecelee Yeer veneR nesleer nw~ cewveW

SkeÀ Deeoceer keÀes osKee efpemeves GmekeÀer ces[erkeÌuesce hee@efuemeer

kesÀ keÌuesce ceW mes 49 ©he³es keÀeìs peeves hej keÀæ[er DeeheefÊe

ÒekeÀì keÀer~ Gmes 49 ©he³es keÀeìs peeves keÀer Fleveer eE®elee

veneR Leer, Gmes DeeheefÊe Fme yeele mes Leer keÀer yeercee kebÀheefve³eeW

kesÀ keÀce&®eeefj³eeW Üeje ³en keÀne ie³ee efkeÀ legcnW keÀce mes

keÀce yeekeÀer ©he³es lees efceue ieS, legcnW Fmemes KegMe nesvee

®eeefnS~ Gme Deeoceer ves Dehevee keÀeHeÀer mece³e ueiee³ee

Deewj Deble ceW GmekeÀer peerle ngF&~

ieuele Deb[jjeFeEìie keÀer Yeer keÀeHeÀer efMekeÀe³eleW Dee jner

nQ~ Deb[jjeFeEìie ceW ieueleer ceeves efyevee Jes ueesie hee@efuemeer

keÀer Jee\[ime kesÀ Devegmeej ner Òeef¬eÀ³ee Deheveeles nQ~ Ssmeer

Yeer efMekeÀe³ele Òeehle ngF& nw~ Fme efMekeÀe³elekeÀlee& keÀes lespe

yegKeej ngDee Lee, hejvleg ces[erkeÌuesce hee@efuemeer nesves kesÀ

yeeJepeto Gmes Demheleeue keÀe Ke®e& osves mes cevee keÀj efo³ee

ie³ee keÌ³eeWefkeÀ Gmeves Deheves Òeesheespeue HeÀe@ce& ceW ³en GuuesKe

keÀj efo³ee Lee efkeÀ SkeÀ yeej Gmes lespe yegKeej SJeb

ef[neF[ŝMeve kesÀ efueS SkeÀ mehleen kesÀ efueS Demheleeue

ceW Yeleea efkeÀ³ee ie³ee Lee~ Ssmeer efMekeÀe³eleW Gve ueesieeW keÀes

efmeiveue Òeoeve keÀjleer nw pees hee@efuemeer uesves Jeeues nQ leLee

efHeÀj Jes Deheves kegÀí pe©jer leL³e Òeesheespeue HeÀe@ce& ceW

efíheeves ueieles nQ~

KeemekeÀj keÀF& ûeenkeÀeW keÀes ³en peevekeÀejer veneR nesleer nw

efkeÀ GvekeÀer hee@efuemeer ieuele nes mekeÀleer nw, ³eefo Jes kegÀí

DeeJeM³ekeÀ leL³eeW keÀes efíheeles nQ ³ee efíheeves keÀer keÀesefMeMe

keÀjles nQ~ efHeÀj peye GvekeÀe keÌuesce veneR efo³ee peelee nw,

lees Jes mJe³eb keÀes iee mee cenmetme keÀjves ueieles nQ~ FmeefueS

ûeenkeÀeW keÀes yeercee yes®eles mece³e ner FmekesÀ meYeer efve³eceeW

SJeb MeleeX kesÀ yeejs ceW yelee osvee ®eeefnS~ ³eefo Ssmee

efkeÀ³ee ie³ee lees efMekeÀe³eleeW keÀer mebK³ee DeeOeer nes peeSieer~

mebYee-efJele: ÒecegKe efMekeÀe³ele ³en jnleer nw efkeÀ ûeenkeÀeW

keÀes keÌuesce kesÀ mece³e mener lejerkesÀ mes ieeF[ veneR efkeÀ³ee

ie³ee ³ee GvekeÀer yeele veneR megveer ieF&~ yeercee kebÀheefve³eeW keÀes

Fme yeele hej efJeMes<e O³eeve osvee ®eeefnS efkeÀ efMekeÀe³ele

efveJeejCe efmemìce ûeenkeÀeW kesÀ mece#e nes leeefkeÀ GvnW helee

®eues efkeÀ keÀneB efMekeÀe³ele keÀjveer nw~ DeeF& Deej [erS keÀe

efMekeÀe³ele efveJeejCe ÒekeÀesÿ, yeercee Deescye[dmecesve,

GheYeeskeÌlee Deoeuele leLee Dev³e p³etef[efme³eue mebmLeeSB

ûeenkeÀeW keÀer efMekeÀe³eleeW keÀe efveheìeje keÀjles nQ leLee meeLe

ner yeercee kebÀheefve³eeW keÀes ³en yeleeles nQ efkeÀ GvekesÀ GlheeoeW

ceW keÌ³ee keÌ³ee Keeefce³eeB nQ~

¬zQN˛ ∫ÁÆ¬ ÃÏãt∫™  Eu¬ÆÁzÃ NĘ̂ úåy

™ı ü§Êãá uåtz∆N˛ “¯@
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yeeæ{ nes, YetkebÀhe nes ³ee efHeÀj megveeceer, yeercee

kebÀhe-efve³eeW keÀes veF& ³eespe-veeDeeW hej efJe®eej

keÀjvee nesiee leeefkeÀ ueesieeW keÀes Fve ogKeo mece³e

ceW yeercee keÀe kegÀí ueeYe efceue mekesÀ~

çÆMçJçç yçíuççJçoçÇ kçÀnlçí nQ çÆkçÀ SkçÀ yççÇcççkçÀlçç& kçÀçÇ mçHçÀuçlçç FmçcçW nÌ çÆkçÀ ûççnkçÀçW kçÀçí çÆkçÀS içS Jçç³çoçW kçÀçí Hçájç kçÀjí~
DççÌj FmçkçíÀ çÆuçS mçJççxÊçcç ³çn nÌ çÆkçÀ kçwuçícç kçÀç çÆvçHçìçjç mçnçÇ lçjçÇkçíÀ mçí çÆkçÀ³çç pççS~

tÁƒztÁ∫ N˛Á t§Áƒ
- \yƒå §y™Á tÁƒÁı N˛Á LN˛ å\u∫ÆÁ

kçwuçícç ÒççÆ¬çÀ³çç kçÀçí yççÇcçç ÒççÆ¬çÀ³çç cçW yççÇcçç ®ç¬çÀ kçíÀ Dçblç

kçíÀ ©Hç cçW pççvçç pççlçç nÌ~ Hçj kçw³çç yççÇcçç kçbÀHççÆvç³ççB Fmçí

mçnçÇ lçjçÇkçíÀ mçí Hçájç kçÀj HççlççÇ nÌ? kçw³çç ûççnkçÀçW kçíÀ çÆnlççW

kçÀç Hçájç O³ççvç jKçç pççlçç nÌ? kçw³çç GvçkçíÀ kçwuçícç kçÀç

çÆvçHçìçjç DççmççvççÇ mçí SJçb mçcç³ç Hçj çÆkçÀ³çç pççlçç nÌ?

yeerceekeÀlee& keÀer hetjer meeKe keÌuesce kesÀ efveheìejs kesÀ mece³e ner

meeceves Deeleer nw~ Fme mece³e ûeenkeÀ yeercee kebÀheveer mes hetCe&

men³eesie keÀer Dehes#ee jKelee nw, keÌ³eeWkeÀer SpeWì Üeje Yeer

ûeenkeÀ keÀes ÒeejbYe ceW ³en yelee³ee ie³ee Lee efkeÀ keÌuesce keÀe

efveheìeje Deemeeveer mes nes peeSiee leLee nce yengle ner

Deemeeve Òeef¬eÀ³ee Deheveeles nQ~ hejvleg ³eefo keÌuesce kesÀ efveheìejs

kesÀ JekeÌle yeercee kebÀheveer ves Leesæ[er meer Yeer ef{ueeF& yejleer lees

ûeenkeÀ mJe³eb keÀes iee mee cenmetme keÀjlee nw, keÌ³eeWefkeÀ

Gmeves Dehevee hewmee ueiee³ee nw, Deewj Gmes Deheves hewmes keÀer

hetjer keÀercele ®eeefnS~

yeerceekeÀlee& keÀes meyemes henues ûeenkeÀeW keÀer efpe%eemeeDeeW keÀe

meceeOeeve keÀjvee ®eeefnS~ ûeenkeÀeW keÀes hee@efuemeer keÀer ìce&med

keÀer hetCe& peevekeÀejer osves mes ûeenkeÀ Hee@efuemeer keÀes yesnlejerve

lejerkesÀ mes mecePe mekesÀiee Deewj YeefJe<³e ceW FmekeÀe ueeYe

kewÀmes Gþe mekeÀles nQ, ³es peeve mekesÀiee~ yeercee yes®eves keÀes

' ì^bemeHeÀj Dee@HeÀ SvLegefpe³eepce ' keÀer meb%ee oer ieF& nw~

FmekeÀer Òeesmesme ÒeesHeÀeFue oMee&leer nw efkeÀ ³en kegÀí cee$ee ceW

Glheeo, Glheeo %eeve, ceveewefJe%eeve, DeebleefjkeÀ mebJeeo, meueen

leLee heefjJele&ve keÀes mJe³eb ceW meefcceefuele keÀjleer nw~

³en kegÀí leL³eeW keÀes Òeer-meheespe keÀjleer nw~ Jen ³en nw efkeÀ

ì^bemeHeÀjj SvLegefpe³eepce keÀes ÒeLece mLeeve oslee nw~

Deb[jueeFbie Glheeo GmeceW SvLegefpe³eepce hewoe keÀjlee nw~

Jen Fmes SkeÀ DevegkegÀue ûeenkeÀ keÀes meHeÀueleehetJe&keÀ yelee

mekeÀlee nw leLee Jen efJeÊeer³e ©he mes, J³eJemeeef³ekeÀ SJeb

meeceeefpekeÀ ©he mes meowJe ceesefìJesìs[ SJeb Dehe[sìs[ jnlee

nw~

yeepeej keÀes yeveeves kesÀ efueS efjìseEueie De®íe ceeO³ece nes

mekeÀlee nw~ ueesieeW lekeÀ hengB®eves kesÀ efueS yeercee keÀes keÀeHeÀer

cepeyetle DeebleefjkeÀ mebj®evee SJeb ÒeefMeef#ele yeercee SpesvìeW

keÀer pe©jle nw, pees ûeenkeÀeW keÀes GlheeoeW keÀer mener peevekeÀejer

os mekesÀ~ yeercee ceO³emLe efpeveceW Spesvì SJeb ye´eskeÀj Meeefceue

nQ, yeercee kesÀ yeejs ceW peeie©keÀlee yeæ{eles nQ leLee meeLe ner

J³eefkeÌle, heefjJeej SJeb keÀesjheesjsì keÀes mener yeercee keÀe ®e³eve

keÀjves ceW ceoo keÀjles nQ~ Deeves Jeeues Òeefle³eesieer JeeleeJejCe

ces meHeÀuelee Òeehle keÀjves kesÀ efueS efkeÀmeer Yeer yeercee kebÀheveer

keÀes ÒeefMeef#ele SJeb G®®e ceesefìJesìs[ Spesvmeer HeÀesme& keÀer

DeeJeM³ekeÀlee nw~

SkeÀ Òeeke=ÀeflekeÀ efJeheoe keÀe heefjCeece keÀeHeÀer Ye³eevekeÀ nes

mekeÀlee nw~ eEpeoieer keÀer leyeener, mebheefÊe³eeW keÀe vegkeÀmeeve,

Dee³e keÀe vegkeÀmeeve meeLe ner Dev³e DeefleefjkeÌle Ke®ex, Fve

meYeer hej Òeeke=ÀeflekeÀ efJeheoe keÀe keÀeHeÀer Demej heæ[lee nw~

DeYeer neue ner ceW oef#eCe Yeejle ceW megveeceer ves keÀnj

yejHee³ee~ ³en SkeÀ Ssmee cebpej Lee pewmes Yeie-Jeeve ves

iueesye kesÀ SkeÀ efnmmes hej De®eevekeÀ ³eg× ÒeejbYe keÀj

efo³ee Lee~ megveeceer keÀe ³en ÒekeÀeshe Fleveer Deemeeveer mes

veneR Yeguee³ee pee mekeÀlee nw~ ³en SkeÀ keÀuhevee kesÀ hejs

¢M³e Lee, mecegê ves meye kegÀí Deheves Deboj efveieue efue³ee~

Fme ÒekeÀeshe mes ngF& neefve keÀer YejheeF& nesves ceW keÀeHeÀer

mece³e ueie peeSiee leLee meeLe ner keÀeHeÀer Oeve Yeer ueiesiee~

Debleje&ä^er³e yeercee meceepe ves Fme ÒekeÀeshe keÀes keÀeHeÀer iebYeerj

ceevee nw~ yeercee kebÀheefve³eeW keÀes Fme efJeheoe ceW cejs ueesieeW

keÀes 500 efceefue³eve [e@uej mes DeefOekeÀ osves heæ[s nQ~ peneB

yeerceeOeejkeÀ kesÀ íesìs meceepe ceW    peesefKece peeie©keÀlee

keÀer kegÀí keÀceer osKeer ieF&, pees ueesie FmekesÀ Òeefle peeie©keÀ

Les, GvneWves ueesieeW keÀes FmekesÀ yeejs ceW kegÀí yeleeves ceW Yeer

keÀesF& ©ef®e veneR efoKeeF&~ yeeæ{ nes, YetkebÀhe nes ³ee efHeÀj

megveeceer, yeercee kebÀheefve³eeW keÀes veF& ³eespeveeDeeW hej efJe®eej

keÀjvee nesiee leeefkeÀ ueesieeW keÀes Fve ogKeo mece³e ceW yeercee

keÀe kegÀí ueeYe efceue mekesÀ~ yeercee keÀes FmekesÀ efueS Deheves

peesefKece ÒeyebOeve ceW Yeer keÀeHeÀer yeoueeJe keÀjvee nesiee~

leyeener kesÀ yeeo ueesieeW keÀer efveieenW meerOes yeerceekeÀlee& keÀer

Deesj peeleer nw~ ueesie ³en mecePeles nQ efkeÀ yeercee kebÀHeefve³eeæB

GvnW vegkeÀmeeve mes ye®ee mekeÀleer nw leLee Jes ueesie DeHeves

Üeje keÀjeF& ieF& yeercee jkeÀce keÀer Òeleer#ee keÀjves ueieles

nQ~ Òeeke=ÀeflekeÀ efJeheoe keÀer heefjefmLeefle ceW ueesieeW keÀer ceoo

kesÀ efueS lelkeÀeue keÀe³e& keÀjves Jeeueer yeercee kebÀheveer yeepeej

ceW Deheveer meeKe keÀes yeæ{eleer nw leLee meeLe ner yeercee

GÐeesie keÀes Yeer yeæ{eJee efceuelee nw~ keÌ³ee yeercee kebÀHeefve³eeB

Gve GcceeroeW Hej Kejer Glej Heeleer nw? SkeÀ yeerceekeÀlee&

keÀes leyeener kesÀ mece³e ve efmeHe&À ueesieeW keÀes yeercee keÀer

jkeÀce GheueyOe keÀjeves ceW peuo mes peuo ceoo keÀjveer

®eeefnS, yeefukeÀ ³en Ghee³e Yeer efkeÀ³ee peevee ®eeefnS efkeÀ

³en mejuelee mes mebhevve nesvee ®eeefnS~ FmekesÀ efueS

yeerceekeÀlee& keÀes he³ee&hle ³eespevee lew³eej keÀjveer nesieer~
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ìerSmeer keÀes Yeer Fme efoMee ceW keÀeHeÀer keÀe³e&

keÀjves neWies~ SkeÀ Deece Deeoceer

efkeÀme ÒekeÀej peeves efkeÀ GmekesÀ efueS

keÀewve mee keÀJej Ghe-³egkeÌle nw~

Jes ueesie efpevnW Yeejle ceW yeercee efJekeÀeme kesÀ ®ejCeeW kesÀ yeejs

ceW peje mee Yeer ³eeo nw, GvnW %eele nesiee efkeÀ, obieeW SJeb

næ[leeue kesÀ efueS efkeÀ³ee ie³ee yeercee keÀJej HeÀe³ej hee@efuemeer

hej ner DeefleefjkeÌle Òeerefce³ece Lee~ keÀF& yeerceeOeejkeÀeW ves Fmes

¬eÀ³e veneR efkeÀ³ee keÌ³eeWefkeÀ yeercee keÀes SkeÀ Deefle-efjkeÌle

Ke®ex kesÀ ©he ceW osKee peelee Lee ve efkeÀ efJeÊeer³e megj#ee keÀer

vepej mes~ osMe ceW ueiee-leej obies nesves ueies~ keÀF& ogkeÀeveW

SJeb IejeW keÀes uegkeÀmeeve hengB®ee³ee ie³ee, FveceW mes keÀF& keÀe

efjmkeÀ keÀJej veneR Lee~ leye mejkeÀej kesÀ DeeosMe mes Fmes

HeÀe³ej keÀJej kesÀ meeLe peesæ[e ie³ee~ FmekesÀ efueS HeÀe³ej

hee@efuemeer keÀes heefjJee|lele efkeÀ³ee ie³ee~ peye hebpeeye SJeb

GÊej-hetJeea osMeeW ceW DeelebkeÀJeeo efmej ®eæ{keÀj yeesueves ueiee

lees yeiewj efkeÀmeer DeefleefjkeÌle Òeerefce³ece kesÀ Fmes HeÀe³ej keÀJej

kesÀ meeLe peesæ[ efo³ee ie³ee~ 11 efmelecyej keÀer Ieìvee kesÀ

he½eele Fme ³eespevee keÀes nìe efue³ee ie³ee Deewj yeercee

OeejkeÀ keÀes Fme ³eespevee keÀe HeÀe³eoe G”eves kesÀ efueS

DeefleefjkeÌle Òeerefce³ece osves keÀes keÀne ie³ee~ Fmemes yeerceeIeejkeÀeW

keÀes keÀeHeÀer OekeÌkeÀe hengB®ee Deewj GvnW ueiee efkeÀ yeercee keÀebìŝkeÌì

keÀes keÌ³ee Fme ÒekeÀej Deemeeveer mes leesæ[e pee mekeÀlee nw~

Dele: FmekeÀer efJeéemeveer³elee hej meJeeue G”ves Meg© nes

ieS~ cee®e& 2001 lekeÀ yeeæ{ SJeb ®e¬eÀJeele mes ngS vegkeÀmeeve

kesÀ efueS HeÀe³ej hee@efuemeer hej ner DeefleefjkeÌle Òeerefce³ece

efo³ee peelee Lee~ cee®e& 2001 mes Fmes HeÀe³ej Òeerefce³ece

kesÀ meeLe ner Meeefceue keÀj efue³ee ie³ee, ³eeefve DeefleefjkeÌle

Òeerefce³ece osves keÀer DeeJeM³ekeÀlee veneR jner~ ³eneB yeerceekeÀlee&

ves Deheves yeerceeOeejkeÀeW keÀer megj#ee SJeb HeÀe³eos keÀes O³eeve

ceW jKee leeefkeÀ nj efkeÀmeer keÀes efJeÊeer³e megefJeOee cegnw³ee

keÀjJee³eer pee mekesÀ~ Fme ÒekeÀej meceepe keÀes  FmekeÀe HeÀe³eoe

efceuevee ÒeejbYe nes ie³ee~ megveeceer Deeves keÀe ÒecegKe keÀejCe

YetkebÀhe nw~ lees keÌ³ee FmekeÀe keÀJej efmeHe&À Gve ueesieeW keÀes

efceuevee ®eeefnS, efpevneWves YetkebÀhe kesÀ efueS keÀJej efue³ee

ngDee nw~ pees ueesie yeeæ{ kesÀ efueS keÀJej keÀjeS nQ, GvnW

keÌ³ee efceuesiee~ keÌ³eeW vener Òeeke=ÀeflekeÀ efJeheoeDeeW mes ngF&

neefve keÀes SkeÀ ner Jeie& ceW jKee peeS~ neefve ®eens yeeæ{ mes

ngF& nes, ³ee efHeÀj YetkebÀhe mes, ³ee pJeeueecegKeer kesÀ HeÀìves mes

³ee efHeÀj Dev³e Òeeke=ÀeflekeÀ Deeheoe~ FvekesÀ efueS SkeÀ ner

yeercee keÀJej nesvee ®eeefnS~

efJeHeefÊe eves kesÀ yeeo efpeleveer peuoer Gmemes ye®eves kesÀ Ghee³e

efkeÀS peeSæB, Glevee ner De®íe nw~ SkeÀ yeerceekeÀlee& kesÀ

Heeme Gme mece³e yeercee kesÀ meejs omleeJespe neW, ³en

DeeJeM³ekeÀ veneR nw~ yeercee kebÀHeefve³eeW keÀes SkeÀ keQÀHe Dee@efHeÀme

yeveevee nesiee~ meYeer vegkeÀmeeve keÀe pee³epee uesvee nesiee

leLee ueesieeW keÀes FmekeÀer peevekeÀejer Òeoeve keÀjveer nesieer~

yeercee kebÀHeveer keÀes keÀe³e& efJeYeeefpele keÀjves neWieW pewmes efJeÊeer³e

ÒeeefOekeÀjCe keÀes keÌuesce keÀe efveHeìeje, meJex#eCekeÀlee& kesÀ

meJex#eCe Hej keÌuesce keÀe Yegieleeve, Dev³e yeercee kebÀHeefve³eeW

kesÀ meeLe men³eesie, Spesvì, meJex#eCekeÀlee& leLee keÀce&®eeefj³eeW

keÀes efoMee-efveoxMe peejer keÀjvee, He³ee&Hle HebÀ[ keÀe Fblepeece

leeefkeÀ keÌuesce keÀe mece³e Hej Yegieleeve efkeÀ³ee pee mekesÀ,

Fl³eeefo keÀe yeboesyemle keÀjvee nesiee~ meeLe ner jenle keÀe³eeX

keÀe mener meb®eeueve Yeer DeeJeM³ekeÀ nw~

efheíues meeueeW ceW Deefive mes ngF& ogIe&ìveeDeeW kesÀ keÌuesce ceW

keÀceer DeeF& nw Deewj FmeefueS Òeeke=ÀeflekeÀ efJeheoeDeeW keÀes

FmeceW Meeefceue keÀjves mes yeercee kebÀheefve³eeW keÀes Fmemes efkeÀmeer

ÒekeÀej kesÀ vegkeÀmeeve nesves keÀer mebYeeJevee veneR nw~ Dele: ³en

YetkebÀhe nw ³ee efHeÀj yeeæ{, FmekesÀ yeejs ceW Jeepe-efJeJeeo

keÀjves mes De®íe nw efkeÀ FmekesÀ keÀevetveer he#e keÀer Deesj

O³eeve efo³ee peeS~

³eefo Fve DeeOeejeW hej yeerceekeÀlee& keÌuesce keÀe Yegieleeve

keÀjves mes cevee keÀj os lees keÌ³ee Fmemes yeercee kebÀheefve³eeW keÀer

meeKe hej keÀesF& Demej veneR heæ[siee? Deepe yeercee kebÀheefve³eeb

Fme yeejs ceW p³eeoe yeele veneR keÀj jner nw~ Jes ueesie

efpevneWves yeeæ{ keÀe keÀJej efue³ee ngDee nw, GvnW keÌuesce keÀe

Yegieleeve veneR efkeÀ³ee pee jne nw~ yeepeej keÀes Fme hej

Deheveer Òeefleef¬eÀ³ee osveer nesieer~ Deewj efpeleveer peuoer ³en

nesiee Glevee ner yeercee kebÀheefve³eeW SJeb yeercee #es$e kesÀ efueS

HeÀe³eoscebo nesiee~

ìerSmeer keÀes Yeer Fme efoMee ceW keÀeHeÀer keÀe³e& keÀjves neWies~

SkeÀ Deece Deeoceer efkeÀme ÒekeÀej peeves efkeÀ GmekesÀ efueS

keÀewve mee keÀJej Ghe³egkeÌle nw~ Yeejle ceW Òeeke=ÀeflekeÀ DeeheoeSB

keÀeHeÀer mepeie nw Deewj keÀYeer Yeer osMe kesÀ efkeÀmeer Yeer keÀesves

ceW FmekeÀe meecevee keÀjvee heæ[ mekeÀlee nw, ®eens Jen iegpejele

keÀe YetkebÀhe nes ³ee efHeÀj neue ner ceW megveeceer keÀer Jepen mes

ngF& leyeener~ peeve-ceeue keÀe vegkeÀmeeve keÀe DeebkeÀueve keÀjvee

keÀeHeÀer keÀef”ve keÀe³e& nw, Deewj ìerSmeer Fme peesefKece keÀe

DeebkeÀueve keÀjvee nesiee leeefkeÀ YeefJe<³e ceW Deece pevelee

keÀes Fve vegkeÀmeeve mes ngF& YejheeF& efceue mekesÀ Deewj Jes Gvvele

peerJeve yeerlee mekeWÀ~ kesÀJeue peesefKece keÀe DeebkeÀueve keÀjvee

ner cenlJehetCe& veneR nw~ ³en Yeer le³e keÀjvee nesiee efkeÀ

heerefæ[le ueesieeW keÀes ³en mene³elee lelkeÀeue efceue mekesÀ~

FmeceW osj ueieves mes FmekeÀe Jen HeÀue veneR efceue heeSiee

pees efceuevee ®eeefnS~

uçíKçkçÀ cçíìuççFHçÀ FbM³ççíjWmç kçbÀHçvççÇ ÒççFJçíì
çÆuççÆcçìí[, yçQiçuççíj cçW çÆvçoíMçkçÀ-kçwuçícç kçíÀ
Hço Hçj kçÀç³ç&jlç nQ~
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Fvç oáIç&ìvççDççW kçÀçí oíKçlçí náS Yççjlç cçW
Jççnvç yççÇcçç kçÀçí uçç³çç iç³çç lçLçç

Dççpç ³çn oíMç cçW kçáÀuç pçvçjuç yççÇcçç
kçÀçjçíyççj kçÀç SkçÀ çÆlçnçF& Yççiç

kçÀJçj kçÀjlçç nÌ~

pççÇ.JççÇ. jçJç kçÀnlçí nQ çÆkçÀ ûççnkçÀ lçkçÀ HçnáB®çvçí kçÀçÇ uçiçvç lçLçç Gmçí SkçÀ YççJçákçÀ Snmççmç oívçç,

SkçÀ Dç®sç J³ççHççj oí mçkçÀlçç nÌ~

Jçç³çoí SJçb çÆkçÀS içS kçÀç³ç&
- M¬z™ ™ı EÊoÒ̇t

kçw³çç yççÇcççkçÀlçç& DçHçvçí Jçç³çoçW kçÀçí Hçájç kçÀjlçí nQ?
yççÇcççkçÀlçç& Hçç@çÆuçmççÇ FM³çÓ kçÀjvçí kçíÀ mçcç³ç DçHçvçí ûççnkçÀ
kçÀçí Jçç³çoç kçÀjlçç nÌ çÆkçÀ çÆkçÀmççÇ oáIç&ìvçç ³çç DççHççlçkçÀççÆuçvç
çÆmLççÆlç cçW Jçn yççÇcççOççjkçÀ kçÀçí çÆJçÊççÇ³ç mçáçÆJçOçç Òçoçvç
kçÀjíiçç lçLçç ³çí Jçç³çoí çÆJççÆYçVç ÒçkçÀçj mçí çÆkçÀS pççlçí nQ~
Hçj JççmlççÆJçkçÀ çÆmLççÆlç lçyç mççcçvçí DççlççÇ nÌ, pçyç
yççÇcççOççjkçÀ kçwuçícç cççBiçlçç nÌ~ FmçkçÀçÇ ÒççÆ¬çÀ³çç pççí kçÀçHçÀçÇ
pççÆìuç nçílççÇ nÌ lçLçç çÆjpçíkçwMçvç kçíÀ YççÇ ®ççbmç jnlçí nQ~
kçw³çç Fmç ÒççÆlç³ççíiççÇ yççpççj cçW Símçí cçW yççÇcçç kçÀbHççÆvç³ççb
DçHçvçí ûççnkçÀçW kçÀçí yçínlçj mçíJççSB oí Hçç jnçÇ nÌ?
³çn EÊoÒ˙t kçw³çç nÌ?
yççÇcççkçÀlçç& SJçb ûççnkçÀ ³çç kçwuçícçkçÀlçç& kçÀç EÊoÒ˙t lçyç
mççcçvçí Dççlçç nÌ pçyç kçwuçícç kçÀçÇ kçÀçÆþvç ÒççÆ¬çÀ³çç mççcçvçí
DççlççÇ nÌ~ FmçkçÀçÇ pççÆìuç ÒççÆ¬çÀ³çç lçLçç çÆjpçíkçwMçvç kçíÀ YççÇ
®ççbmç jnlçí nQ~ SkçÀ ûççnkçÀ Fmç mçcç³ç mJçb³ç kçÀçí þiçç mçç
cçnmçÓmç kçÀjlçç nÌ~
ûççnkçÀ kçÀçÇ cççvççÆmçkçÀlçç
ûççnkçÀ pçyç SkçÀ yççÇcçç kçÀJçj KçjçÇolçç nÌ lççí Jçn FmçcçW
çÆkçÀS içS Jçç³çoçW kçÀçí Dç®sçÇ lçjn vçnçÇ Hçæ{lçç nÌ yççÆukçÀ
GlHçço kçÀçÇ kçÀçÇcçlç Hçj DççÆOçkçÀ O³ççvç uçiççlçç nÌ~ ³çn
oíKçç iç³çç nÌ çÆkçÀ çÆmçHç&À 20ÒççÆlçMçlç ûççnkçÀ nçÇ kçÀJçj uçívçí
mçí HçÓJç& kçwuçícç ÒççÆ¬çÀ³çç kçíÀ yççjí cçW pççvçvçç ®ççnlçí nQ~ Hçj
pçyç kçwuçícç kçÀç mçcç³ç Dççlçç nÌ lççí GvnW kçÀçÆþvççF³ççíJç
kçÀç mççcçvçç kçÀjvçç Hçæ[lçç nÌ DççÌj JççmlççÆJçkçÀlçç mççcçvçí
DççlççÇ nÌ~
yççÇcççkçÀlçç& kçÀçÇ cççvççÆmçkçÀlçç
kçáÀs kçwuçícç Símçí nçílçí nQ çÆpçvçcçW ìcmç& SJçb kçÀJçjípç kçÀçí
O³ççvç cçW jKçç pççlçç nÌ lçLçç kçáÀs kçwuçícç Símçí nçílçí nQ
çÆpçvçcçW Yçáiçlççvç çÆkçÀS pççvçí JççuççÇ kçwuçícç jççÆMç kçÀçí O³ççvç
cçW jKçç pççlçç nÌ. yççÇcççkçÀlçç& Òçç³ç: Fvç oçí cççcçuççW cçW
ûççnkçÀ kçÀçí Yç´çÆcçlç kçÀjlçí nQ~ kçáÀs kçwuçícç Símçí nçílçí nQ, pççí
ìíçqkçwìkçÀuç kçÀçjCççW mçí uçbyçí mçcç³ç lçkçÀ ìçuçí pççlçí nQ~
ncççjí çÆJç®ççj
efkeÀmeer kebÀHeveer keÀer efJeÊeer³e efmLeefle leLee efveJesMe Heesì&HeÀesefue³ees

keÀeHeÀer cenlJeHetCe& nw leLee ³en Yeer osKee peevee ®eeefnS efkeÀ

yeepeej ceW FmekeÀer keÌ³ee Òeefleef¬eÀ³ee jnleer nw~ efJeefve³eecekeÀ

FmeceW keÀeHeÀer cenlJeHetCe& YetefcekeÀe Deoe keÀj mekeÀlee nw~

³eefo efJeefve³eecekeÀ keÀes SkeÀ lejHeÀ yeewefÎkeÀ efvejer-#eCe SJeb

ogmejer lejHeÀ yeercee yeepeej kesÀ efJekeÀeme keÀe keÀe³e& SkeÀ

mebleg-ueve kesÀ DeeOeej hej efo³ee peeS, lees ³en keÀeHeÀer

meHeÀue nes mekeÀlee nw~  yeercee yeepeej keÀe efJekeÀeme SJeb

yeercee yeepeej keÀe efvejer#eCe, ³es oesvees keÀe³e& DeeF& Deej [erS

keÀes SkeÀ meeLe Òeoeve efkeÀS ieS nQ, Deewj ³en mej-keÀej

keÀe SkeÀ Gef®ele keÀoce nw~ efheíues heeB®e Je<eeX ceW peye

yeercee #es$e ceW keÀeHeÀer kegÀí heefj-Je-le&ve ngDee nw, leLee

meeLe ner DeeF& Deej [erS kesÀ efvejer#eCe SJeb ceeie&oMe&ve ceW

veS DeJemej hewoe ngS nQ, ³en Òe³eesie keÀeHeÀer Gef®ele Òeleerle

nes jne nw~

YççjlççÇ³ç jçí[ Hçj JççnvççW kçÀçÇ mçbK³çç cçW çÆovç-ÒççÆlççÆovç
kçÀçHçÀçÇ mçbK³çç cçW Jç=çÆÎ nçí jnçÇ nÌ~ jçí[ vçíìJçkç&À cçW kçÀçHçÀçÇ
çÆJçmlççj náDçç nÌ, Hçj FvçkçÀçÇ nçuçlç DçYççÇ lçkçÀ pçÌmççÇ kçÀçÇ
lçÌmççÇ nçÇ nÌ~ JççnvççW kçÀçÇ mçbK³çç cçW Jç=çÆÎ kçíÀ mççLç nçÇ
Jççnvç ®ççuçkçÀçW kçÀçÇ mçbK³çç cçW YççÇ Jç=çÆÎ náF& nÌ~ kçÀF& Jççnvç
®ççuçkçÀ uççFmçWmç ÒççHlç kçÀjvçí kçíÀ mçnçÇ cççHçob[çW kçÀçí vçnçR
DçHçvççlçí nQ, DççÌj ³çn mçnçÇ vçnçR nÌ~ SkçÀ yççj uççFmçWmç
Òçoçvç çÆkçÀS pççvçí kçíÀ yçço YççÇ Jççnvç ®ççuçkçÀçW kçÀçí Jççnvç
®çuççvçí kçíÀ mçnçÇ lçjçÇkçíÀ mççÇKççvçí kçÀçÇ YççÇ kçÀçíF& J³çJçmLçç
vçnçR nÌ~ uççíiççW kçÀçí ³ççlçç³ççlç mçbyçbçÆOçlç çÆvç³çcççW kçÀçÇ YççÇ
HçÓCç& pççvçkçÀçjçÇ vçnçR nÌ~ Fmçmçí mçæ[kçÀ oáIç&ìvççDççW cçW Jç=çÆÎ
nçí jnçÇ nÌ lçLçç kçÀçHçÀçÇ mçbK³çç cçW uççíiç cçj jní nQ~ çÆHçsuçí
mççuç kçáÀuç 3.5 uççKç mçæ[kçÀ oáIç&ìvççDççW kçíÀ cççcçuçí opç&
çÆkçÀS içS çÆpçvçcçW 1 uççKç kçÀçHçÀçÇ vççpçÓkçÀ Lçí~

mçyçmçí DççÆOçkçÀ mçbK³çç cçW mçæ[kçÀ oáIç&ìvççSb J³ççJçmçççÆ³çkçÀ
JççnvççW kçíÀ kçÀçjCç nçílççÇ nÌ, KççmçkçÀj mççcççvç uçí pççvçí
Jççuçí Jççnvç ³çç çÆHçÀj yçmç~ DçHçvçí DççkçÀçj SJçb
DççÆvç³ççÆcçlçlçç kçíÀ kçÀçjCç pçvçlçç kçÀçí Fvçmçí kçÀçHçÀçÇ HçjíMçççÆvç³ççW
kçÀç mççcçvçç kçÀjvçç Hçæ[lçç nÌ~ Dçv³ç JççnvççW kçíÀ kçÀçjCç
YççÇ oáIç&ìvççDççW kçÀçÇ mçbK³çç cçW Jç=çÆÎ oíKçvçí kçÀçí çÆcçuç jnçÇ
nÌ~ DççíJçj uççíçÆ[biç, DççíJçj mHççÇçÆ[biç, JççnvççW kçÀçÇ mçnçÇ
oíKçYççuç vçnçR, ³ççlçç³ççlç çÆvç³çcççW kçÀçÇ HçÓCç& pççvçkçÀçjçÇ
vçnçR, lçLçç mççLç nçÇ mçæ[kçÀçW kçÀçÇ yçájçÇ çÆmLççÆlç, Fvç
oáIç&ìvççDççW kçíÀ çÆuçS çÆpçccçíoçj nQ~
Fvç oáIç&ìvççDççW kçÀçí oíKçlçí náS Yççjlç cçW Jççnvç yççÇcçç
kçÀçí uçç³çç iç³çç lçLçç Dççpç ³çn oíMç cçW kçáÀuç pçvçjuç
yççÇcçç kçÀçjçíyççj kçÀç SkçÀ çÆlçnçF& Yççiç kçÀJçj kçÀjlçç nÌ~
çÆHçÀj YççÇ FmçcçW Iççìç oíKçvçí kçÀçí çÆcçuç jnç nÌ lçLçç
FmçcçW Lç[& Hççìça mçíiçcçWì mçyçmçí Kçjçyç nÌ~
cççíìj Jççnvç Skçwì, pççí Gvç uççíiççW kçÀçí yççÇcçí kçÀçÇ jkçÀcç
GHçuçyOç kçÀjJççlçç nÌ, çÆpçvçkçíÀ mççLç kçÀçíF& oáOç&ìvçç náF&
nÌ, lçLçç ³çn Fvç uççíiççW kçíÀ çÆuçS kçÀçHçÀçÇ uççYçkçÀçjçÇ YççÇ
nÌ~ içuçlççÇ kçÀjvçí Jççuçí kçÀç DçmççÇçÆcçlç GÊçjoççÆ³çlJç
lçLçç GmçkçÀç kçÀçíF& çÆvçOçç&jCç vçnçR SJçb oçJçí kçÀçí HçÀçFuç
kçÀjvçí kçíÀ çÆuçS kçÀçíF& mçcç³ç mççÇcçç çÆvçOçç&çÆjlç vç nçívçç
yççÇcççkçÀlçç& kçÀçí kçÀçHçÀçÇ cçáçqMkçÀuç cçW [çuçlçç nÌ~ yççÇcççkçÀlçç&
kçÀçÇ cçáçqMkçÀuçW nQ, nçí jní oçJççW kçÀçÇ mçbK³çç cçW yçæ{çílçjçÇ,
yçæ{lçí náS oççÆ³çlJç DççÌj oçJççW kçíÀ çÆvçHçìçjí cçW oíjçÇ~ Fvç
mçyçkçíÀ kçÀçjCç yççÇcççkçÀlçç& Fvç oçJççW kçíÀ çÆvçHçìçjí kçíÀ çÆuçS
kçÀF& vçS lçjçÇkçíÀ DçHçvçç jní nQ, çÆHçÀj YççÇ mçYççÇ oçJççW kçÀç
çÆvçHçìçjç vçnçÇ çÆkçÀ³çç pçç mçkçÀ jnç nÌ~ nj mççuç oçJççW
kçÀçÇ mçbK³çç cçW kçÀçHçÀçÇ Jç=çÆÎ nçí jnçÇ nÌ~
Dçoçuçlç vçí ³çn çÆoMçç-çÆvçoxMç pççjçÇ çÆkçÀS nQ çÆkçÀ oçJççW
kçÀç mçnçÇ SJçb lçájblç çÆvçHçìçjç çÆkçÀ³çç pççS~ Dççcç pçvçlçç
³çn mççí®çlççÇ nÌ çÆkçÀ mçnçÇ ³çç içuçlç çÆkçÀmççÇ YççÇ lçjçÇkçíÀ mçí
yççÇcççkçÀlçç& mçí yççÇcçí kçÀçÇ jkçÀcç JçmçÓuççÇ pççÇ mçkçÀlççÇ nÌ~
cçiçj Dççcç pçvçlçç kçÀçí ³çn cççuçÓcç vçnçR nÌ çÆkçÀ ³çn Lç[&
Hççìça kçíÀ cççO³çcç mçí nçílçç nÌ lçLçç yççÇcççkçÀlçç& kçÀç Fmç
Hçj kçÀçíF& DççÆOçkçÀçj vçnçR nÌ~ kçÀF& yççj DçoçuçlçW pçvçlçç
kçíÀ çÆnlç kçÀçí O³ççvç cçW jKçkçÀj GvnW yççÇcççkçbÀHççÆvç³ççW mçí
pçácçç&vçç lçkçÀ çÆouçJçç oílççÇ nÌ~



41
irda  Journal, June 2006 Journal, June 2006 Journal, June 2006 Journal, June 2006 Journal, June 2006

efvepeer yeercee kebÀheefve³eeW kesÀ Deeves mes hetJe& Yeejleer³e

peerJeve yeercee yeepeej keÀeHeÀer efheíæ[e ngDee Lee

leLee efmeHe&À Yeejleer³e peerJeve yeercee efveiece keÀe ner

yeepeej hej SkeÀeefOekeÀej Lee~

 dsUnzh; eqÌs

uçíKçkçÀ, úÓƒ| Ãy L™ gy EÁzu∫Æãb¬ FãÃÓ∫zãÃ

NÊ˛úåy@

ÒççÇçÆcç³çcç kçÀcç nÌ, DççÌj GÊçjoççÆ³çlJç SJçb oçJççW kçÀçÇ
mçbK³çç p³ççoç nÌ~ oáOç&ìvçç yççÇcçç kçíÀ oçJçí kçíÀ mçcç³ç
HçáçÆuçmç HçÀçF&uç çÆoKççvçç DççÆvçJçç³ç& nÌ~ lçYççÇ Fvç oçJççW kçÀç
çÆvçHçìçjç nçí mçkçÀlçç nÌ~ kçÀF& uççíiç içuçlç lçjçÇkçÀçW mçí yççÇcçç
kçÀçÇ jkçÀcç Jçmçáuçvçí kçÀçÇ kçÀçíçÆMçMç kçÀjlçí nQ~ uççíiç ³çn
mççí®çlçí nÌ çÆkçÀ mçnçÇ ³çç içuçlç çÆkçÀmççÇ YççÇ lçjçÇkçíÀ mçí
yççÇcççkçÀlçç& mçí yççÇcçí kçÀçÇ jkçÀcç JçmçÓuççÇ pççÇ mçkçÀlççÇ nÌ~
cççíìj yeercee DeYeer lekeÀ keÀeHeÀer mecem³eeDeeW keÀe meecevee

keÀj jne nw leLee keÀeHeÀer mebkeÀì mes pegPe jne nw~ GoejJeeoer

DeLe&J³eJemLee kesÀ Deeves kesÀ yeeo FmekeÀer cegefMkeÀueW Deewj Yeer

yeæ{er nw~ efJelejCe ®ewveume ceW ye´eskeÀjeW kesÀ Dee peeves mes

GÐeesie keÀes DeefleefjkeÌle Oeve keÀer DeejM³ekeÀlee heæ[ jner nw~

keÌ³ee Fve ye´eskeÀjeW kesÀ Dee peeves mes yeepeej keÀes kegÀí efJekeÀeme

neefmeue nesiee~ ûeenkeÀeW bkeÀer ©ef®e Yeer keÀce nesleer pee jner

nw~ keÌ³ee FmeceW ueeYe ceW yeæ{eslejer nesieer~ keÌ³ee Mçí³çj yeepeej

FmekeÀe SkeÀ meceeOeeve nw~ keÌ³ee GoejJeeoer DeLe&J³eJemLee

keÀes lespeer ceW uee³ee ie³ee~ keÌ³ee FmekesÀ efueS Deewj  DeefOekeÀ

yeepeej DeO³e³eve keÀer pe©jle veneR Leer~ keÌ³ee Fmemes Glhevve

nesves Jeeueer nj mecem³eeDeeW keÀe nue henues mes lew³eej keÀj

efue³ee ie³ee nw~

efJelejCe ®ewveume nes ³ee efHeÀj ye´eskeÀj Deece pevelee ceW

peesefKece peeie©keÀlee keÀes cenmegme veneR efkeÀ³ee ie³ee nw~

HeÀe³ej, Deefive SJeb cewefjve mesieceWì ceW DeeF& keÀceer ³en

oMee&leer nw efkeÀ GoejJeeoer DeLe&J³eJemLee mes yeercee kebÀheefve³eeW

keÀes ner HeÀe³eoe hengB®ee nw ve efkeÀ Deece pevelee keÀes~ keÀF&

veS GlheeoeW kesÀ yeepeej ceW Deeves kesÀ yeeo Yeer efkeÀmeer Yeer

yeerceekeÀlee& ves Jen meHeÀuelee neefmeue veneR keÀer nw pees veS

Glheeo keÀes ueeves kesÀ yeeo Òeehle nesveer ®eeefnS Leer~

DeeF& Deej [erS keÀer efJekeÀeme veerefle Dehevee ©he ues jner nw

leLee meeLe ner yeercee GÐeesie FmekeÀe ueeYe G”e jne nw~

efheíues oMekeÀeW ceW yeercee GÐeesie efvejblej efJekeÀeme keÀer Deesj

Deûemej nw Deewj FmekeÀe YeefJe<³e keÀeHeÀer megefveef½ele nw~

GoejerkeÀjCe kesÀ he½eele efvepeer yeercee kebÀheefve³eeb DeefmlelJe

ceW DeeF& Deewj Fmemes yeepeej ceW Òeefle³eesefielee DeeF&, efpememes

nj yeercee kebÀheefve³eeb ûeenkeÀeW keÀes yesnlejerve megefJeOeeSB cegnw³ee

keÀjeves kesÀ efueS pegìer ngF& nw~ ÒeefOekeÀjCe yeepeej ceW ceewpego

mecem³eeDeeW kesÀ efveoeve kesÀ efueS keÀoce G”e jne nw, leeefkeÀ

Deece pevelee keÀe yeercee GÐeesie hej efJeéeeme keÀe³ece efkeÀ³ee

pee mekesÀ~

efHeÀj ceO³emLeeW keÀe FM³et meeceves Deelee nw~ GvekesÀ efueS

yeepeej meb®eeueve efkeÀme ÒekeÀej mes lew³eej efkeÀ³ee peeS~

FmekesÀ efueS SkeÀ meefceefle keÀe ie”ve efkeÀ³ee ie³ee~ kegÀí

heefjJele&ve Yeer efkeÀS ieS leLee keÀF& Dev³e cegÎs Yeer peuo ner

meguePee efueS peeSbieeW~

efvepeer yeercee kebÀheefve³eeW kesÀ Deeves mes hetJe& Yeejleer³e peerJeve

yeercee yeepeej keÀeHeÀer efheíæ[e ngDee Lee leLee efmeHe&À Yeejleer³e

peerJeve yeercee efveiece keÀe ner yeepeej hej SkeÀeefOekeÀej Lee~

yeercee GlheeoeW keÀe yeepeej ceW Yesove efmeHe&À 19 ÒeefleMele

Lee~ Sue DeeF& meer ìwkeÌme hueeeEveie meeOeve kesÀ ©he ceW yeercee

GlheeoeW keÀes yes®ee keÀjlee Lee vee efkeÀ SkeÀ Ssmes Glheeo kesÀ

©he ceW pees YeefJe<³e ceW megj#ee Òeoeve keÀjsiee~ GlheeoeW ceW

keÀesF& ue®eerueeheve ³ee heejoe|Melee veneR Leer~ efvepeer yeercee

kebÀheefve³eeW kesÀ Deeves kesÀ he½eele meeje iesce heefjJee|lele nes

ie³ee~ Deepe Yeejleer³e yeepeej ceW efvepeer #es$e keÀer 13

yeercee kebÀhe-efve³eeB nw leLee yeepeej ceW FvekeÀer Yeeieeroejer

13 ÒeefleMele nw~ leLee meeLe ner FvekesÀ Òeerefce³ece ceW ueieeleej

Je=efÎ osKeves keÀes efceue jner nw~

meYeer ûeenkeÀ ueieYeie ³ener keÀnles nQ efkeÀ yeercee yes®eles

mece³e lees yeercee kebÀheveer ves keÀeHeÀer GlmegkeÀlee efoKeeF&,

hejvleg peye keÌuesce kesÀ efveheìejs keÀe mece³e Dee³ee lees meejer

GlmegkeÀlee Oejer keÀer Oejer jn ieF&~ ³eefo SkeÀ efMekeÀe³elekeÀlee&

yeenjer ÞeesleeW mes ³ee®evee keÀjlee nw (yeerceekeÀlee& kesÀ DeueeJee)

lees ³en Fme leL³e keÀes Fbefiele keÀjlee nw efkeÀ Gme J³eefkeÌle

keÀes yeercee kebÀheveer ceW Deye keÀesF& efJeéeeme veneR jn ie³ee nw

³ee efHeÀj Gmes JeneB mes keÀesF& GÊejoe³eer peJeeye veneR efceuee

nw, efMekeÀe³ele keÀe efveheìeje lees otj keÀer yeele nw~ keÀF& yeej

Ssmee Yeer neslee nw efkeÀ peye lekeÀ yeenj efMekeÀe³ele ve keÀer

peeS, yeerceekeÀlee& ûeenkeÀ keÀer mecem³ee keÀes mecem³ee ner

veneR mecePelee nw~ yeerceekeÀlee& kesÀ efueS ³en DeeJeM³ekeÀ nw

efkeÀ efMekeÀe³eleeW kesÀ efveheìejs kesÀ efueS SkeÀ ÒekeÀesÿ keÀe

efvecee&Ce efkeÀ³ee peeS leLee FmekesÀ Òeef¬eÀ³ee keÀer peevekeÀejer

ûeenkeÀeW keÀes oer peeS~

 Òee³e: meYeer efMekeÀe³eleeW keÀes heæ{ves mes nceW Fme yeele keÀe

helee ®euelee nw efkeÀ ûeenkeÀ ³en peevevee ®eenles nQ efkeÀ

GvekedÀ keÌuesce keÀes ueskeÀj SkeÀ efJeMes<e efveCe&³e keÌ³eeW efue³ee

ie³ee nw, ®eens ³en keÌuesce keÀer Ghes#ee keÀjvee nes ³ee efHeÀj

efoS peeves Jeeues keÌuesce ceW keÀìewleer~ keÀF& ueesie veneR peeveles

keÀer yeercee #es$e ceW efkeÀme ÒekeÀej mes keÀe³e& neslee nw pewmes keÀer

Jeejbìer, MeleX SJeb efve³ece keÌ³ee keÌ³ee nQ? ³en pe©jer nw

efkeÀ yeercee yes®eles mece³e ûeenkeÀeW keÀes meYeer leL³eeW keÀer hetCe&

SJeb mener peevekeÀejer Òeoeve keÀer peeS~ heejoe|Melee ueekeÀj

ner ûeenkeÀeW keÀe efJeéeeme peerlee pee mekeÀlee nw~

nceW keÀF& efMekeÀe³eleW Ssmeer efceueer nw peneB ûeenkeÀeW keÀes

MeleeX SJeb efve³ece keÀer hetCe& peevekeÀejer veneR oer ieF& Leer~

Ssmeer efMekeÀe³eleW keÀeHeÀer cee$ee ceW efceueleer nw~ ûeenkeÀeW kesÀ

keÌuesce keÀe efveheìeje veneR efkeÀ³ee peelee nw~

keÀF& yeej keÌuesce ceW keÀìewleer Yeer keÀer peeleer nw~ ûeenkeÀ kesÀ

heeme Jeeo-efJeJeeo keÀjves kesÀ efueS Flevee mece³e veneR neslee

nw leLee meeLe ner GvekesÀ heeme #ecelee Yeer veneR nesleer nw~

ì^çFy³çÓvçuç kçÀçíì& YççÇ cççíìj yççÇcçç kçíÀ oçJççW kçíÀ çÆvçHçìçjí cçW
DçHçvççÇ YçÓçÆcçkçÀç Dçoç kçÀj mçkçÀlççÇ nÌ~ kçÀF& yççj ³çí cççcçuçW
yççÇcççkçÀlçç& kçíÀ çÆvç³çb$çCç mçí yççnj nçí pççlçí nQ~ lçLçç Jççí
GvnW mçbYççuçvçí kçÀçÇ çÆmLççÆlç cçW vçnçR nçílçç  nÌ~ DççÌj Fvç
mçyçkçÀç ÒçcçáKç kçÀçjCç nçí mçkçÀlçç nÌ içuçlç oçJçí~ FvçkçÀç
mçnçÇ çÆvçOçç&jCç kçÀçHçÀçÇ DççJçM³çkçÀ nÌ~
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STATISTICS - NON-LIFE INSURANCE

16.5 percent business growth in April 2006

G. V. Rao

PREMIUM 2006-07 PREMIUM 2005-06 GROWTH OVER
INSURER APRIL, 2006 APRIL, 2006 PREVIOUS YEAR

(Rs.in lakhs)

GROSS PREMIUM UNDERWRITTEN FOR AND UP TO THE MONTH OF APRIL, 2006

Royal Sundaram 6507.35 5074.37 28.24
Tata-AIG 10826.88 7723.22 40.19
Reliance General 7026.52 3048.00 130.53
IFFCO-Tokio 12142.88 9660.00 25.70
ICICI-lombard 33050.53 20217.64 63.47
Bajaj Allianz 18264.02 12992.12 40.58
HDFC CHUBB 1589.55 1396.29 13.84
Cholamandalam 3226.81 3571.10 -9.64
New India 60073.00 51418.00 16.83
National 36514.00 38561.00 -5.31
United India 39717.00 38055.00 4.37
Oriental 41364.00 40205.00 2.88
PRIVATE TOTAL 92634.55 63682.74 45.46
PUBLIC TOTAL 177668.00 168239.00 5.60
GRAND TOTAL 270302.55 231921.74 16.55
SPECIALISED INSTITUTION:
ECGC 4131.18 4813.59 -14.18

This column has been regularly
dealing with the monthly premium
growth of various non-life industry
players each month, as also their
status on their premium completion
at the end of the cumulative period
in the financial year. Questions do
get asked, whether the premium
growth is the only measure of judging
the total performance of each player
to the exclusion of other performance
parameters. Of course not: but
premium growth does indicate the

changing trends of the market
development for each player; and
more so in a predominantly tariff
market, with prices pre-determined
for all. Premium growth trends also
reflect the market buoyancy, and it
is a societal barometer of the
customers' interests in this sector.

Also, every non-life industry player
has been stressing a lot on premium
growth and market share, and every
player wants its unit offices to go

after business, whose profit
realization is known only later. The
premium trends thus do get a lot
more of attention; and it has been so
in the Indian insurance industry for
decades. The top line has counted a
lot more than the bottom line that
gets only reported once annually. It
will, no doubt, be a lot more
interesting to report on portfolio
trends and profitability, as it would
identify specifically the market forces
driving the growth factors. May be

Note:  Effective October, 2005 the mode of presentation of non life premium numbers stands modified.  Since ECGC is
providing cover exclusively for credit insurance, inclusion of the business underwritten by it with that of other insurance
companies was reflecting an inaccurate position with respect to the industry as a whole.  Henceforth premium underwritten
by ECGC would be indicated separately.

Report Card: GENERAL



43
irda  Journal, June 2006 Journal, June 2006 Journal, June 2006 Journal, June 2006 Journal, June 2006

STATISTICS - NON-LIFE INSURANCE

this will happen sooner than later;
now to the monthly performance.

Performance in April 2006:

The new financial year has begun on
a sizzling note. April 2006 has seen a
premium growth rate of 16.55
percent, whereas the growth rate for
the fiscal 2005/06 was 16.2 percent.
This indeed is a splendid start for the
fiscal 2006/07. The accretion in
premium growth is Rs.384 crore over
Rs.2319 crore recorded last April. The
eight new players have dominated
the growth momentum with an
accretion of Rs.289 crore (45 percent
growth) against Rs.95 crore (5.60
percent) of the four established
players.

The market share of the new players
in April 2006 is at 34 percent; up from
27 percent at the end of March 2006.
This trend was forecasted in the last
Report Card for March 2006, more
likely as an optimistic estimate but
now it seems to have hit the bull's
eye. Will these growth trends
continue?

New players:

ICICI Lombard has continued to
outpace others in the market. Its
accretion of Rs.128 crore in April 2006
represents over one third of the total
accretion of Rs.384 crore for the whole
market. That really is staggering
and ICICI Lombard seems to be
setting up new standards for others
in the growth game. Reliance has now
emerged as a more determined
market player, as its accretion of
Rs.40 crore pushes it to the top of the
table in the growth percentages (130
percent) for April 2006.
Cholamandalum has yet again
dropped its renewal premium, a trend
that began in March 2006.

Established players:

New India has dominated the
premium growth with an accretion
of Rs.87 crore out of the total accretion
of Rs.95 crore for the four players.
The top two players in each sector,
New India and ICICI Lombard, have

together garnered over 55 percent of
the market premium growth in April
2006, between the two of them.

National Insurance has dropped yet
another Rs 20 crores in April, an
unexpected trend. Both United and
Oriental have shown marginal
growth rates of four percent and
three percent respectively; and have
recorded accretions of only Rs.17
crore and Rs.11 crore.

Analysis of trends: Growth for
each individual insurer depends upon
the diversion of the existing business
of others and on harvesting the new
business that comes to the market.
But the market as a whole has
grown by a splendid and healthy 16
percent. That is a big plus for the
industry.

The players, who seem to be
capitalizing on both, the diversion
and harvesting of the new business,
are the new players. They are
stepping on the growth throttle with
more vigour in the current fiscal. The
established players seem to be
struggling to get out of the vicious
band 5 to 7 percent growth rate,
despite all their strenuous efforts
and huge financial and manpower

The author is retired CMD, The Oriental
Insurance Company Ltd. He may be
contacted at gvrao70@gmail.com

resources available to them. The
market will grow even faster, should
they decide to expand the market to
cater to more uninsured public. The
rural sector has an un-mined huge
potential. Micro-insurance
regulations provide an opportunity
to catch on the growing cash-rich
in the rural areas for developing
rural markets. Un-served markets
and under-served markets are huge.
It is only the established players
that are better suited for exploiting
the future opportunities that are
aplenty.

The forces of marketing challenges
are getting stronger; and the
impending de-tariffing is seen as a
sign of trial of financial strength.
The real challenge is becoming more
customer-savvy and more market-
responsive.
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NEWS BRIEFS

The recent bull-run in the stock market had its impact,

although indirectly, on the insurance claims. There has been

a discernible rise in claims as a result of typographical errors

by stock traders, it is reported. The insurance brokers feel the

trend was on account of increase in the margin of error.

All stockbrokers have to obtain liability and professional

indemnity covers, necessarily. The liability policy provides cover

against losses arising from punching errors and infidelity of

employees. The stock brokers, however, are also buying add-

on covers like third party liability and malfunctioning terminals.

The rise in the claims is believed to be on account of the

punching errors made during the heavy transactions; and

due to the wrong entries in the books of accounts, reportedly.

RISE IN STOCK TRADERS' CLAIMS
Standard Premium for Soccer

Fans

There is a demand for crop insurance for farmers from Members of Parliament (MPs) belonging to several political

parties. They have demanded that the central and the state governments should volunteer to pay the premium for

providing the insurance cover, as per reports. Owing to several problems faced by them, the farmers who cannot afford to

buy insurance cover against vagaries of nature end up committing suicides, unable to make the ends meet; and hence the

need for the subsidized covers.

Apart from providing the covers, insurance companies should also be required to pay the claims through the gram

panchayats (village bodies) as per the demand of the MPs. Further, they also demanded that the crop insurance facility

should be extended to all types of crops and the claims are to be paid on a priority basis, reports say.

DEMAND FOR CROP INSURANCE FOR FARMERS

Football fans (as also cricket fans) from India are being

provided insurance cover through internet-based systems

where the fans can just log in; and order a trauma insurance

that is designed to suit his/her needs and the team that he/

she supports, as per reports.

Recently, a football fan was offered a cover that promises

payment of more than Rs.8 crore, if England is eliminated

from the World Cup in the early rounds; and the fan suffers

a resultant trauma. The insurance is believed to have cost

the fan an amount of Rs.8,800 app. The Indian fans are

also expected to get these covers at the same premium as

the others do, reportedly.
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Insurance Scheme for Toddy Tappers in Andhra Pradesh

AFFORDABLE DENTAL
INSURANCE ON THE CARDS

The Cabinet of Andhra Pradesh has approved an

insurance scheme for toddy tappers which provides for

payment of an ex-gratia to the family on account of

accidental death of the toddy tapper, reportedly.

The scheme also provides for payment of a reduced amount

in case of permanent disability or temporary disability.

Plans are afoot by the Indian Dental Association

(IDA) to formulate more affordable dental insurance

schemes, it is reported. The vice president of the

association is believed to have announced that

discussions are on with the finance ministry and

insurance companies; and that the policies would be

ready by the end of the financial year.

IDA is actually looking at coming out with plans

that can be within the reach of the common Indian

populace; and also at schemes that would provide

coverage against all kinds of dental treatment.

The rates to be charged are also under negotiation.

There are no exclusive dental insurance schemes

presently and most health insurance policies also do

not cover general dental treatment costs.

In light of the huge costs associated with dental

treatment, it is observed that a person belonging to the

middle class would only visit a dentist in case of an

extreme need and not on a regular basis. If the bills do

not present such a picture of luxury, more people can

voluntarily obtain dental care regularly; and that is

the purpose that is envisaged under the new schemes.

It is proposed to bring under the proposed cover costs of

dental cosmetology as well, although it would be replete

with additional costs, the vice president of the

association is reported to have said.

In a unique gesture, the Government of Himachal

Pradesh dedicated to the weavers of the state three

insurance schemes namely, Arogya Bima Yojna (Health

Insurance Scheme); Mahatma Gandhi Bankar Bima Yojna;

and Ekikrit Hathkargha Vikas Pariyojna (Integrated

Handloom Development Project).

While dedicating the three schemes to the people of the

state, the Industries and Cooperative Minister announced

that the scheme would benefit about three lakh weavers in

the state. The details of each of the schemes are as follows:

Ÿ For a coverage of Rs.50,000 the premium under the

Mahatma Gandhi Bankar Bima Yojna would be Rs.330

per year, of which the weaver would be required to pay

Rs.50 only. The balance of Rs.250 would be paid by the

government and the public sector life insurer.

Ÿ The premium for the health insurance scheme

would be divided in the ratio of 80:20 between the

government and the weaver. This scheme envisages a

payment of Rs.15,000 to the family of the weaver for

meeting the expenses of pregnancy, child delivery and

children's health.

Ÿ Under the third scheme, the children of the weavers

would get a stipend of Rs.100 per month if they are

attending school; and studying in classes IX to 10+2, as per

reports.

HP Government Weaves a

Scheme for Weavers

The scheme would be implemented in association

with a private insurer; and as a part of the initiative,

identity cards are proposed to be issued to the covered

tappers in order to avoid any possible abuse of the

facility, it is reported.
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The current policy renewal prices in the US markets

are not scheduled to be raised unduly despite the huge

hurricane losses, it is reported. Although the first

quarter of the year 2006 saw an increase in the property

and general liability rates, a continuing soft commercial

market is on the cards as per a survey conducted.

In spite of the whopping 60 billion dollar hurricane

losses during the year 2005, the property and casualty

insurance industry reported ultimate profits as per the

survey leading to a competition among insurers and

the resultant soft market. There was an average rise

of around seven per cent in the first quarter of the year

in more of a knee-jerk reaction to the catastrophe losses,

rather than a sustainable increase. It is anticipated

that considering the policyholders' surpluses recorded

during the year 2005, there are positive indications

that there could be further softening of the market,

barring more major catastrophes, reports say.

Industry Unfazed
By Hurricane Losses

EU Directive Aims at Improvement

in Transparency

Several studies have indicated that there could be a

repeat of 1918 influenza pandemic in the United States;

and a more severe impact in several other countries,

reportedly. The findings were a part of the probabilistic

model that was developed in response to the growing needs

of the insurance industry. Analysis revealed that more

severe pandemics are possible. The model indicated that

it would be too risky for them to believe that the 1918

pandemic was a worst-case scenario; and accordingly

underestimate their risks.

The studies, which undertook not only the

quantification of the risks but also the likelihood of its

occurring, revealed several factors of possible results like

infectiousness and lethality of the pandemic; demographic

impact; country of outbreak; vaccine production; and

national counter-measures, as per reports.

FEARS OF INFLUENZA PANDEMIC

Several European insurers have initiated formal

programs aiming at fulfillment of a proposed EU directive

that aims at improvement in transparency and controls,

it is reported. The majority of the insurers actually believe

that the directive, Solvency II as it is called, will improve

their companies' risk and capital management functions.

Solvency II aims at harmonization of national solvency

regulations for European insurers. It also defines new rules

regarding the levels of capital that must be set aside by

insurers to cover their combined risks and liabilities.

It eventually aims at protecting the policyholders and

shareholders by establishing a common solvency system

in Europe that targets a balance with the true risks.

It is believed by a majority of the insurers that Solvency

II will actually improve transparency and controls in risk

management. It is also expected to improve the

organizations' allocation of regulatory capital. The survey

also indicated that several insurers are adopting measures

to be Solvency II compliant, reportedly.

In order that regulated institutions have a sound

governance framework; and to conduct their affairs with a

high degree of integrity, the Australian Prudential

Regulatory Authority (APRA) released new prudential

standards on governance for Authorised Deposit-taking

Institutions (ADIs); and life and general insurance

companies, as per reports. Under the new standards, the

board would be accountable for the implementation.

The new standards, which are built on existing

requirements, would aim at governance norms across the

industries. They aim at promoting higher levels of

independence on the part of the entire board. A formal

policy on board renewal and procedures for assessing their

own performance are required to be in place, reportedly.

New Prudential Standards for
Insurance Companies in Australia

NEWS BRIEFS
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The CEO of Arab Insurance Group (ARIG) Yassir

Albaharna indicated that Retakaful is one of the three

strategic areas of focus for their company, reportedly.

A branch has been opened in Singapore and Retakaful

is actually under operation. The Monetary Authority of

Singapore (MAS) has licensed the largest reinsurance

company in the Middle East and North Africa (MENA)

region as a composite reinsurer. The various classes of

business such as property, engineering, marine and

liability are being handled by the fully operational

branch in Singapore.

A Shariah-compliant subsidiary, Takaful Re, has

been established by ARIG so that it can fulfill the needs

of this segment. It is also looking at expanding its

reinsurance portfolio to other parts of South-East Asia

by transferring its experience in the MENA region into

other nearby markets with similar business profile but

with higher insurance penetration, it is reported.

RETAKAFUL ON THE AGENDA
OF ARAB INSURANCE GROUP

BUSY HURRICANE SEASON ON THE CARDS

NO CROSS-SELLING AS YET IN SOUTH KOREA

NEWS BRIEFS

The hurricane season forecast for the year 2006

has been released. As has been the trend over the past

few years, an active season looks imminent, reportedly.

The hurricanes would most likely have a huge impact

on the Gulf of Mexico, as well as the US economy.

The season that runs through the period beginning

June and ending November is estimated to be

experiencing five or six tropical cyclones, with at least

three of them being very major.

The hurricane season is expected to affect most of

the areas in the East Coast and the Gulf of Mexico; at

some point or the other. Ironically, the hardest hit

region of the last year's catastrophes faces a lower

The practice of life insurers and non-life insurers cross-

selling each other's products may not be implemented for

a few years more in South Korea, owing to some regulatory

hurdles, reports say. The decision is in response to a bill

submitted by some political parties to the Ministry of

Finance and Economy.

The practice of cross-selling which was originally

scheduled to be permitted in the year 2003 had to wait

until this year; and now it is further postponed to until

2008. The Chairman of the Financial Supervisory

Commission, Mr. Yoon Jeung-hyun is reported to have

said that it was better for the practice of cross-selling to

be delayed in view of the vehement opposition from several

insurers.

probability of a major hurricane this year. The city of

New Orleans, however, is expected to take a severe

beating even by a mild impact of a hurricane, owing

to the damage it faced last year.

Last year's hurricanes severely affected US

economy, particularly because of the flooding of New

Orleans; severe damage to Gulf Coast; and the

resultant huge rise in the energy prices. While there

may not be a repeat of all these severities, 2006

appears to be another expensive season, with dents

in energy production, widespread property damage

and risk of life, it is reported.



irda  Journal, June  2006 Journal, June  2006 Journal, June  2006 Journal, June  2006 Journal, June  200648

R
O

U
N

D
 

U
P

R
O

U
N

D
 

U
P

Mr. G.V. Rao, Chairman (Retd.), Oriental Insurance Co. (Guest of Honour)
addressing the gathering. Others in the photograph are:

L to R: Mr. C.S. Rao, Chairman, Insurance Regulatory and Development Authority
IRDA (Guest of Honour); Dr. Harold D. Skipper; Dr. (Mrs.) Tony Skipper;

and Mr. V.Ramana, Chairman, ITM Group of Business Schools.

Dr. B.S.R. Rao, Dean, International Institute for Insurance and Finance;
Mr. C.S. Rao, Chairman, IRDA; and Dr. Harold D. Skipper engaged in a lively chat.

The unveiling ceremony of 'Harold D. Skipper Foundation for Risk and Insurance Studies
in India' was organized at Hyderabad on 24th May, 2006. The foundation is an initiative
of the International Institute for Insurance and Finance, Hyderabad; and the ITM Group
of Business Schools, Mumbai. Here are some photographs taken on this occasion.



“ ”
“A lenient attitude towards outstanding

premiums is not in the best interest of the
insurance companies in the long run.  It will

only promote a lax credit culture amongst the
agents and brokers; and exposes the insurance

companies to unnecessary credit risks.”

- Low Kwok Mun, Executive Director, Insurance
Supervision Department, Monetary Authority of

Singapore.

“The objectives of the internal audit function must
include evaluation of the adequacy and

effectiveness of the financial and risk management
framework of the institution.”

- John F. Laker, Chairman, Australian Prudential
Regulatory Authority

“To remain competitive, companies must
be allowed to change and develop. And

yes, that means being allowed to acquire,
divest, merge and restructure.”

- Lloyd's Chairman Lord Levene

“Since the events of the 1972 Summer
Olympics in Munich, terrorism has loomed
large among risk assessment parameters

for the Olympic Games and similar events.
Every conceivable effort is now undertaken

to avoid repetition of terrorist attacks.”

- Peter Luck, Head of Underwriting Special Risks
at Swiss Re, talking about the cover being

provided for World Football Championship 2006

“Much has been accomplished and we are satisfied
that the international standard-setting boards that
we oversee have already made progress towards

achieving public interest goals.”

 - Stavros Thomadakis, Chairman - Public Interest
Oversight Board (PIOB) of IAIS.

Insurers and reinsurers alike
will face mounting pressure to

increase returns on equity, and to
manage their capital more efficiently.

The capital market with its deep pool of
investors and innovative financial technology is

therefore likely to continue to grow in importance
for the insurance industry.

- ONG CHONG TEE, DEPUTY MANAGING DIRECTOR, MAS



Events

RNI No: APBIL/2002/9589

12-14 June 2006
Venue: Pune
Ethical Values in Human Capital
By NIA Pune

15-17 June 2006
Venue: Pune
Harnessing Rural Business Potential
By NIA Pune

20-21 June 2006
Venue: Hong Kong
Catastrophe Conference
By Asia Insurance Review

26-28 June 2006
Venue: Pune
Actuarial Appreciation Program for Senior Executives
By NIA Pune

29-30 June 2006
Venue: Singapore
1st Asian Conference on Human Resource & Training
Development in Insurance
By Asia Insurance Review

03-05 July 2006
Venue: Pune
Multiple Distribution Channel Management
By NIA Pune

17-19 July 2006
Venue: Pune
Underwriting in Detariff Regime
By NIA Pune

24-26 July 2006
Venue: Pune
Workshop on Reinsurance
By NIA Pune

27-29 July 2006
Venue: Pune
Actuarial Practices in Life Insurance
By NIA Pune

27-29 July 2006
Venue: Pune
Financial Risk and Insurance Derivatives
By NIA Pune


