Annexure-5
Standard Operating Procedure (Clause 21(d), 22(g), 24(g), 25(b), 29(g), 30(f) & 39(e))

1. [bookmark: _Toc389578689]Procedure for opening of the eIA and handling e-policy requests:
The opening of the electronic insurance account (eIA) shall be as per the procedure stated below:

	Responsibility
	Insurance Company
	Insurance Repository

	Opening of e-IA accounts

	New Applicant without eIA approaching the Insurer (Standalone eIA request case)
	a) Insurer shall inform the policyholder about the tie-ups they have with various IRs.
b) Insurer shall receive an application for opening of an eIAccount and forward the same to the IR.
	a) IR shall receive the requisite details 
b) IR shall do a KYC validation and de-duplication check by verifying its own database and that of iTrex.
c) IR shall open an eIA.
d) IR shall provide electronic access to the policyholder and communicate the eIA details to the Insurer
e) IR shall provide eIA details to iTrex for sIA creation.

	New Applicant without eIA approaching the Insurance Repository (Standalone eIA request case)
	
	a) IR shall inform the list of insurers with whom they have a tie-up.
b) IR shall receive the requisite details.
c) IR shall do a KYC validation and de-duplication check by verifying its own database and that of iTrex.
f) IR shall open an eIA.
d) IR shall provide electronic access to the customer and communicate the eIA details to the customer.
e) IR shall provide eIA details to iTrex for sIA creation.


	Existing policyholder approaching the insurer for opening the eIA account (Standalone eIA case)
	a) Insurer shall inform the policyholder about the tie-ups they have with various IRs.
b) Insurer shall receive an application for opening of an eIAccount and forward the same to the IR.
c) After receiving a confirmation of eIA opening, Insurer shall take note of the eIA number provided by the IR

	a) IR shall receive the requisite details 
b) IR shall do a KYC validation and de-duplication check by verifying its own database and that of iTrex.
c) IR shall query the iTrex for the sIA details and shall open an eIA. 
d) IR shall provide electronic access to the policyholder and communicate the eIA details to the Insurer and iTrex.


	Existing policyholder approaching the insurance repository for opening the eIA account (Standalone eIA case)
	a) After receiving a confirmation of eIA opening, Insurer shall take note of the eIA number provided by the IR
.


	a) IR shall receive the requisite details 
b) IR shall do a KYC validation. 
c) IR shall perform a de-duplication check by verifying its own database and that of iTrex. 
d) IR shall query the iTrex for the sIA details and shall open an eIA. 
e) IR shall provide electronic access to the policyholder.
f) IR shall update insurer and iTrex suitably.


	Crediting of electronic insurance policies

	First time policyholder with eIA approaching the insurer for crediting of insurance policies 
	a) Insurer gets the eIA details and the request for conversion of policy into electronic form.
b) Insurer shall issue an electronic policy as per the procedure prescribed in Annexure on “Mandatory Electronic policies”
	a) IR shall credit the electronic policies to the eIA.
b) IR shall update customer, insurer and iTrex suitably.


	First time policyholder with eIA approaching the insurance repository for crediting of insurance policies
	a) Insurer gets the eIA details and the request for conversion of policy into electronic form.
b) Insurer shall issue an electronic policy as per the procedure prescribed in Annexure on “Mandatory Electronic policies”.

	a) IR shall receive and forward the customer’s request to the insurer.
b) With due coordination from the insurer, IR shall credit the electronic policy to the eIA
c) IR shall provide electronic access to the policyholder.
d) IR shall update customer, insurer and iTrex suitably.


	Existing policyholder with eIA approaching the insurer for crediting of insurance policies
	a) Insurer gets the eIA details and the request for conversion of policy into electronic form.
b) Insurer shall issue an electronic policy as per the procedure prescribed in Annexure on “Mandatory Electronic policies”.

	a) IR shall credit the electronic policies to the eIA.
b) IR shall update customer, insurer and iTrex suitably.


	Existing policyholder with eIA approaching the insurance repository for crediting of insurance policies
	a) Insurer gets the eIA details and the request for conversion of policy into electronic form.
b) Insurer shall issue an electronic policy as per the procedure prescribed in Annexure on “Mandatory Electronic policies”.

	a) IR shall communicate the eIA details and the customer’s request to the insurer for electronic policy conversion.
b) With due coordination from the insurer, IR shall credit the electronic policy to the eIA
c) IR shall update customer, insurer and iTrex suitably.


	Customer Care – Handling Service requests

	Various Policy 
Services
	a) When a policyholder approaches Insurer: The Insurer shall receive Service Request, execute the same and pass the updated policy data to IR and inform the policyholder accordingly.

b) When a policyholder approaches IR: IR shall receive the request; transmit to the insurer if the request pertains to Level 2 (policy related) changes. The insurer shall execute the request and pass the updates to the IR who shall confirm the policyholder of the changes made.  If the change is pertaining to the Level 1 (identity related) change of customer basic account information, the IR shall affect the change and inform all insurers of the policyholder.




2. Other procedures with respect to issuance of electronic policies: 

a. The contents of the policy contracts shall be forwarded to the concerned insurance repository within TATs defined in the IR guidelines.
b. Soon after the acceptance of the risk, the policyholder shall be communicated about the status of the proposal / policy and that the policy would be updated in the relevant portal of the insurance repository within TATs defined in the guidelines.
c. The policyholder shall also be informed that for all contractual obligations with regard to the underlying insurance policy, the said communication is conclusive proof in support of the insurance contract and that the uploading requirement of insurance policy in electronic form is only a procedural formality.
d. On receipt of the policy contents in the electronic form from the insurance company the insurance repository shall upload the same in the eIA within TATs defined in the guidelines.
e. Immediately after uploading the e Insurance Policy, the insurance repository shall confirm the same to the eIA holder.
f. While forwarding the communication, the policyholder shall be informed of option to exercise free look within 15 days in accordance to Regulation 6 of IRDA (Protection of Policyholders’ Interests) Regulations, 2002 for life insurance policies and for general insurance policies, if applicable. For electronically issued policies, the period of 15 days for exercising free look option would be computed as follows :
i. New eIA case: Where an application for e-Insurance Account accompanies the proposal for insurance, the date of receipt of the ‘welcome kit’ from the IR with the credentials to log on to the e-Insurance Account or the delivery date of the email confirming the grant of access to the eIA or the delivery date of the email confirming the credit of the Insurance policy by the IR to the eIA, whichever is later shall be reckoned for the purpose of computation of the ‘Free-look’ period.  
ii. Existing eIA case: For the purpose of computation of commencement of “Free Look Period”, the date of delivery of the email confirming the credit of the Insurance policy by the IR shall be reckoned as the starting date of 15 days period.

g. Insurance companies shall send the hard copy of insurance information sheet containing the basic details as contained in the schedule of an insurance policy to the address stated therein to the policyholder. The hard copy of the information sheet may be sent by postal means of insurer’s choice.

3. Other procedures for Conversion of existing policies:

a. Any person who voluntarily consents to avail the services of insurance repositories shall submit a request letter and all necessary documents which the insurance company may seek.  
b. The insurer shall verify from its own records and from iTrex, if the policyholder making the request already has an eIA. If no eIA exists, he shall also obtain and handle the request for opening of eIA.
c. Within TATs defined in these guidelines, the insurer shall forward the application form along with other required documents for opening an e Insurance Account to the concerned insurance repository. 
d. An insurance repository shall, on receipt of the above documents/information, process the same and shall open an e Insurance Account within TATs defined in these guidelines. The IR shall communicate the details of the eIA to the Insurer. Where an insurance repository cannot open an e insurance account for want of any additional information / document, it shall communicate the same to the insurer within TATs defined in these guidelines. 
e. Where an insurance repository opens an e-insurance account in accordance to the above, shall inform the fact of the same to the insurer within TATs defined in these guidelines. 
f. Insurer soon after receipt of information of opening of eIA shall, within TATs defined in these guidelines forward the contents of insurance policy document to the insurance repository. 
g. Within the TAT defined, the insurance repository shall register the same in its record, upload the same in the eIA and confirm the same to the policy holder in an email and via an SMS.  
h. The insurer, shall substitute in its policy records the name of the insurance repository as a keeper in respect of that insurance policy in the electronic form.  Further, the insurer shall also reference the eIA details in its own records.

4. Procedure for grant of eIA access and sharing of modus operandi:

a. The IRs are permitted at their option to send the details of e-Insurance Accounts including the log id, password and modus operandi of its operation in an electronic mode. Where an electronic mode is being adopted, the IR will be required to adhere to the following procedure with regard to grant of access to the eIA: 
b. Grant of Access to the e-Insurance Account holder
i. Stage 1: IR generates user ID or registers the same as requested by the applicant. The account holder would be provided with the instructions to activate the account in an email. 
ii. Stage 2 : After successful validation of the User ID, IR generates and sends one-time password (OTP1) on the registered email id and another one-time password (OTP2) on the registered mobile number of the account holder. These two passwords are different from each other.
iii. Stage 3: On successful validation of both OTP1 and OTP2, password resetting option is mandated to the eIA holder.
iv. Stage 4: Only after resetting the password, access to the eIA is granted and confirmation about activation is sent to the registered email ID and registered mobile number. The account holder is provided with other instructions, modus operandi of account operation, FAQs and scope of services in an email and also via a link accessible from the eIA.
c. Other requirements when an electronic mode of communicating the ID, password and modus operandi of eIA are chosen. 
i. A given email-ID can be used only for maximum of three eIAs.
ii. A given mobile number can be used only for maximum of three eIAs.
iii. Confirmation of change in the password by the eIA holder is sent on the registered email ID and registered mobile number of the eIA holder.
iv. OTP (1 & 2) will have a maximum validity of 72 hours.
v. With respect to the confirmation of grant of access to the eIA, the IRs shall store the delivery date and time stamp of the email and SMS messages.

5. Process for sharing of KYC data between iTrex and Insurers/IRs.

a. The data uploaded by the insurers and the IRs as per the guidelines XXXX shall be used by iTrex to create a central repository of KYC data for the insurance industry. The iTrex shall clearly identify the policy records for their compliance with KYC norms.
b. iTrex shall develop capability to identify the entity who originally completes the KYC validations as “KYC – originator”.
c. At the time of issuance of a new policy or creation of e-Insurance account, the insurer/IR shall query the iTrex to obtain the KYC data. To facilitate sharing of such information, iTrex shall put in place suitable real-time query-response mechanism to facilitate the sharing and re-use of KYC data.
d. The entity consuming the KYC data from iTrex shall be identified as “KYC – consumer” by iTrex.
e. Where the KYC data is not available with the iTrex, the respective entity shall carry out the KYC validation in accordance with the prevailing AML-KYC framework prescribed by the Authority. The entity carrying out the KYC validation shall then share the relevant details to the iTrex. 
f. Where KYC data of an individual has changed, the entity handling the change shall complete the KYC validation and shall transmit the update to the iTrex. iTrex shall update its own records and then share such updated information to all insurers of the given eIA/policyholder.
g. The “KYC- consumers” shall be required to identify the KYC origination source within their own records.
h. iTrex shall provide a periodic statement of account for the “KYC –originators” and “KYC – consumers”.
i. No entity shall engage into sharing of KYC data outside the iTrex system. 

6. Procedure for Inter-Insurance Repository Transfer

a. An eIA holder wishing to shift from one IR to the other shall make an application to new IR by indicating the existing eIA details.
b. The eIA holder shall satisfy himself that the new IR has tie-ups and other infrastructure to support his needs.
c. The new IR to whom the application is made for transmitting the transfer request to the existing IR through the iTrex. The new IR shall also indicate against each policy of the insured whether a subsisting agreement is in vogue. 
d. The existing IR shall process the request for transfer and update its own records suitably and confirm the same to the iTrex.
e. The iTrex shall update its own records and transfer electronic records of the eIA holder where a subsisting agreement with the insurer is in vogue.  For the policies issued by insurers who do not have a subsisting agreement with the insurer, the iTrex shall inform the insurer of the transfer to the new IR
f. The insurer who does not have a subsisting agreement shall issue hard copies of the policies as per the guidelines.
g. The new IR shall confirm the uploading of electronic policies to the new eIA to the policy holder and the iTrex.
h. The iTrex shall confirm the new eIA details to all the insurers of the eIA holder who shall update their own records with the new eIA number.
i. The iTrex, new and the existing IRs shall all abide by the TATs defined for all the processes stated above.
