
Part 1

INSTRUCTIONS AND REQUIREMENTS
1. Introduction:

Insurance Regulatory and Development Authority has constituted the Insurance Information Bureau of India (IIB), an advisory body which is collecting, processing and disseminating data. IIB has been formed to ensure that the business data of insurance companies is collected and processed in an orderly manner and is made available at regular intervals. The data so collected is useful for the various market players, researchers, policyholders as well as the public at large for real‐time decision making. 

IIB functions as a single point official reference for the entire data requirements on the insurance sector including health data under Life Insurance. The decisions regarding processing and dissemination of data are undertaken as per the policy laid down by the Bureau. All Non‐Life insurers are required to upload the insurance data on motor, health and other lines of business online as per the data formats prescribed by IRDA. As part of the initiative, summarized data for the Health insurance segment as a whole is made available to the insurers for making better underwriting/rating decisions.

2. Project Vision:

IRDA is ideally looking at the firm/organization to develop a solution which would assist both the Regulator and Industry. The solution shall 

· Enable the Industry to underwrite the proposals effectively by getting up-to-date information, fraud alerts and medical history from the central database and also price products based on reliable database.
· Assist the  Insurers efficiently manage the claims so that genuine customers do not face hassles by getting relevant information on fraud and claim reporting patterns
· Help develop a vibrant market place in health Insurance space

It is intended by IRDA to reduce the cost of fraud by building advanced detection and prevention systems at Industry level that can leverage all available information. The initiative is expected to identify fraudulent claims before payment occurs and improve the accuracy of fraud detection. The initiative is intended to assist the Insurers with better screening of prospective policyholders, rule based claim approval and profiling claim types among other things. 

The initiative will minimize cost at Industry level by centralizing data without resorting to both software and hardware solutions by individual Insurers. For the purpose of fraud prevention, analysis and reporting, the firms/ organizations are advised to submit proposal to establish a comprehensive and complete solution for Insurance fraud management with emphasis on Indian insurance environment.

The provider will need to standardize data submission and identify the need for refinement in the existing data formats in consultation with IRDA and IIB, in terms of data adequacy and consistency so as to serve the additional purpose of Fraud Analytics and Reporting.  Additional system support is required to be provided to validate the historical insurance data, focusing on health initially, for the purposes of fraud analytics as per the revised data formats identified. 

Though the underwriting of prospective policyholders and rule based claim approval may , in the short term and medium term, happen through notifications, emails and/or role based access to the solution provided to Insurers, in the long run, the initiative of Multi-disciplinary solution is likely to motivate the Insurers to look at existing claims’ processes, ascertain potential areas where fraud detection capabilities need to be put in place and look for complete integration of their systems with the proposed solution. Insurers may, at their option, reengineer their business processes to improve turnaround time of claim settlement and investigation activities which will reduce claims fraud and associated investigation costs. This RFP provides an indicative list of the possible triggers, alerts, models for the purposes of fraud prediction and detection analysis for Underwriting and Claims. It is as such expected that the bidder proposes a solution that caters to the widest possible range of features as a part of the Fraud Analytics Framework.

3. Scope of solution

Functional/Technical Scope:

3.1. The solution provider needs to use the data available with IRDA/IIB or any other source as may be warranted and suggest other mechanisms to accumulate further information on characteristics of fraud by collecting primary and secondary information about claims from Insurers both past and present. The database architecture should support collection, consolidation and cleansing of the data in order to facilitate meaningful and purposeful analysis. The solution needs to have surveillance, monitoring and timely alert generation capabilities.

3.2. Fraud detection, profiling and modeling capabilities: The solution should be capable of using the knowledge generated through statistical tools/models and processing done on patterns of historical claims and identify the degree of suspiciousness in claims through anomaly detection methods. This may include generation of profiles  as detailed hereunder:

a. Creating and maintaining data and knowledge about frauds
b. Study of data, summarizing appropriately and analysis of data including visualization  based on alarms, suspicions, anomalies, deviations, exceptions, errors, losses,                       
c. Hypothesis formation including gathering evidence 
d. Development, testing and improvement of fraud models and profiles including scenario building capability catering to additional parameters’ set in response to the changing needs.
e. Development and updating of profiles of stakeholders and products/services including study of extent of and history of deviation from these behaviors leading to suspicious situations

3.3. Post Claims Analytics: Identification, tracking and assisting Industry with intelligence on the possible trends/patterns/concentrations and development of statistical models, rule engines in drawing up these trends based on root cause analysis of various fraudulent/suspicious transactions. This includes development tools and technologies to assist Industry with alerts generated in respect of fraudulent/suspicious transactions including but not limited to the following:

a. Trends with respect to the stated category/across various categories of hospitals.
b. Trends with respect to a stated intermediary/across various intermediaries.
c. Trends with respect to treatment cost for a stated procedure, nursing charges, specialist fees etc.,
d. Trends with respect to type of claim payment (reimbursement/cashless/pre, post hospitalization, hospitalization) for indemnity policies.
e. Trends with respect to duration of the hospitalization, time taken to settle different  capabilities:
f. Trends of overcharging or Unlawful claim (e.g., based on false data) or false claims or multiple claims for the same event in a particular region
g. Trends of Claims for pre-existing injuries or damage
h. Trends of Treatment not being commensurate with the disease
i. Trends of huge volumes of treatments in a single hospital in a stated city/region etc

3.4. Predictive capabilities

a. Capability to identify and assist the Insurers to handle claims flagged as suspicious/fraudulent. 
b. Capability to handle the workflow with respect to the alerts generated beginning with assignment of unique identification numbers, identification and assignment to the users based on their authorization levels, till their closure.
c. Identify and notify (both real time  basis or otherwise to the users), the possible predictive and analytical triggers (for Fraud in the data)including but not limited to 
i. Over-billing ( higher-than expected rates)
ii. Unusual changes in transactions or amounts over short periods of time
iii. Unusual changes in patient activity or health care profiles
iv. Unusual billing by hospitals or treatment patterns etc.,
v. Excessive number of procedures
vi. Unwarranted procedures, excessive investigations, expensive medicines
vii. Over-utilization, extended length of stay at the hospital
viii. Patient history

The bidder shall indicate the possible strike rate (ratio of cases concluded as fraud by the users to cases identified by the system as fraud) of such predictions against the parameters defined above or beyond.

3.5. Triggers: The solution shall establish triggers for early detection of the frauds.  Alerts shall be generated to the users based on various triggers that warrant special attention or further investigation of the claims. These alerts shall be assigned to the users and shall follow the workflow as suggested in section 3.4 (b). These triggers include but are not limited to the following:

Policy and Claim history triggers:

i. Claims from a policy with only one member at minimum sum insured amount or very high sum insured
ii. Multiple claims with repeated hospitalisation, multiple claims towards the end of policy period, close proximity of claims etc.,
iii. Claims made immediately after an endorsement.
iv. Claims from a member with history of frequent change of insurer or gap in previous insurance policy.
v. Claims for policy with evidence of significant over/under insurance as compared to insured's income/life style.
vi. Claims from members with no claim free years during the preceding three or more policy years

Provider location or profile triggers

i. Claims from a hospital located far away from insured’s residence, pharmacy bills away from hospital/residence
ii. Claims for hospitalization  at a hospital already identified on a “watch” list or “black listed” hospital.
iii. Claims with inconsistency in diagnosis and line of treatment. Inconsistency between specialization  of treating doctor and illness etc.,

Diagnosis triggers:

i. Claims for medical condition which is a potentially pre-existing disease being managed surgically/treated in the first year of the policy.
ii. Claims with unjustified use of advance treatment procedures/facilities for a minor complexity.

Billing triggers:

i. Claims with disproportionate pharmacy costs, surgical fee, hospital bill or doctor’s fee.
ii. High value of claim from a relatively small hospital not known for an advanced treatment capability.

3.6. User Management: The solution shall provide facility to administer users including providing/denying access, assist users on issues related to passwords etc. Assignment of the access shall be based on the role of the user (Underwriters, Claims handlers, etc.,). The grant of access to various screens/part of the screens and capability to use shall also be driven by the purpose and role of the user as also the prevailing stage at which the work lies in the workflow.  The super admin role would be with IRDA/IIB and shall have the privileges over the complete system. IRDA/IIB shall also have the capability to provide/deny/suspend/un-suspend/block role based access to authorized users within the Authority and outside.

3.7. Integration with Insurers’ systems: The solution shall provide real time integration through web services between insurer’s systems and the fraud analytics system for real time underwriting and claims decision making. This includes Integration with existing business processes e.g., on-line claim processing systems.

3.8. Integration with IIB’s systems: The solution needs to be compatible with the existing IIB systems, IT policy and architecture guidelines that IIB may have/stipulate.

3.9. Data Structured and unstructured: The solution needs to have capabilities of Fraud data management including the ability to support unstructured data analysis.

3.10. Extensibility: The solution should be capable of extending the fraud analytics to all lines of business under Insurance though Health is planned initially. The solution needs to have functionality to similarly extend to other personal lines of Insurance Business like Motor as well. Capability to extend to any other insurance operations besides underwriting and claims shall also be provided.

3.11. Easy interfacing: The solution should support integration with suitable third-party applications. The solution should be capable of consolidating historical data from internal and external sources for fraud analysis and investigation both at the time of data migration and later on ongoing basis. The solution should also be capable of integrating with external applications/pre-packaged databases to the extent required and relevant. 

3.12. Data quality: The solution should have data quality tools that can reduce or eliminate data inconsistencies or redundancies.

3.13. Rule engine: The solution should support creation and management of business Rules (including simple or complex routing and suppression rules) and analytic models and logically manage rules, models and alerts for investigators. 

3.14. Prevention by early Detection: Going beyond claims fraud detection, the solution needs to have prevention capabilities by deploying appropriate framework, at policy inception ie underwriting, to prevent fraudsters from taking out policies in the first place.

3.15. Scoring: The solution needs to have capability to score claims in real time with an online scoring engine that combines business rules, anomaly detection and advanced analytic techniques. The solution needs to have capability to calculate the propensity for fraud at first notice of loss, then rescores claims at each settlement stage as new claims data is captured. The solution should have capability to calculate risk scores based on specific characteristics of the activity including geographic zones etc.

3.16. Alert management: The solution needs to have alert management capability to assemble alerts from multiple monitoring components and associate them with common claimants/proposers and give Insurers a more complete perspective on the risk of specific claimants/proposers. The solution should have capability to prioritize alerts and automatically assign them to appropriate team members based on user-set rules and requirements.

3.17. Classification of claims: The solution needs to provide a visualization interface that lets Insurers identify linkages among apparently unrelated claims and uncover relationships previously not known. The solution needs to build historical information and generalize from known historical examples of suspicious claims. The generalized knowledge can then be used to classify new claims. This knowledge can be in the form of decision trees, Bayesian classifiers, nearest neighbour classifiers, support vector machines, self organizing maps or neural networks etc. The solution also needs to capture and encode experience-based knowledge related to fraud detection as a set of simple IF-THEN rules.

3.18. Text mining: The solution needs to have Text mining technologies to analyze textual information in the claim such as the names, addresses, accident or treatment descriptions etc. 

3.19. Data mining: The solution needs to have data mining capabilities which may be used either try to find (i) “rare” and “interesting” data records or (ii) groups of “similar” records or (iii) very common or very rare associations between records. The techniques need to draw on the recent innovation in identifying interesting cases and also unbundling patterns. 

3.20. Profiling: The solution needs to have profiling capabilities which employ statistical analysis techniques to create a summary of normal behaviour of policyholders etc involved in claim intimation and also anomalies as well as exceptions. The profiling includes ability to group claimants based on variety of criteria and patterns.

3.21. Knowledge database: To reduce the dependence on the human experience/knowledge  in fraud detection, the solution needs to draw Statistical patterns in claims history and create as well as automate data bases of knowledge and processes to ascertain the claims that should be investigated and claims that need not be investigated. The solution needs to come up with front-end screens for Insurers to identify patterns and learn from them. 


3.22.  Continuous Improvement: The solution shall provide scope for a continuous improvement to the fraud prediction and detection framework to incorporate the following at the minimum 

i. The newer techniques that emerge on a regular basis in the insurance domain
ii. Experiences of the domestic insurers from the use of the Fraud Analytics system that is being implemented as a part of this project.
iii. New learnings from the day to day predictive and detection analysis done as a part of this system
iv. Changes as may be relevant with the changing times, challenges, market dynamics or regulatory requirements.
v. Newer technologies, upgrades to any off the shelf product/plug-ins that widens the scope of the fraud analytics.

These changes will be governed by the Annual Maintenance Service and Change Management clauses stated within this RFP.

3.23. Reporting:
a. The solution needs to provide tools and technologies to generate standard set of periodic reports.
b. The solution needs to provide tools and technologies to generate customized reports.

3.24. Capacity building: The solution provider shall provide necessary training to the resources identified by IRDA on using the system, altering and updating the models developed etc.

3.25. Response Times/Load handling: Loading, scalability and stress testing would be conducted prior to ―Go-Live, once the system testing and integration testing of the configured and customized solution has been conducted successfully. The stress and load testing requirements will be jointly determined with IRDA/IIB and the recommended testing tool will be procured separately by IRDA. The bidder will conduct the test based on the agreed test procedures as proposed by the bidder and agreed upon by IRDA, keeping in view IRDA‘s future load of transactional users. The solution shall not be cleared for Go-live unless the testing is conducted successfully and is cleared by IRDA.

3.26. System Security: Since there is an interface with several external systems, adequate security layers with appropriate encryption will have to be built in. The solution shall provide adequate framework for access by authentication, fraud detection, identity management, secured communication channels and auditing. The system shall also have the capability to notify the administrator of fraudulent attempts (successful/failed) to break into the system. The complete framework with regard to the security, list of encryptions (with details of what is encrypted and level of encryptions) shall be properly documented by the bidder and approved by IRDA/IIB. 

3.27. Hosting Requirements: The primary site of solution shall be hosted by the bidder at the data center of the IIB.  No part of the hosting shall be outsourced to any other agency. IRDA/IIB shall have the visibility into the hosting arrangement from the official contract to monitoring of the hosting. IRDA/IIB shall be have complete access to various reports, dashboards etc., related to the hosting arrangements. The prime proponent shall be responsible for the complete hosting solution, any issues arising out of such arrangements, adherence to the SLA’s, data integrity and any other such issue. The hosting arrangements shall at minimum meet the following criteria 

a. The service provider will provide state of the art hardware with 24 X 7 monitoring. 

b. The configuration of the servers should be robust and capable of handling the load. 


c. The server should have adequate storage capacity, configuration, speed, internet bandwidth and should have been directly connected to ISPs backbone providing adequate bandwidth and reliability with multiple links.


d. Encryption layers shall be robust enough to ensure complete protection of both, data and user credentials. 

e. The implementation agency shall devise an appropriate framework for security at the data center and at a minimum shall include Firewalls, IDS, IPS, Antivirus, Anti spamming and regular security audits. 

3.28. Solution Sizing: The bidder shall provide various licenses to support IRDA/IIB‘s requirement under different categories as mentioned below. The peak usage may not be over 40% of the following at any single point in time. The bidder will provide a comprehensive solution sizing, based on the information provided by IRDA/IIB. The sizing estimate must include detailed server configuration, network architecture, platform to be used, data storage scheme based on number and type of users, IRDA/IIB‘s expected service levels as mutually agreed, desired response time, etc., and all underlying assumptions in arriving at the solution sizing. 

The following would be the categories of the users of the proposed application: 

	S.No. 
	Particulars 
	Approximate No. of Users 

	1 
	Insurers 
	500 Users 

	2 
	IRDA/IIB Internal Users 
	20 Users 

	3 
	Peer Regulators, Govt. bodies and others 
	20 Users 

	4
	TPA’s
	500 Users




3.29. Solution roadmap: The bidder shall indicate the road map for each of the solution stack obtained from OEM. And, care shall be taken to assure that the OEM warranty shall not be for a period of less than contract tenure beginning from the date of ‘GO LIVE’. The bidder shall devise and deliver a solution support roadmap that consists of end-to-end guides for solution porting or integrating functionality into the solution.

3.30. Hardware sizing: The bidder shall finalize and procure the hardware and network capability requirement in order to meet the performance requirement as specified, technical requirement including acceptance test / quality control parameters for tender document. The specifications should be provided for development, quality & production servers, storage and others as required including RDBMS and other applications suggested as an overall solution as per the project timeline set in. In addition, a well laid out approach and roadmap for hardware enhancements shall be devised.

3.31. Business Continuity and Disaster recovery: The bidder shall be responsible for development and implementation of a comprehensive disaster recovery and business continuity plans and setting up of the near DR, remote DR in addition to primary project site. Owing to the nature of the data that is being handled, the disaster recovery shall not rely on a Cloud based technology. These shall at the minimum address the following:

a. Recovery Point and Time objectives including mean times for recovery of complete system/ various sub-systems.
b. Application recovery prioritization
c. Identification of the risks and means to mitigate the same
d. Setting up of Near DR site, Remote location DR site, infrastructure
e. Recovery strategy that narrates scenarios for switching over to near DR, remote DR, utilization of backup tapes, replication plans, the data backup strategies etc.,
f. Emergency notification teams
g. Recovery procedure for data loss
h. Preventive procedures
i. Network recovery procedures
j. Handling disruptions
k. Database and application recovery procedures 
l. Steps to be followed
m. Business Continuity Plan that categorizes the failures and provides solution to address each of them.
n. DR Drill procedures

3.32. Exception/Error Handling: The solution shall provide a framework to ensure entering/submission of quality data into/out of the system. This requires multi-level validations that will enable identification of exceptions/errors, categorization of errors/exceptions and resolution of the same during data submission and subsequent processing.

3.33. Audit Trails: The solution should provide full audit trails for all the user activity. Additionally, logs shall be created for the system administrator to monitor any unauthorized access or attempt to access.

3.34. Archival of old records: The solution shall facilitate the archival of the old transactions/records beyond a specified period of time in the history. Authorized users shall be provided the ability to access the archived records for reference purposes. 
Project Oversight:
3.35. Preparation of Project Charter: A detailed Project charter including the detailed Project Plan, indicating all activities with resources required with their roles and responsibilities and time schedule will be required to be prepared at the start of the project and submitted to IRDA/IIB for approval.  The project charter shall also contain brief project description, approach and methodology, milestones, project organization with their roles and responsibilities, project risks and mitigation plans, dependencies etc. The bidder shall also include in the program plan for supplying, installing, hosting and implementing the software/hardware covered under this contract.

3.36. System testing :The bidder shall prepare procedures detailing the steps for conducting system tests and shall conduct tests to demonstrate that the system meets all the requirements (functional and technical) in the specifications as brought out in this request for proposal and would be in accordance with the procedures detailed in approved SRS document

3.37. Evaluation: The evaluation methodology and results have to be validated with IRDA/IIB and a report should be submitted for review and approval by IRDA/IIB’s management. 

3.38. User acceptance testing: The bidder shall develop the acceptance test procedures in mutual agreement with IRDA/IIB and shall conduct tests to demonstrate the conformance to the required process maps and operations response times. The acceptance tests should be carried out before the Go-live and a report is to be submitted on the successful conclusion of these tests. Any function will be allowed to Go-live only after the successful conclusion of the UAT tests.

3.39. Annual maintenance support (AMS): The bidder shall provide, support and maintenance of the entire solution designed, developed, implemented and operationalized as part of this project for the contract period. This shall include maintenance of the application and all other standard third party software wherever applicable as a solution for the contract period. 

a. The AMS shall be provided by trained and experienced personnel of the bidding parties. The service level for IRDA/IIB‘s problem resolution shall be defined by the response time and time taken for successful resolution. 

b. Apart from the above, the bidder will also be required to generate ad-hoc report/query, data on system configuration, upgrades and performance in general, as and when required by IRDA/IIB within a period of 24 hours from the date of receipt of the request from IRDA. 

c. Non-adherence of these service levels shall amount to a breach of contract, which may initiate the appropriate liquidating damage. 

d. Any change in report /formats /portal software which requires an estimated effort of not more than 10 man days during the period of warranty /maintenance period, shall be executed by the bidder without any charge to IRDA/IIB. Effort estimation more than 10 man-days during the warranty/maintenance, shall attract the change management cost and IRDA/IIB shall pay to bidder for the change order as per the charges accepted for change management. 


3.40. Project governance: The bidding party/bidder will be responsible for minimizing project risk through periodic reviews of the implementation project. This will be at two levels, viz., steering committee for Management level Governance and Project management unit for both Technical review and Project management. The steering committee will have representatives from management teams of IRDA and the Vendor and also the Chairman of PMU will be a member of Steering committee. The purpose is to provide an objective review of the implementation of project including the solution approaches and to  identify any risks to the project goals and recommend appropriate corrective action by conducting reviews in the following areas: 

a. Application, technical and project management 
b. IT infrastructure 
c. Organizational change management 
d. Sustained support and benefits achievement 

There would be at least one such cycle each quarter or month during the project implementation depending on the need, deliverables and project timelines.


4. Eligibility Criteria: This invitation of Bids is open to bidder provided they fulfill the minimum qualification criteria as mentioned below: 

a) This RFP permits submission of a single Proposal/Bid by the Bidder/Consortium. In case of a consortium the Lead or the Partner-in-charge of the consortium designated by the members shall be the Prime Proponent/ Prime Bidder for this RFP. The Prime Proponent/Bidder should preferably be a systems integrator and must be based in India with a registered office and should have appropriately qualified manpower employed to support this Project. The prime proponent should be duly authorized by the consortium partners to represent the consortium to the IRDA, serve as the primary contact, and take overall responsibility and accountability for performance of the work. The prime proponent, duly authorised, must become the Contractor for the purposes of Agreement negotiation and any resulting Agreement, and the consortium would be bound by the action/ inaction of the Prime Proponent. If a consortium's proposal is recommended as the Total Solution, the proponent identified as the Prime Proponent of the proposal must become the Prime Contractor for the purposes of contract negotiation, system delivery and support for the duration of the contract period. The representative of the Prime Proponent should be authorized by way of a Power of Attorney duly executed by the consortium members conferring upon the representative all powers from submission of the Proposal to negotiations and entering into Contract with IRDA. The Bidder submitting the bid will be taken as “Prime Proponent” and will be termed as ‘bidder’ for all-purposes under this RFP unless otherwise stated. 
b) The bidder must have a consulting practice in the financial sector specifically addressing insurance business and commit to deploy Domain Experts/Actuaries from the said practice to work on this Project
c) The bidder shall have experience of having worked with other insurance regulators, insurers or insurance trade bodies of suitable size and diversity. The bidder needs to submit satisfactory performance certificate from at least one of their clients.
d) The bidder should have a minimum annual turnover of Rs.250 crore each year during the last three financial years
e) The bidder should not have been black listed by central / state governments / Regulatory Authorities as on date of submission. 
f)  Documentary proofs in support of above eligibility criteria stated above will have to be submitted with the bid.

5. Cost of Bidding

The Bidder shall bear all the costs associated with the preparation and submission of its bid to IRDA. IRDA will in no case be responsible or liable for these costs, regardless of the conduct or outcome of the bidding process.

6.  Bidding Document

The Bidder is expected to examine all instructions, forms, terms and conditions and technical specifications in the bidding documents. Failure to furnish all information required by the Bidding Documents or submission of a bid not substantially responsive to the Bidding Documents in every respect will be at the Bidder’s risk and may result in the rejection of its bid without any further reference to bidder.

7. Amendment of bidding documents

At any time prior to the deadline for submission of bids, IRDA may, for any reason, modify the Bidding
documents by amendments at its sole discretion. Amendment in the bidding documents would be put up on the IRDA website for download. The prospective bidders, which have downloaded the bidding documents from the website of IRDA are required to advise their FAX/e‐mail to IRDA at the address provided, so that amendment in the bidding documents, if any, may be notified by fax/email to all such prospective Firm/organizations. Such amendment will be binding on the prospective bidder. In order to provide, prospective Bidders, reasonable time to take the amendment into account in preparing their bid, IRDA may, at its discretion, extend the dead line for submission of bids, in such cases.




8. Period of Validity

Bids shall remain valid for a minimum of six months after the date of bid opening prescribed by IRDA. A bid valid for shorter period shall be rejected by IRDA as non‐responsive. Any extension in the bid validity would be on a mutual agreement.

9. Bid Currency

Prices shall be expressed in the Indian Rupees only.

10. Bidding process

i. For the purpose of the present job, a multi‐stage bidding process will be followed. The response to the present tender will be submitted in two parts, Technical Bid and Commercial Bid. The bidder will have to submit the Technical Bid and Commercial Bid Portion of the Bids separately in sealed envelopes (wax seal), duly super scribing “TENDER FOR ANALYSIS AND REPORTING FOR INDUSTRY‐WIDE FRAUD TRENDS” and “TECHNICAL BID” or “COMMERCIAL BID” as the case may be.

ii. TECHNICAL BID will also contain the Bidders information in the format given, Other relevant information and Compliance Statement.

iii. TECHNICAL BID will NOT contain any pricing or commercial information at all. Technical bid with commercial information will be rejected. In the first stage, eligibility criteria, would be examined.

iv. TECHNICAL BID of only those bidders who satisfy eligibility criteria will be evaluated. Those bidders satisfying the eligibility criteria and technical requirements as determined by IRDA and accepting the terms and conditions of this document shall only be short‐listed. Subsequent to the Technical Bid evaluation, the bidders may be asked to make a presentation before the Evaluation Committee of IRDA. The Evaluation Committee members may also visit reference site, at a mutually agreed date and the bidder should facilitate such visits by the members of Evaluation Committee.

v. In the final stage, the COMMERCIAL BID of only those bidders, whose technical bids are short listed, will be opened.

vi. IRDA has the right to reject any or all the bids and IRDA’s decision would be final. The bid shall be typed or written in indelible ink and shall be signed by the Bidder or a person duly authorized to bind the bidder to the contract. The authorization shall be indicated by written power of attorney accompanying the Bid. All pages of the bid except un‐amended printed literature shall be initialed by the person(s) signing the Bid. The bid shall contain no interlineations, erasures or over writing except as necessary to correct errors made by the Bidder, in which case such corrections shall be initialed by the person(s) signing the bid.



11. Submission of Bids

The bidder shall duly seal each envelope with Wax Seal. The bid should be addressed to IRDA at the given address and reach on or before the date and time mentioned under Bid Details. IRDA will not be responsible for any postal delay.

12. Bid Earnest money/EMD

The bidder have to submit the Bid Earnest Money/EMD of Rs.10,00,000/-(Rs. Ten lakhs Only) in the form of Demand Draft/ Pay Order favouring IRDA payable at Hyderabad at the time of submission of the bid documents. In absence of Earnest Money, bid will be rejected. EMD of unsuccessful bidder will be refunded within 45 days from the date of opening of commercial bid. EMD of the successful bidder will be refunded within one month after successful completion of contract & finance settlement, upon proper request. IRDA will not pay any interest on the EMD amount.


13. Deadline for Submission of Bids

Bid must be received by IRDA at the address specified in Bid Document not later than the specified date and time as specified in Bid Document. In event of the specified date for submission of bids being declared a holiday for IRDA, the bids will be received up to appointed time on next working day. IRDA may, at its discretion, extend this deadline for submission of bids by amending the bid, in which case all rights and obligations of IRDA and bidder previously subject to the deadline will thereafter be subject to the deadline as extended.

14. Late Bids

Any bid received by IRDA after the deadline for submission of bid will be summarily rejected and/or returned unopened to the bidder, if bidder desired so, against proper receipt.


15. Modifications and Withdrawal

Bids once submitted will be treated, as final and no further correspondence will be entertained on this. No bid will be modified after the deadline for submission of bids. No bidder shall be allowed to withdraw the bid after the deadline for submission of bids. In case of successful bidder, he will not be allowed to withdraw/back out from the bid commitments. The bid earnest money in such eventuality shall be forfeited and all interests/claims of such bidder shall be deemed as foreclosed.

16. Contents of Documents to be submitted

The bidder shall submit the following documents: Documents required in Technical Bid Envelope (Sealed Cover)
1. Technical Bid
2. Supporting documents in respect of minimum qualification criteria.
3. Firm’s/ organization’s information and other relevant Information.
4. Acceptance of the terms and conditions and compliance of the terms mentioned in the RFP
5. Any other documents indicating the features of services offered.
6. Last three years balance sheet with profit & loss account statements
7. Bidding Fee and Bid Earnest Money in the form of Pay Order/Demand Draft.
8. Copies of Memorandum & Article of Association and Certificate of Incorporation.
9. References/Testimonials from Clients where Insurance Fraud solution was implemented
10. Proposed Solution of the Analysis and reporting of industry‐wide fraud trends.
11. Specification of formats to gather requisite data.
12. Statistical models to describe claims fraud
13. Training and capacity building progamme
14. Document required for Commercial Bid (Sealed Cover) as in the format given in Annexure 1. Commercial offer: The offer should be all‐inclusive except of all taxes, statutory levies.
15. Performance security form as in the format given in Annexure 2
16. Project Team personnel CV’s in the format given in Annexure 3 and an undertaking confirming the availability of key resources for the complete project duration. 

17. Power of Attorney in favor of the prime proponent in case of a consortium.


17. Bid Opening and Evaluation

i. IRDA will open the bids, in the presence of bidder representative who chooses to attend, at the time and date mentioned in Bid document at the address mentioned in Para “Submission of Bids”. The bidder representatives who are present shall sign register evidencing their attendance. 

ii. Preliminary examination: IRDA will examine the Technical bids to determine whether they are complete, whether required information has been provided as underlined in the bid document, whether the documents have been properly signed and whether bids are generally in order.

iii. The Technical Bids that are generally in order will be evaluated based on the ‘Eligibility Criteria’ stated in this document. Only those bidder’s who satisfy the ‘eligibility criteria’ will be shortlisted for further stages of bidding process.

iv. Failure to demonstrate to the satisfaction of IRDA on the working of the solution in Insurance sector will be treated as not fulfilling all the terms and conditions of RFP and will make the bid liable to be rejected. The decision of IRDA will be final and no correspondence will be entertained in this regard. IRDA reserves the right to reject any and all proposals without assigning any reason. IRDA will scrutinise the offers received to determine whether they are complete as per RFP requirement, whether technical documentation as asked for and required to evaluate the offer has been submitted and whether the documents have been properly signed. IRDA may, at its discretion, waive any minor non‐conformity or any minor irregularity in the offer. This waiver shall be binding on all the Bidders and IRDA reserves the right for such waivers.

v. IRDA may choose to invite the bidders to discuss and clarify their technical proposal. Any change in the proposal, however, shall not be permissible after the bid submission. IRDA reserves the right to accept or reject any bid or to annul the bidding process and reject all bids at any time prior to the award of contract, without thereby incurring any liability to the affected bidders; without giving any reasons whatsoever. All the Firms found eligible in the Technical Bids shall be required to make presentation to the Technical Committee.

vi. Technical Bids to the RFP would be evaluated on the technical criteria set below by assigning the relevant scoring on each of the technical parameters. Technical bids shall be opened and evaluated for acceptability of the techno‐functional requirements, deviations and other technical suitability. The Bidders shall respond to the requirements as per the Forms and Data templates requested in this document. The bidders will be required to present their proposal to the IRDA Technical Committee. The technical evaluation would be carried out on the following parameters and associated weights thereof are as given below:

	Sl.No.
	Evaluation Criteria
	Weightage

	1
	Firm’s/ Organization’s background & Financials
	10

	2
	Firm’s/ Organization’s responsiveness and understanding of requirements
	15

	3
	Solution Architecture Proposed (including Software and Hardware being proposed), and fit between functional and technical requirements
	25

	4
	Previous Experience of similar nature and record of accomplishment based on competency & expertise of key personnel earmarked for this assignment
	20

	4
	Level of compliance with contractual terms
	10

	5
	Implementation approach/methodology and time schedule 
	10

	6
	Quality Assurance Mechanism
	10



Each of these data fields (information category defined above) have been detailed out with their specific metrics, their scoring methodology and specific information, as given in their respective forms. The score against each of these information categories shall be calculated as below:

Score on a data field = Total score achieved/ Maximum score achievable * Weightage of the respective data field. No score shall be awarded against any forms, items and data fields where the relevant information is not provided.

vii. The bidder shall score a minimum of 50% in the Technical evaluation criteria stated above. 

viii. The commercial bids of only those bidders who qualify as under shall be considered:
a. Top three scorers on Technical evaluation or
b. All the bidders whose scores fall within the range of 15% of score of the Top bidder on technical evaluation
(a) or (b) whichever is higher will qualify for further bidding process.

ix. Technical score:. The technical proposal of the bidder getting the highest marks will be ranked as T-1 and the next highest will be ranked as T-2, T-3, etc., IRDA may choose to invite the firm/ organization to discuss and clarify their technical proposal. Any change in the proposal, however, shall not be permissible after the bid submission.

 
x.  The commercial bid shall be opened in the presence of Bidders’ representative, whose bids are considered as responsive as per the technical and other qualification criteria as underlined in the bid document. The intimation of time and place of opening of commercial bids will be informed separately to successful bidder(s) only. Commercial bid with the lowest cost will be given a financial score of 100 and other proposals will be given a financial score that is inversely proportional to their price. Specific details of price bid evaluation shall be provided along with the price bid format‐ which shall be made available to the Bidders shortlisted after the technical presentations. Subsequent to the price bid evaluation, the successful Bidder shall be issued a letter of intent as per specified timelines. The bidder shall furnish the performance guarantee as per the attached format within two weeks of the receipt of the letter of intent. The Authority reserves the right to satisfy itself of the reasonability of the commercial bid in all aspects.

xi. The technical proposal will be allotted a weightage of 80% while the commercial bid will be allotted a weightage of 20%

xii. The total score, both of the technical and commercial shall be obtained by weighing the technical and commercial bid as above and aggregating the same. On the basis of the combined weighted score for technical and commercial bid, the bidders will be ranked in terms of the total score obtained. The proposal obtaining the highest total combined score will be ranked as H-1 and the next highest will be ranked as H-2, H-3, etc. The bidder securing the highest combined marks  and ranked H-1 will be identified and invited for negotiations. An illustration on this is available below. 


EXAMPLE OF SELECTION METHODOLOGY
Example 1:
As an example, the following procedure will be followed. The weightage of the technical bids and financial bids is kept as 80:20. In response to the RFP, say 4 proposals, A,B,C & D were received. The consultancy evaluation committee awarded them 85, 80, 75 and 60 marks for the technical bid respectively, thereby ranking them as T-1, T-2, T- 3 and T-4 respectively.

The financial proposals of top three technically ranked bidders, i.e. T-1, T-2 and T-3 were opened.
The consultancy evaluation committee examined the financial proposals and evaluated the quoted
prices as under:
	Proposal
	Evaluated Cost

	A
	Rs.120

	B
	Rs. 100

	C
	Rs.110



Using the formula LEC / EC, where LEC stands for lowest evaluated cost and EC stands for evaluated cost, the committee gave them the following points (rounded to nearest two decimal places) for financial proposals:

A : 100 / 120 = 83.33 points
B : 100 / 100 = 100.00 points
C : 100 / 110 = 90.91 points

In the combined evaluation, thereafter, the evaluation committee calculated the combined technical and financial score as under:

Proposal A: 85x0.80 + 83.33x0.20 = 84.67 points.
Proposal B: 80x0.80 + 100.00x0.20 = 84.00 points
Proposal C: 75x0.80 + 90.91x0.20 = 78.18 points.

The three proposals in the combined technical and financial evaluation were ranked as under:

Proposal A: 84.67 points : H-1
Proposal B: 84.00 points : H-2
Proposal C: 78.18 points : H-3

Proposal A at the evaluated cost of Rs.120 was, therefore, declared as winner and recommended
for negotiations/approval, to the competent authority.
Example 2:
As another example, the consultancy evaluation committee awarded the bidders, 86, 82, 80,78, 75,70 and 60 marks for the technical bid respectively. These bidders are as such ranked as T-1, to T-7 respectively.  Short listing of bidders on the technical scoring will be done as follows:
a. The top three bidders include those who score 86, 82, 80.
b. Those within 15% of the score of the top scorer will be those who score 85, 82, 80, 78, 75 (86*85%)
Since higher number of bidders qualify under ‘b’ criteria, five bidders who scored above 73.1% will be shortlisted and their commercial bids shall be opened. The combined score, H1 bidder shall then be determined as per the example 1 above.
xiii. The contract shall be awarded to the responsible, responsive bidder whose proposal conforms to the RFP and in the opinion of IRDA/IIB, represents the best value to the project, as per the evaluation procedure prescribed above.

18. Clarifications
To assist in the examination, evaluation and comparison of bids IRDA may, at its discretion, ask the firm/
organization for clarification, presentation, and response in writing and no change in the price or substance of the bid shall be sought, offered or permitted.

A bidder requiring any clarification of the bidding documents may notify IRDA in writing or by fax. IRDA will respond in writing to any request for clarifications which it receives not later than 16-01-2013. Any questions concerning this RFP must be submitted in writing on or before the last date for clarifications to:

Shri Randip Singh Jagpal, Joint Director (Non‐Life),Insurance Regulatory and Development Authority, 3rd floor, Parisrama Bhavanam, Basher Bagh, Hyderabad – 500 004 Phone: 91‐40‐23210164                            Email: randip@irda.gov.in.  Similarly, the Bidder should nominate a person as a single point of contact from within its organisation. The name, postal address, e‐mail address and contact phone numbers of such person should be mentioned in the proposal. No requests for clarification will be entertained by telephone or in person. If a bidder discovers any significant ambiguity, error, conflict, discrepancy, omission or other deficiency in this RFP, the bidder should immediately notify to the above official of such error and request modification or clarification of the RFP document, which modification/clarification shall be provided at the sole discretion of IRDA.

19. Rejection of a bid

IRDA’s decision to reject a bid and forfeit the EMD will be final and without prejudice and will be binding on all parties.

20. Pre‐Bid Conference

IRDA will organise a Bidder conference on 07-01-2013 as indicated in the notice of RFP, to communicate the background and scope to the bidder and also to resolve any queries, which the bidder may have. Any further information will be provided to all bidders in writing (or by e‐mails).
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